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1 Introduction

1.1 Introduction

NVMS Standard is a brand new video surveillance management platform released by our company, with the powerful capability of video
surveillance management, real-time preview, record storage, record playback, record download, alarm linkage, decoding on TV Wall,
keyboard control, vehicle entrance and exit management, temperature screening as well as intelligent analytics. Additionally, due to its
open system architecture, its SDK/OCX can be provided to the third party for secondary development. Therefore, NVMS Standard can
meet the client’s demands of centralized video management and can be widely used in the video surveillance of industrial park, education,

banking, chain stores and buildings.

1.2 Software Architecture

Service

Client

TVI-DVR AHD-DVR
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1.3 System Components

1.3.1 System
e I
Control Center
Client Service IP-SAN

(" Front-end Access ) Background Monitor N

C‘"“l”‘ s Decoder Clljf_:‘t

= — |
" & - )
-
pve|NvR |

I swifch TV wall [ |

swifch switch
A / _/

1.3.2 Front-end Access

Front-end devices include IPC, DVR and NVR.
You need to connect monitor devices such as IPC, DVR and NVR to internet through hubs or routers accessed by Cat5 or Catbe

cables (less than 100 meters) or optical fiber.

Run monitor client through local PC to configure the local video monitor, monitor devices and so on.

1.3.3 Background Monitor

Background monitors include TV Wall, Monitor, etc.

You can set up the real-time image of display devices, these display devices including TV-Wall (decoding images to show on the

TV-Wall through video decoder), digital display screen and so on.

Run monitor client through local PC to view, playback and remotely configure and manage the real-time video of front-end monitor

devices.

1.3.4 Control Center

) Realize various services, such as, video transmission, recording, decoding on TV wall, etc.
® Add IP-SAN storage array to realize centralized storage.

®  Connect servers and IP-SAN storage array to internet through switches.

®  Setup IP addresses in accordance with the actual situation.

1.4 \ersion

Signal access on trial

Max signal access

NVMS Standard 32 channels video signals 256-ch video signals




2 Configuration Requirement

2.1 Software and Hardware Configuration Requirement

Recommendation for hardware Recommendation for software

NVMS components . . . . Number
configuration configuration

Inter(R) Core(TM) i5 4500 3.0GHz or

Management Server
above /16GB memory 1T

(including Web o Windows Server 2012
SATA/ Glgablt NIC or AMD HD6570 /W|ndows Server 2016
1 Server/Alarm Wind As needed
or above, 512MB GDDR5 or above 'Windows10
Server/Access . Professional/Ultimate
(multi-screen  :  1GB  GDDR5

server/E-Map Server) o
memory) /500GB SATA/ Gigabit NIC

Windows Server 2012
CPU configuration: /Windows Server 2016

2 [l e Inter(R) Core(TM)i5 7500 3.0GHz /Windows10 A TIEEE
Professional/Ultimate
Windows Server 2012 It depends on the video
) CPU configuration: /Windows Server 2016 format and the number of
3 Media Transfer Server | | 1o1(Ry Core(TM)i5 7500 3.0GHz /Windows10 i) g
Professional/Ultimate .
simultaneously
Inter(R) Core(TM) i5 7500 3.0GHz or ) .
Windows 7 SP1 64bit
above /16GB DDR3 . .
) Professional/Ultimate
. /Intel HD Graphics 530 2GB, .
4 Monitor Windows 10

/NVIDIA GeForce GTX 1060 6GB
or above (multi-screen : 2GB GDDR5
memory) /500GB SATA/ Gigabit NIC

Professional/Ultimate/
Home 64bit

Note: Face recognition IPC configuration: the application scenes should be set as “Security Monitoring”, or the snapshot interval should
be set to more than 1s.
When all IPCs added to the platform perform face detection or comparison, the number of the captured pictures reported to the

platform should not exceed 1,000 pictures per minute.

The recommended 64-bit hardware configurations are as follows.

NVMS Recommendation for hardware Recommendation for software

components configuration configuration

Inter(R) Core(TM) i5 7500 3.0GHz or

above /16GB DDR3 Windows 7 SP1 64bit
Monitor ; Professional/Ultimate
1 . . /Intel HD Graphics 530 2GB, ' . . A TEei
Client-64bit INVIDIA GeForce GTX 1060 6GB Windows 10 Professional/Ultimate/
or above (multi-screen : 2GB GDDR5 Home 64bit

memory) /500GB SATA/ Gigabit NIC




2.2 Requirement for Firewall

In order to ensure the network security, it is necessary for the system to set up a firewall. All monitor ports shall be opened on the installed

servers. The open ports are as follows:

Server Port Type Port

Authentication Server Internal Port 6003
Configuration Server Internal Port 7002
HTTP Server Service Port 8080
Internal Port 6006

Media Transfer Server
Auto Report Port 2009

Storage Server
. . Internal Port 6009
(windows version /IP-SAN)

Intelligent Server Internal Port 6069
Alarm Server Internal Port 6033
TV Wall Server Internal Port 6036
Application Server Internal Port 6093

Note: The above-mentioned ports are the default internal ports of servers. If all these ports are modified, these open ports shall be modified

accordingly in the firewall configuration.

2.3 Checking Installation Environment

Item Checkup Standard

Hardware Check whether the hardware meets the standard required. (including CPU, memory, HDD, etc.)

— Check whether the software meets the standard required. (including the type and version of the operation
system, NVMS version, etc.)

Front-end device Check whether the device access is normal.

Firewall setup Check whether those open ports of firewall meet the standard required.

Network Check whether the networks of front-end devices and center equipments are normal.

TCP/IP config Check whether the settings of IP address, subnet mask, gateway and DNS correct.

2.4 Configuring Server IP Address

The IP address of the server (computer) is the IP address of the platform. Please make sure the platform and other devices are connected to
WAN/LAN. It is recommended that the platform and the devices that are about to be added to the platform are in the same local network
segment. Here is how to set the server IP address:

1.  Connect the network cable to the server, power on and start the server.

It
2. Click at the lower right corner of the computer desktop and then click “Open Network and Sharing Center” as shown below.




3.
4.

6.

settings

Control Panel Home

Change adapter settings

Change advanced sharing

E; ¥ » Control Panel » All Control Paneltems » Network and Sharing Center

File Edit View Tools Help

View your basic network information and set up connections

LY = @

ADMIN-PC Metwork 12 Internet
(This computer)

See full map

View your active networks Connect or disconnect

Network 12 Access type: Internet
Public network Connections: [ Local Area Connection 3

Change your networking settings

& Setup anew connection or network

Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point.

Click “Local Area Connection X” - “Properties”.

Select IPv6 or IPv4 according to the actual network environment. Here we take IPv4 as an example. Then click “Properties” of 1Pv4.

[ oo | < ot

General Networling
. Connect using:
Connection
P4 Connecthiy: Internet | & Reattek PCle GBE Family Cortroller |
IPv: Connectivity: Mo Internet aa;elsz
Media State: Enable This connection uses the following items:
Duration: 14 days 04:54:46 .
cpeed: 100.0 Mb % Cliert for Microsoft Networks
peed: L Hbps J= 005 Packet Scheduler
f File and Printer Sharing for Microsoft Networks
Details. ..
. |rtemet Protocal Version 6 (TCP/IPvE)
W |temet Protocol Version 4 (TCP/1Pv4)
& Link-Layer Topology Discovery Mapper /8 Driver
Activity & Link-Layer Topology Discovery Responder
Sent —— &p ——  Received
= [ Install... ] | Uninstall | I Properties ”
Bytes: 2,125,192 | 5,285,794 Description
Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
- - - across diverse interconnected networks.
[ I@Pro*;:lertles [ @D‘SEHE ] [ Diagnose ]
\ Close oK || Cancel
— |

Select “Use the following IP address” and then configure the IP address, default gateway and DNS server addresses according to the

actual network environment. After that, click “OK” to save the settings.




Internet Protocol Version 4
General

‘You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(") Obtain an IP address automatically
(@) Use the following IP address:

IP address:
Subnet mask: 255 .255. 0 .0

Default gateway:

Obtain DNS server address automatically
(@) Use the following DNS server addresses:

Preferred DNS server: 223. 5 .5 . 5§

Alternate DNS server: 223.6 .6 . B

validate settings upon exit




3 Install and Uninstall the Software

3.1 Install the software

Server and Client need to be installed separately.

3.1.1 Install Server

1) Double click “NVMS server.exe”. Select the Ul language as needed.

MVMS Server - InstallShield Wizard h:4

Select the language for the installation from the choices below.

Englizh [United States) w

Carcel

2)  Atip will pop up to suggest you to close the antivirus software. If no prompt window appears, please skip this step.

'tip | 28 I

It is suggested that the 360tray.exe be closed first and then continue!

oK |

3)  Click “I accept the terms of the license agreement” and then click [Next].
4)  Click [Browse] to select the installation location and then click [Next].

!
Instal 5 . <Bock [ bed> |




5)  Check “Launch Software” as needed and then click [Finish]”.

MYMS Server - InstallShield Wizard

InstallShield Wizard Complete

InstallShield < Back Finish Cancel

3.1.2 Install Client

1) Double click “NVMS Client setup.exe” and then select the Ul language as needed.

MYPS Client - InstallShield Wizard >

Select the language for the inztallation fram the choices below,

Englizh [United States] w

Carcel

2)  Atip will pop up to suggest you to close the antivirus software.

rti|:t Ii]

It is suggested that the 360tray.exe be closed first and then continue!

oK |

3)  Select “I accept....” and then click [Next] to continue.
4)  Click [Browse] to select the installation location and then click [Next].




NVMS Client - InstallShield Wizard

Choose Destination Lo

InstallShidld ¢ Back Hews Cancel

5)  Check “Launch Software” as needed and then click [Finish]”.

NVMS Client - InstallShield Wizard

InstallShield Wizard Complete

InstallSHidd ¢ Back Finish Cancel

3.2 Uninstall Software

If the new version needs to be installed or there is no need to use this software, this software can be uninstalled. It is strongly
recommended to back up the configuration data before installing the new version of NVMS.

The uninstallation steps of the Server are similar to the uninstallation of the client. Here we take Server uninstallation for example.

Click “Start” = All Programs—=> NVMS Server->Uninstall to pop up the wizard. Click “Yes” to confirm.

Select whether to delete the database, intelligent analysis data or configuration files as needed. Then clicking the “Finish” button ends the

uninstallation.

Uninstall Dptians

Cancel

fstal (i N sk N [Mms s




4 Login

4.1 Run Servers

Before logging onto the client, please ensure all servers are working normally. Having been installed successfully for the first time, the
server tray will minimize on the taskbar of the computer. Double click the server tray icon to pop up the server tray interface. You can also
right click the server tray icon and select “Display main interface” to pop up the server tray interface as shown below.

- ServerTrayUl X

Server - Status Set Port Configure
Management Server D Running () 6003/7001 Configure
Configuration Server D Running [ @) 7002 Apply
Reboot All
- HTTP Server P Running [ @) 808D Apply
Transfer Server D Running ‘j 6006/2009 Configure
ServerlP Address:
Storage Server D Running ‘) 6009 Apply
10.20.52.7
Alarm Server P Running & 6033 Apply
Access Server D Running () 6013 Apply
TV Wall Server P Running & 6036 Apply
Intelligent Analysis Server P Running [ @) 6069 Apply
= L Total Running Time: Stream Media Server 2" Starting Q Configure
Display main interface
Quit 0(‘:')1('1)44(“1)30(5) Application Server D Running () 6093 Apply

The working status and port can be viewed from the server tray. All servers can be stopped and restarted. Additionally, all server ports can
be modified as needed. Click the corresponding port number to modify it and the modified port can be saved automatically after you move
your mouse to another place.

Please set up according to the actual network.
How to configure stream media server and get video streams via RTSP/HLS/RTMP protocol? Please refer to Appendix for details.

4.2 Login

Double click the shortcut icon of “Monitor Client” to run the software as shown below.

User Name
& admin|

Password Forget password?
a8

Authentication Server Port
10.214.11.98 6003

[[] Remember Password (] Auto Login
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(@ Enter username and password (the default username is admin; the default password is 123456).
@ Enter the IP address and port of the authentication server (the default port is 6003).

Check “Remember Password” or “Auto Login” as needed.
® Click [Login].
If you forget the password, please click “Reset password”. Then a small window will appear. You can reset the password by answering the
pre-defined questions.

Reset Super Administrator Password X

Create Security Questions / Answers Dynamic Password

Config Server: 7002

Question: When is the birthday of the person you like?
Answer:

Question: When's your father's birthday?
Answer:

Question: When were you born?

Answer:

o I=zm

If this is the first time for you to log in, please create security questions and answers. (Go to Home - User and Permission = User
Management-> Edit Security Questions/Answers)

Edit Security Questions / Answers X

Create Security Questions / Answers

Question:
Answer:
Question:
Answer:
Question:

Answer:

o ==

It is important that you remember the answers for these questions or you will not be to reset your password and be locked out.

If you don’t set the security questions and answers, you can reset your password by dynamic password. Click “Reset password” and then
click “Dynamic Password” to go to the dynamic password page. Search the CPU ID, MAC address and the current time and then send
these information to the technical staff to get the dynamic password. Note that the management server and client must be installed in the
same server, or the CPU ID, the current time and MAC address cannot be searched.

After you log in, a record partition setting box will pop up. Please select the desired record storage location. Then click [OK] to save the

settings.
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Record Partition Setting x

0 Partition Symbiol ~ Partition Size  Remain Size

Cisystem Driver) 10268
b 18768 8568
18768 9068

4.3 Main Menu Interface Introduction

ard  Face Attendance

Data Dashboard Video Preview Storage Playback

Iintelligent Dashboard Video Preview | Alarm Preview Record Playback By Time Slice By Event
‘ E-Map Monitoring @4 By Tag Record Backup = Search Picture

Record Setting | Schedule Setting

3

E-Map TV Wall Management Resource Management
E-Map Settin TV Wall Serting = TV Wall View Add, Edit ar Delete Device | Device Settin
P q - g 0 !
, WS TV Wall Task Settings Area Setting | Channel Group Setting
=-- b -

TV Wall System Setting

§ Device Alarm  ® Motlon Detection ® Face Alarm  ® Other Intelligent Alarm  ® Sensor Alarm B Offline Alarm  ® Server Alarm & Alarm Task -

Alarm Time Alarm Source % Storage Playback — Device Playback | Storage Snapshot | Device Capture  Alarm Processing H_and_'\
® = %
)22-01-07 10:33:26 Device Name4653 1 5 @

=
® = 7
® & 7

=

(B ciose the starm pop-up w

There are five parts in the main menu interface. The descriptions of each part are as shown below.

Menu Bar
\[o} Description \[o} Description
1 Menu Bar 4 Status Bar
2 Tab Bar 5 Alarm Information Bar
3 Functional Areas
Tab Bar

12



Menu Description
View “Live View”, “Edit live view”
System Including  “Switch User” , “Register”, “About”, “Modify Password”, “User Manual” and “Skin”

Functional area

Menu

Data Dashboard

Description

Smart display video window, device status, face comparison, human body temperature screening, E-map,
etc.

Video Preview

To view live images and to record, snapshot and talk, etc.

Storage
To remotely play the local records or back up records.
Playback ypiay P
E-Map To manage and display maps, hot spots, etc.
VA To set TV wall and decoding videos on TV Walls
Management
Resource To add, modify or delete areas, devices or servers.
Management
Group To manage people and assign the access permission
Management
Search Including image search by face, face comparison retrieval, license plate comparison retrieval, smart

snapshot retrieval and visitor record search.

Account and
Permission

To add, modify or delete user account and set permissions for these accounts.

Alarm Center

To set alarm linkage and schedule; To search alarm logs.

Attendance . .

To set alarm linkage or view logs.
Management
ALY L To manage vehicles in the parking lot
Management

Face Greeting

To welcome visitors based on face recognition technology

Face Attendance

To help to manage staff attendance based on face recognition technology

Line Crossing
Counting

To monitor and analyze people/vehicle flow in real time

Body
Temperature
Measurement

To view the statistics of body temperature

Industrial
Temperature
Measurement

To view the real-time video, analyze data and search records.

Operation and
Maintenance
Management

To search, export and maintain logs.

Configuration

To set record path, snapshot path, system startup and maintenance, overload and alarm view.

Edit Common
Function

To select the functional module you want to display in the home page

Other buttons:




Description

= Click it to hide the interface.

E Click it to zoom in or out the interface.

Click to exit the software.

|| Click it to add the live view page.
When the tab pages exceed the applicable numbers, this icon will display. Click it to view the hidden
tabs.

Common buttons:
Button ‘ Description

Click it to edit the item.

Click it to delete the item.

Check the camera and then click it to select

Check the camera and then click it to remove

Click it to add all items

AN | A IVIENN

Click it to remove all selected items




5 Device Management

5.1 Add Encoding Device

In the main menu interface, click “Add, Edit or Delete Device” to go to the following interface as shown below.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Gy ~

IP Address,

Device Type

Encoding Device (Online/Total number:0/0);

Add Encoding Device X

Quickly Add Manually Add Initiatively Report Unbound Auto Report Device
Device Quantity:63
- ~
O Device Name IP Address Modify IP Address Port Subnet Mask Protocol Version Dev
Device Name 10.20.19.208 r/l 6036 255.255.0.0 Standard Device 144 00:18:AE:€
] Device Name 10.20.52.200 m 6036 255.255.0.0 Standard Device 147 00:18:AE:/
a Device Name 10.20.18.38 r/l 6036 255.255.0.0 Standard Device 146 00:18:AE:£
m} IP Camera 10.20.18.130 M 8000 255.255.0.0 Standard Device  5.1.1.0 00:18:AE:E
] IPCamera 10.2019.56 80 0.0.0.0 ONVIF
O IPCamera 10.2019.112 80 0.0.0.0 ONVIF
m} IPC 10.20.18.94 r/l 9008 255.255.0.0 Standard Device |5.0.1.0 00:18:AE( .,
< >
Select Transfer Server  Transfer Server Select Storage Server Storage Server
Select Area (3 default area [J Automatically Link Area
o |

Then click “Add” to add devices. You can add multiply devices in this interface, such as face detection IPC, face recognition IPC/NVR,

face recognition terminal, active deterrence IPC, ANPR camera, etc.

5.1.1 Quickly Add

Click [Refresh] to quickly search devices in the same local network as shown below. Check the device and allocate the transfer server,
storage server, area for it. After that, click [OK].
Click “Default password” to set the default username and password of the devices from different manufacturers, such as Hikvision, Dahua,
etc. The default username of the standard device is “admin and the default password of the standard device is “123456”.
Note:
* The default media transfer server and storage server can be selected when adding devices. Users can also create new media
transfer server and storage server in advance (see Add Media Transfer Server and Add Storage Server).

* Area must be set up before adding devices. Click [Add Area] to create an area (See Area Setting).

5.1.2 Manually Add
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Add Encoding Device

Quickly Add Manually Add Initiatively Report Unbound Auto Report Device

1P Address ' | @ . 0 - 0 - 0 ‘ Standard Device 6036 admin LITTIT)

IP Address

IP Range
Domain Name
Serial No.

URL

IPV6

Select Transfer Server  Transfer Server A\ Select Storage Server Storage Server s

Select Area (D) A3 v [J Automatically Link Area
Default Password

(@  Enter IP address/IP range/domain name/Serial No./URL/IPv6 address, username and password and choose protocol type.
@  Click [Test] to test whether the device is connected successfully or not.

(®  Select transfer server, storage server and area and then click [OK].
Devices can be added in batch by adding IP range.

If “URL” is selected, you shall add the device via RTSP protocol. Enter the URL, username and password of the device and then click

[Test] to test whether the device is connected successfully or not.

Add Encoding Device

Quickly Add Manually Add Initiatively Report Unbound Auto Report Device

URLRTSP://192.168.226.201:554/Profilel RTSP = (10 |||||
IP Address:0.0.0.0 Standard Device 6036 admin sssese
< >
Select Transfer Server Transfer Server v Select Storage Server Storage Server %
Select Area () A3 v [J Automatically Link Area
(o

How to get a URL?

Here we take the IPC of our company for example. Log in to the web client of the IPC and then go to “Config”> “Network”—> “RTSP”
interface to configure RTSP.

The default RTSP port is 554 and the URL format is “rtsp://IP or domain name:port/profilel”. For example:

rtsp://192.168.1.1:554/profilel. Profilelstands for main stream; profile2 stands for sub stream; profile3 stands for the third stream.
For the URL of a device from other companies, please consult their technical documentation.
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5.1.3 Initiatively Report

Select the “Initiatively Report” Tab to see the following interface.

Add Encoding Device X

Quickly Add Manually Add Initiatively Report Unbound Auto Report Device
Device Number Protocol User Name  Password Delete
No. | 4924 Standard Device admin sesees
Select Transfer Server Transfer Server Select Storage Server Storage Server
Select Area () A3 [J Automatically Link Area
o =

(@  Enter the device ID set in the DVR/NVR or IP camera and choose the protocol.
[} If the DVR/NVR is needed to add, please go to Network—>Platform Access interface of the DVR/NVR. Check “Enable”, enter the IP

address and port (default 2009) of the NVMS and then set the device number of the DVR/NVR.
® If the IP camera is needed to add, please go to Network Configuration—>Server Configuration of the IP camera. Check “Enable”,

enter the IP address and port (default 2009) of the NVMS and then set the device number of the IP camera.

Config Home » Network » Advanced
System
. N
Basic Information | Port SNVl Onvif DDNS SNMP  802.1X RTSP  RTMP  UPnP  Email FTP  HTTPS QoS

Date and Time | Local Config

Storage ¥ Enable \

Server Port 2009 |
@ Image 1 IP add .

Server Add 10.214.11.99 — address of Media Transfer Server
Display Settings | Video/Audio | I A e ‘ I

OSD | Video Mask | ROI Config | I Device ID ‘4924 I x

Zoom/Facus Device number

- [ save |
‘B_ Alarm

Motion Detection | Anomaly

Alarm Server

v'{ Event

Object Abandoned/Missing

Video Exception | Line Crossing

| Region Intrusion

‘,g,i Network

Teerp | o

@  Select the transfer server, storage server, area and then click [OK].

5.1.4 Quickly Add Auto Report Device

For the auto report devices, you can go to the “Unbound Auto Report Device” interface to add them quickly.
Note: please fill out the auto report information in the NVR/IPC in advance and then the device information can be searched in the

“Unbound Auto Report Device” interface.
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Add Encoding Device

Quickly Add Manually Add Initiatively Report | Unbound Auto Report Device Device Quantity'l
O 4924 4924 standard |y cfer Server
Device
Select Transfer Server Transfer Server % Select Storage Server Storage Server v
Select Area () A3 Avs [J Automatically Link Area
Default Password “

5.2 Modify or Delete Device

After devices are added successfully, they will be listed as below.

Add. Edit or Delete Device Device Satting Aaeia Selting Channel Group Setting

Encoding Device (Onkne/Total number:1/1% x i i i i ’
e — e '
o [

Atk Syt {CnB oo il Device Name  Standard D__ 1 2 12 10.2052.200 6036 defaut area Trang

LED Digplay Device (Online/Total numbar(y

Linteliigent Anatydis Server (Online Total nud

The device channel number, alarm status, online status and record status can be viewed from the above table.
Click |»_/I to modify the device information.

Click “"l to delete the added device.
Select the desired devices and click [Delete] to delete multiple devices simultaneously.

5.3 Device Area Selection

Select one or more encoding devices and then click [Select Area] to modify the area of the selected devices.

5.4 Batch Import/Export
You can import multiple encoding devices (NVR/IPC) in different local network at a time. The setting steps are as follows:

1. Create an Excel file and then edit the device information as follows. Please copy the text of the first line.

A | B | C | o | E |
ip protocol port userName password
10. 214. 40. 88 6036 =ztandard device  admin 123456
10. 214. 40. 89 6036 sztandard device  admin 123436
10. 214. 40. 90 6036 =ztandard device  admin 123436

Protocol: four protocols can be used here, including “ipc”, “standard device”, “NVR” and “TVT”.

2. Save the file as “.cvs” or “.xIsx”.
3. Click Home->Resource Management->Add, Edit or Delete Device. Then click [Import] to import the file.
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J Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Select Area Import [ Select Transfer Server Select Storage Server Upg

Import

Device Type

Encoding Device (Online/Total number:16/
Decoder (Online/Total number:0/0) Export Temp
LED Display Device (Online/Total number:0,

Transfer Server Export Temp ) TD-9423A2 4.3.1.0(2308...
Export encoding devices: check the device you want to export and then click [Save Form] to export the device list.

5.5 Device Upgrade

In the “Add, Edit or Delete Device” interface, check the devices you want to upgrade and then click [Upgrade]. Select the upgrade type as
needed.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Device Type A

Delete Select Area Select Transfer Server Select Storage Server || Upgrade Import Export

-

Batch Upgrade for IPC
Decoder (Online/Total number:0/0)

Alarm Host (Online/Total number:0/0)
Access Control System (Onling/Total n

Batch Upgrade for ANPR Camera
Batch Upgrade for NVR/DVR

=

0 @ Device Name  Standard ... 21

Note: When multiple devices are upgraded simultaneously, the selected devices must be the same series.

5.6 Device Setting

Go to Home->Device Setting interface as shown below. In this interface, the parameters of the device can be set up.

Add, Edit or Delete Device | Device Setting ‘ Area Setting Channel Group Setting
Encoeding Device v
Searc Q

B @ A3 (Onling/Total numberb/7)
# 10.214.200.75 80

& 154nvr]l

@ IP Camera

@ IP Camera

& IP Camera3

& N12

‘ 0SD Setting | Image Setting Stream Setting Privacy Mask Setting ROI Setting Focusing Setting Motion Detection

HE HHEH B H

o
|

@ B3 (Onling/lotal numb...

Menitoring Point Name

Show OSD Name Horizontal Position 0 Vertical Position 0

Show Timestamp Horizontal Position 6350 Vertical Position 0
Apply

Different devices have different menus. Please configure the device according to the corresponding user manual.

5.7 Area Setting

Go to Home—> Area Setting interface as shown below.
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Add, Edit or Del

lete Device

@ A3

Delete All Empty Area

Device Setting ‘ Area Setting ‘ Channel Group Setting

Click [Add] to go to Area adding interface. Enter area name to create parent area. Then click [OK] to save the settings. To create sub area,
click [Add], choose the parent area, enter the area name and click [OK].

Parent Area

Area Name

Cancel

'

5.1 Server Settings

5.1.1 Add Media Transfer Server

Media transfer server is in charge of the video signal reception of the front-end devices (like IPC) and transfers the signal to the client to
view or to the storage server to record. The command of viewing the video of the front-end devices sent by the client or storage server is

transferred by the media transfer server to the front-end devices. There is a default transfer server. If you want to add a new transfer server,
please follow the directions as below.

1. Goto Home—>Add, Edit or Delete Device->Media Transfer Server.

J Add, Edit or Delete Device ‘ Device Setting Area Setting

Channel Group Setting

Encoding Device (Online/Total number:8/14
Decoder (Online/Total number:0/0)

Alarm Host (Online/Total number:0/0)
Access Control System (Online/Total numbe|
LED Display Device (Online/Total number:(,
Intelligent Analysis Server (Online/Total nun

Storage Server (Online/Total number:1/1)

Media Transfer Server (Online/Total numbeyq

Access Server (Online/Total number:1/1)
Alarm Server (Online/Total number:1/1)

TV Wall Server (Online/Total number:1/1)

1021411109

6006

No

2. Click [Add] to go to media transfer server addition interface. Users can quickly add or manually add media transfer servers.

3. Select the “Quickly Add” tab and click [Refresh] to quickly search servers in the same local network. Check the desired servers and

click [OK] to save the settings.
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Add Media Transfer Server x

Quickly Add Manually Add Server Quantliy3
-
8] TP Address Port
| 3] 1071440220 6006
m| 1021440123 6006
I ] 1021411872 H006
m| 1021411108 6006

10.214.40.241 6006

“ el

Select the “Manually Add” tab to go to the media transfer server adding interface. Enter the server name, IP address and port and click
[OK] to save the settings.

Add Media Transfer Server x

Quickly Add Manually Add
Server Name 1P Address Fort  HotSpare.  Delete

Medla Transfer Serverl 0000 600G No

When adding the transfer server, you can select it as a hot spare server.

If there are devices under the transfer server, this server cannot be changed to a hot spare server.

If you have added a hot spare server, it will work as follows.

1. When the transfer server of the device is offline and the offline time exceeds the predefined service fault time, the device will be
transferred by the online hot spare server.

2. When the original transfer server of the device is online again and the online time exceeds the predefined server fault time, the
device will be transferred by the original transfer server.

To set the server fault determination time, please go to Home—> Configuration—> System Configuration interface to set.

5.1.2 Add Storage Server

Storage server is in charge of the storage of record information, including the information of schedule record, record based on motion
alarm, sensor alarm, smart detection alarm (like object removal detection, line crossing detection, etc.), responding to the search and
playback of all storage data. It also supports self-defined storage path settings and IP-SAN access. There is a default storage server. If you
want to add a new storage server, please follow the directions as below.

1.  Click Home—>Add, Edit or Delete Device->Storage Server.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

P
Device Type Add ) Delete
Encoding Device (Online/Total number.8/14 a
Decoder (Online/Total number:0/0) O Server Name  Device Number ~ Channel Number I
Alarm Host (Online/Total number:0/0) O Storage Server 14 22 1

Access Control System (Online/Total numbe|
LED Display Device (Online/Total number:0
Intelligent Analysis Server (Online/Total nun|

IFturage Server (Online/Total number:1/1) I
L o A
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2. Click [Add] to go to storage server adding interface. Users can quickly add or manually add storage servers.

3. Select the “Quickly Add” tab and click [Refresh] to quickly search servers in the same local network. Check the desired servers and
click [OK] to save the settings.

Select the “Manually Add” tab to go to the storage server adding interface. Enter the server name, IP address and port and click [OK] to
save the settings.

When adding the storage server, you can select it as a hot spare server. Once the host server is offline, the spare server will take over.

After the storage server is added, click = to set record partition. In the record partition setting interface, select the disk and click [OK]
to save the settings.

Record Partition Setting

If you have added a hot spare server, it will work as follows.
1. When the storage server of the device is offline and the offline time exceeds the predefined service fault time, the recorded file of the
device will be saved by the online hot spare server.
2. When the original storage server of the device is online again and the online time exceeds the predefined server fault time, the
recorded file of the device will be saved by the original storage server.

To set the server fault determination time, please go to Home—> Configuration-> System Configuration interface to set.

5.2 Channel Group Settings

Go to Home—> Channel Group Setting interface as shown below.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

@ Add Channel Group X

Channel UpP Nal  Channel Group Name ‘ x0( |

b 28 Group 1 \ Keyboard Number 7
Dwell Time 5Sec

Parent Channel Group 538 Group 1

Selectable Device Selected Device
4 [ A3 4 [ A3
[J 10.214.200.75_80_CAMO001 ( [J IP Camera
0O 154m

IP Camera

O 1P Camera3

[ N12, >>
0 N12 <4
O N1 1
W
< > < >

Q Select All Reverse Clear All “ | Cancel

@ Click [Add].
@ Enter channel group name, channel group and dwell time.
® Select the parent channel group.
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@ Add channels to the channel group. Check the desired channels and click > to add channels; choose the selected channel and click

< to remove those channels; Click >> to add all channels; click << to remove all selected channels. You can also enter the
key words to search the channels and then select them.
® Click [OK] to save the settings.
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6 Group Management

6.1 People Management

You can add group for four libraries—Person list, VIP list, Visitor list and Blacklist.
Here taking “Add target to person list” for example

6.1.1 Add Group

®  Add the parent group
Go to Home->Group Management->People & Vehicle Management->Person List.

Person List VIP List Visitor List Block List
Add Group X
Q

E- @ Default Group MName

o o |

Right click on the blank of the person list column and then the “Add” button will appear. Click it to add the group name.

Note: The added parent group name and face information under it will be synchronized to the face database of the NVR, but the sub group
name will not be added to the NVR. The face information under the sub group will automatically be added to its parent group in the NVR.
If the parent group fails to synchronize to the face database of the NVR, but the face information of sub group is successfully added to the
NVR. Now, the face group name will be named “creation date-intelligent server IP-creation time (s)-list type-parent group name” as shown
below.

No. Group
1 2022 4 21_10.214.200.200_32 (3853)
2 2022 4 22 10.214.200.111_1 (1128)
3 2022 4 22 192.168.52.214_47 White_default[0)

Group Name in NVR

For IPC, the added face information under person list and VIP list will be automatically added to the allow/white list of the IPC. The added
face information under visitor list and block list will be synchronized to the corresponding list.

®  Add the sub group:

Put the cursor on the parent group name and then you will see the follow buttons. Click “+” to add the sub group name. A maximum of 9
sub groups can be created.

Person List

=-| @ Default Group 7 Tl

Click g to bind the camera.

Bind the camera to the group: Add the people images of the group to the face database of the binding camera. When the person whose
picture has transferred to the face database of the binding camera appears in the detection area, the face comparison result will be sent to

the platform.
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Note: the added group or person must be bound with one or more cameras, or the face comparison result will not be gotten by the
platform.

Authorization Binding X

P O > » O @ VIP
» O W <
»
«
< > £ >

In the people management interface, click “Sync Records” ->”People” or “Device” to view the synchronization status.

PersonalVehicle Management ‘ Sync Records | Task

People Device Access Point(3) Device Name  All '

Person List

— Q O Xy Device Name... Default Group Failure C ||||
@ Default Group
- & 22 O Xy IP Camera  Default Group Success "”

—
& Om O Xy N9 Default Group Success "”

- & dsm

- & fa
& N9

6.1.2 Add Target

You can add targets for four libraries-- people, VIP, Visitor and Blacklist.

®  Add target one by one
Select the group name and then click [Add] to add the target information
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Person List

Search

VIP List

Visitor List

Q

= Default Group

Black List

Vehicle registration

Add

Clear All Targets Change Group Failure Record

Add Target

Name?: Birthday: 2022-01-07
Gender: Male Country:
gl Province: City:

Work Type: Work ID:

Telephone: Card Number:

ID Type: 1D Card 1D NO:

Remark:

The default is the device bound to the target distribution Group [Default Group]
(o |

Click "  and select the face image saved in the local PC. Then fill out the corresponding information and click [OK] to save.

Note: the resolution of the face image shall be less than 3840*3840.

If the target is added to the group of the VIP, register date and VIP level shall be fill in.
®  Batch Import

In the above interface, click [Export template] to export an Excel template and then fill out the corresponding information in the table as
shown below.

After that, create a file named “Image” and then put the face images under this file.

A B c o E ; G H 1 ] K L M N o P
1.The marked red item Is required;
2.When entering the phone number and centificate aumber, please add '; far example, 13500000000 is written as "13500000000;
3.The date format is 2020-01-01;
4.The centificate number shall not exceed 20 digits;
5.The VIP level Is general, medium and high;
Wame  BithDate  Gender  1DType IDNO Country  Province City Telephone Remark  VIPLewel  Registration Date Department Type of work Staff Number Ficture address
Helen 2020-08-05 Female 1D Card 123 China Siehuan Chengdu " 13500000000 High 2020-08-05 (1 englneer 011111 Helen.jag
Dovid 20200805  Male IDCard 12 China  Sichuan  Chengdu 13500000000 High 2020-08-05 " engineer 12222 David.jpg

Put the image file and the personal information file into the same directory.

Click [Import] >[Excel Import]

VIP List Visitor List

Person List

Block List Vehicle List

Person List
Clear All Targets Change Group Failure Record Export Template Select Current
- 3 e 00
Default Group Reversely Select = oo
Batch Import
i e am 1 File Import

Click [Import] and then select “Batch import” to import face pictures in bulk, but the target information must be modified manually.
Click [Import] and then select “File import”. You can select whether to search the sub folder.

Search Subfolders: choose a folder including multiple subfolders and then all pictures in the folder and its subfolders will be imported.
Not Search Subfolders: the pictures in the folder will be imported, but the pictures in the subfolders will not be imported.
»  Convert images to an Excel

Multiple images also can be converted to an Excel. Then click “Import EXCEL” to add targets. The setting steps are as follows.
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1.  Name the face images (like David_Male_1989-01-03_Engineer_Groupl), separating each field with “_".

2. Clicking on displays an image conversion box. Click to select the desired images.

3. Click @ respectively to set the image naming rules and content of the header.

Image conversion tool X

Image list | |
Image naming rules | | @]
Content of the header | | @

*(aonerate Fyrel tor imnort Cancel

Note:

1. The naming sequence of each image selected must be the same. Please select the image naming rules in accordance with the
sequential order of the name of the image.
The content of the header must contain those items of the image name and can be selected in any order.

3. The content of the header must contain name and group (face database), which can be entered in the image name in advance and also

can be edited in the exported Excel.

®  Modify or Delete Target

Name: J Birthday: 02-01
Gender:  Female Worl type:
| Work 1D: Telephone:
ID Type: 1D Card ID NO: Modify Delete
O Group: Default Group @ @ &

Click ‘i‘ to bind the camera. After you bind the camera, the face image will be added to the face database of the camera.
Click = to view the target list as shown below.
=

D E(;it Name Birthday ~ Gender 1D Type 1D NO Country  Province City Group  Work Type  Work ID

0O r/l xy 2022-01-07 Female ID Card Default Gro...

] F/l Dm 2022-01-07 Female ID Card Default Gro...

0O F/| N9 2022-01-07 Female ID Card Default Gro...

0O F/l fa 2022-01-07 Female ID Card Default Gro...

0O F/| dsm 2022-01-07 Female ID Card Default Gro...

0O F/l 22 2022-01-07 Male ID Card Default Gro...

0O ’*—/| 2 2022-01-07 Female ID Card Default Gro...

Click “Custom” to customize the target display information.

Click “Change group” to change the group.

6.2 Vehicle Management
6.2.1 Add Vehicles

Select the desired vehicle list (allow list or block list) and then click [Add] to add the relevant vehicle information.
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Add new vehicle X

Basic Setup

Number plate* l l

Name

Phone

Vehicle Type Small Car w
Venhicle Color Blue v
Description

6.2.2 View, Modify or Delete Vehicles

After you add the vehicle, you can view, modify or delete the vehicle information as needed.

& Allow List

- Block List

O A123464 Simon Small Car Blue /‘|||||

Select multiple vehicles and then click the [Delete] button to delete multiple vehicle information at once.

6.2.3 Import or Export Vehicles

Click [Export Template]>Export Template(.xIsx/.csv) to export a template. Then fill out the relevant vehicle information.

Export Template(

Export Template(

After that, click [File import] to import the vehicle information. Click [Export] to export the added vehicle information.

6.3 Sync Records

Click Home—>People &Vehicle Management->Sync Records to go to the following interface.

You can view the sync records or bind the camera to the group or people.

»  Binding the group to the device

Put the cursor on the group name and then E‘l will be shown. Click it to bind the camera.
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o e - | - e =
: ;2 A [ default area A [ default area
L & +

& om ! 2Lt ¢ [} Device NomeB8
& dem
ih | L IP Camera
& N9 | O ne
&

|

-
i «
< » 0 ¥
[ Q m “ Cancel

»  Binding the person to the device

Select the person’s name and then click “Synchronize to”. This will bring a window as follow. Select the camera and then click “OK”.
This personal information will be synchronized to the selected camera.

I I | | I
Person List .
_ Person Permissions X
Q

Search

iy = _- _-

an 4 [ default area 5 4 [ default area
& Dm
& dsm O Camera il < [J Device Name88
&fa [J IP Camera
- & N9 -
N9
&y
“ >
< / > < >

VIP List

Visitor List

Block List

»  Binding the device to the group or person

Click the “Device” tag, select the device and then click “Synchronize to”. Select the group or person in the pop-up window.
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Peaple NO.7) m Peogle name Al

Device List Authorization Binding 3

al
DT
B () default area -
4 O > sl ]
# [F Camera O W lock <
& IP Camera NI
. O W Emplayee
e A
PO
-
«
< > < 3
/ a ]

When the device is offline, the target synchronized to it cannot be deleted. Then you can go to the Sync Records interface to delete the

synchronization records and then delete the target.

6.4 Task Management

Set the face capture source, schedule and applicable scenario.

Task

Schedule Template

1 @) 123 (Online/Total number2/2)
default area (Online/Total num._. 1IN

Face SurvelllanceFace Greeting Face Altendance, Access Control ManagementVehicle deployment . % Empty
1P Camera Face Sunvedl Face Greeting Face Attendance Access Control M L Vehicle der w NEmpty
i Face SurvellianceFace Gieeting Face Attendance Access Control ManagementVehicle deployment . N Emply

Face Capture by IPC: it is applicable to the face detection camera.
Face Match by IPC: it is applicable to the face recognition camera.
Note: Face recognition NVR, Temperature Reading Panel, Thermal network camera and IPC without face detection function cannot set

task here.

More parameters about face comparison can be set by clicking [Setup].
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Face Comparison Alarm
[J Block List [J Stranger [J Visitor (J VIP [J Allow List

e o

Similarity

Similarity(%) 75
Croen | o

Intelligent Server Setting
Intelligent Server

Enable Face Detection of the Face Recognition IPC
o

Send Captured Pictures to FTP
[J Enable FTP

FTP Server Address
FTP Server Port 21

FTP File Path  /

Anonymous

Croren | o

Face Comparison Alarm: Select face comparison alarm list. For example, “Visitor” is selected, when a person is detected and is
successfully compared with visitor list, alarms will be triggered.
Similarity: Set the similarity of the face comparison.

Intelligent Server Setting: please check “Enable face detection of the face recognition IPC” as needed.

If checked, the intelligent server will get all face capture pictures of the IPC after you configure face comparison parameters and set the
schedule for the IPC. All these face snapshots can be searched in the Search interface (Home—> Search).

If unchecked, the intelligent server will only get the matched face snapshots after you configure face comparison parameters and set the
schedule for the IPC. Only the face snapshots successfully matched with the face database can be searched in the Search interface
(Home-> Search).

FTP Settings: Send the captured pictures to FTP. Please set the corresponding parameters according to your FTP server.
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7 Search
7.1 Image Search by Face

(@ Select a picture and picture source.

(@ Set the start time and the end time.

(® Set the maximum count and similarity.
@ Click [Search].

| Image Search by Face Face comparison retrieval License plate matching retrieval Smart Snapshot Retrieval Visitor Record

Face Recognition NVR SealchiBesi

‘ Track List View | Track Map Display
Search Q
S -——
2- B @ defaultarea
- B @ N9 (] 1. 2022-01-07 00:23:54 N9_ 42%
o 2 2022-01-07 00:24:01 N© 36%
a 3 2022-01-07 06:01:59 N9 51%
<
Select Image
— a 4 2022-01-07 06:02:04 N9, 39%

m] 5 2022-01-07 0646:00 Ng 24%
o 6 2022-01-07 06:46:00 N9 26%
tart Time 2022-01-07 00:00:00 E
nd Time 2022-01-07 23:59:59 |%|
= o 7 2022-01-07 08:01:22 Ng_ 5%

®@ @ @ ©® ©® © ©

Max. Number 100

imilarity(%) = 16

<
Select All Clear All Playback Selection
=3

Click ® to play the record in a small window.

Track Map Lispiay

3 3023-01-07 00:24:01 ®
3 2022-01-07 DB01:59 ®
4 2022-01-07 OBOZ04 O]
5 3022-01-07 0BA600 ®»
& 022-D1-07 D5:AE00 »
7 2022.01-07 08:01:22 ®

wwocs (1) [@ (D B \

8 2022-01-07 08:01:25 NS 35% '

®  E-Map Track View:

Create an E-map. You can create or delete an E-map in this interface. The hot spot can be added to the E-map too.
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E-Map Setting

Modify Ma Delete Map

Create Map X

Map Name

Parent Map

Map Type  © Google Map O Picture Map

Search

Meonitoring Point

| v \
- Play Track Line Playback by Tracks E-Map Setting
b

Play Track Line: Click this button to play the track line on a map.
Playback by Tracks: Click this button to play the track video.

Sensor

7.2 Face Comparison Search

(@ Go to Search =>Face comparison retrieval interface.
@ Select the IPC and match type

(3 Set the start and end time and then click [Search] to search the face pictures.

bmage Search by Face | Face comparison retieval | Licenss plate matching retrieval Smart Snapshot Retrieval  Visiter Record
Q " 3 A
[ 2 cdefault wea (Oniine/Total me_ |~
o 10214200111 80 CAMOOL
W Device NameBs _|# Camer..
m Device Names!
= Device Namegs . *
B Device Namegs, Channel Names N9 Chanmel Name: NI Channe! Name: NS Channel Name: Channe! Name: N9
- Time: 01-07 17:2453 Time: 01-07 17:24:43 Time: 01-07 17:2442 Time: 01-07 17:24:0 Time: 01-07 17:24:20
e Device Nameg Target Natme Target Name: Target Name: Target Narmo: Target Name:
W Device Namedt Lits Name: Libi Narme: Lt Nasmie: Lib Name: Lty Name:
TP Camndta Temperature: - Tempetature: - Temperature; - Temperature: - Temperature: -
- Mask Status: Mgk Status Mtk Status: - Mask Status: Muask Status
el 10 NCx - 10 N0 - 103 N - 10 0 - 103 N -
B P Camera Work I - Work i - Work 11 - Wark 10; - Worlk 11 -
- 1P Camera Remark: Remarkc Remark: Remarkc Remark:
™ P Camerad i I
[ =
Ll | ——
—|
-
= N3 _[PEem -
Channel Name: N2, Channel Namo: NE Channel Name: N Channet Name: B Channel Nama: NS
- N3 = Time: 01-07 17:24:15 Time; 01-07 17:23:23 Time 01-07 17:2215 Time: 01-07 112815 Time: 01-07 17:21:55
i Target Name Taiget Name: Target Name: Targut Narne: Target Name:
Lity Name: Lib Name: Lty Namie: Lib Name: Lib Name:
= Termperatine: - lemperature - Temperaturé: - Temperature: - Temperatue: -
Madk Status: Mask Status Mk Status: Mask Status: Mask Status:
MatchType  All Types 10 N = 10 NG - 10 N = 10 N = I0:NCE =
= Wk 10 - Work I - Work 10 - Work If): - Wk 0 -
Start Time 2022-01-07 000000, 5+ Remark: Remaric Remark: Remarkc Remark: -
End Time 2022-01-07 235959 F2

7.3 License Plate Comparison Search

1. Select the camera.
2. Enter the license plate and select the match type.
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3. Set the start time and end time.
4. Click [Search]

Image Search by Face Face Comparison Retrleval License Plate Comparison Retrieval Smart Snapshot Retrleval Visltor Record
Meonitoring Point ~ e =
Channel 1/1P Ca

Q|

Fnone: rhone:

FROne
Vehicie Type:
License Plate Cobor: Blue

W B [ default area [Online/Total . Vehicle Type: Vehicle Type:
License Plate Color: Biue Licénse Plate Color: Riue

Chanmel Name: | Charnitiel Name: 1 Channel Name: 1 Chaninel Name: 1P
Time: 2022-01-11 1563432 Times 2022-01 2% 1%:3%32 Time: 2022-0%11 15:389:32 Tirme: 2022-00-11 9
license plate 00846 teaME8 (" plat 00488 license plate 88858
Narne:

Phone:

Vehicie Type:

License Plate Color: Blue

Type:
Plate Calor: Blue

Channel Name: 1 Channel Name: IF
Time: 2022-01-11 19:33:29 Times 2022-0111 15500 %
Icense plate license plat ) license plate, 6666 lieense plate 551X 59 licemse plats” EE0009
Narme: Mami= Name:
MachType Al ehone: Phaone: Ehone:
Vehicle Type: Vehicle Type: e Vehidle Type:
Stort Time 2022:00-1 License Plate Color: Blug License Plate Color Blue License Plate Color, Blue Uicense Plate Color: Blue

End Time 2022-01-11 2

7.4 Smart Snapshot Search

The snapshot results from the intelligent server and face recognition devices can be searched. You can search the snapshots of human face,
human body, motor vehicle and non-motor vehicle.

Monitoring Point v

al

£ 133 {Online/Total number0/0)
O & defoult area (Online/Tolal num...
W Uevice Name88_IP Camneratest
W Uevice Name8S |
W Device NemeB8 |
W Device NameBB [

B Device NameB8 | B
W Device NameB8 [ 49
" N9 L
g
> NI L

Match Type  Human face
Search Source:  Face Recognition |

Start Time: 2022-01-07 000000

End Time 2022-01-07 23:565:59

oo cunes

If the snapshot type is human face, put the cursor on the captured picture and then some shortcut buttons will be displayed.

Click + to add the capture picture to the library. Select the library on the left and then fill out the information of this target. Click [OK] to
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add. o

Put the cursor on the captured picture and then click __ to quickly search images by this picture.
Put the cursor on the captured picture and then click [& to quickly download the captured picture.

Human Body/Vehicle Snapshots:

Monitoring Point W
Q

5 B @ 123 [Online/Total number2/2) Detail
e 8 defaulr area (Online/Total n,..

Target Picture Criginal Irmage

022-01-07 183543
1P Camera ®A

Channel Nasm: TP Camera

Target Type: Human

Capture Time: 2022-01-07 182658
2022-01-0

1P Camara ®Aa

Playback (3}

Match Type Human
2022-01-07 18:24:18 2022-01-07 18:24:10 2022-01-07 182410 2022-01-07 182409 2022-01-07 18:2347 2022-01-07 18:2346 2022-01-07 18:23:45
StartThme  2022-01-07 000000 24 | 1P Camera ® B Fcamera ® 0 1P camena ® 8 1P camers ® B ¥ camers ® 0 IFcamesa ® @ 1P camera ®8

End Time: 2022-01-07 235559

Click @

Click El to view the snapshot details, including the original image, target picture, snapshot type, snapshot time and so on.

to quickly skip to the playback interface and play the record.

7.5 Visitor Record Search

Set the start and end time and click [Search] to search the visitor record in the specified time.

You can also enter the key word in the search bar and click O\ to search the visitor record.
Click [Export] to export the current visit record to EXCEL file (image included). Only super administrator supports visitor record export.
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8 Face Greeting

Face Greeting: After successful face comparison, the words/voice of welcome will be heard by the guests and their photos will be shown
on the screen.

Click “Face Greeting” to go to the face greeting interface. The setting steps are as follows:

@ Create a VIP group and add targets for this group in the VIP list interface. Then bind the VIP person and the camera. The setting
details are similar to adding targets to the person list. See chapter 6 for details.

Note: the camera for face greeting must support face recognition function, such as face recognition and access control panel, face
recognition camera and so on.

@  Select the schedule, face match type in the Task interface of the people & vehicle management (See 6.4 for details).

(®  Set camera deployment. Drag the camera name to the preview window. When there are targets detected, the match result will be

displayed on the right panel.

2 (2 default area (Online/Total n.
1 (Online/Total number:...
B Device Name _IP Camera..
B Device Name_IP Camera.
B Device Name_IPO1
B Device Name_IPC

B [P Camera07
B 1P Camera
B [PC

B IPC

@  View the match result of the greeting screen. Click the “Display Setting” tab to set the sub screen (greeting screen).
In this interface, greeting screen background style, screen display mode, VIP box style, face greeting language and so on can be set up.
Select the sub-screen display channel: double clicking on the sub-screen box as shown below displays a camera selection box. Choose the

desired cameras and then click [OK] to save the settings. Multiple cameras can be selected at a time.
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Camera Deployment VIP Search Display Setting

Face Welcome Sub Screen Settings:

Greeting Screen Background Style /404 Screen Display Mode 1

VIP Box Style \ith borders

Welcome Broadcast or Not

Welcome Voice Play Order yyeicome voice + Guest name
Greeting Language alcome
Birthday Greetings \yejcome
Max. Number of VIP Box (1-5) 3
Frame Holding Time(s) 5

Loop Playback

Single VIP Cycle Time(s) 20

Single VIP Box Size (ranges from 10% to
99%)

Apply

Link Camera to Sub-screen

No secondary screen detected!

Greeting Screen Background Style: three options: Video, Background Picture and Pure Color Background

Screen Display Mode: 1/4/9/16 screen display mode can be selected.

VIP Box Style: with borders or pure image.

Welcome Broadcast or Not: if enabled, the welcome voice will be broadcasted when the VIP person is successfully recognized.
Welcome Voice Play Order: choose which one to broadcast first between welcome voice and guest name

Greeting Language: please enter the content as needed.

Max. Number of VIP Box: up to 5 boxes.

Frame Holding time: set the duration time of VIP box appearing after the captured face is matched successfully.

Loop Playback: if enabled, the VIP name will be broadcasted in a loop.

Single VIP Cycle Time: set the time of the single VIP name broadcasted.

Single VIP Box Size: set the percentage of VIP box size occupying the entire screen.

Close the Sub-screen *

Close Channel
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User Manual

®  Search the face greeting records. Click “VIP Search” tab as shown below.

Q|
= @ VIP Group
a7 . | [ NO Name Gender VIP Level Regdate Telephone Time Monitering Point Temperature Mask Status Picture: Play
i 4 Female General 2021-02-02 2021-02-02 15:29:44 1PC 36.6°C Mask On
2 4 Female General 2021-02-02 2021-02-02 15:29:43 1PC Mask On

4 Female General 2021-02-02 2021-02-02 15:29:16 1PC Mask On

9B

You can enter the key word to search the target or manually select the target from the library. Then set the start time and the end time and

click “Search” to search the record. The detailed information of this target will be shown. Click to play the record.
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9 Face Attendance

The attendance records of the employees can be viewed and traced after adding the persons to the person list and setting the attendance
rules.

Flow Chart:

1. Add attendance groups and targets—>2. Set the attendance device and configure the device information—>3. Set attendance rules
(attendance period setting, attendance shift setting, holiday setting, personnel scheduling setting, attendance handling) 4. Search

attendance records and export attendance report

9.1.1 AddAttendance Group and Targets

1.  Create an attendance group and add targets for this group in the person list interface. Then bind the person and the attendance camera.
See chapter 6 for details.

Note: the attendance camera must support face recognition function, such as face recognition and access control panel, face recognition
camera and so on.

2. Configure the schedule and face match way of the camera. See 6.4 Task Management for details.

3. Camera Deployment. Go to Face Attendance—>Camera Deployment interface. Face comparison information can be viewed after the
camera is dragged to the preview window.

Note: The compared person in attendance system shall be added in the person list in advance. One person only can be added in one group.

If this person also be added in other groups (like VIP list), the comparison result will not be obtained.

(1]Ea1(E]{e] 8] sueseam &l

View the match result of the sub-screen:
(@  Click Face Attendance->Working Day Setting=>Basic Configuration.
(@ Double clicking on the box displays a camera selection box. Select the desired camera and then click [OK] to save the setting.
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Link Camera to Sub-screen

Select compare channels X

Selectable Device Selected Device
Screen 1
A default area 4 default area
10.214.55.151 80 ... > IEC

Device Name465...
Device Name465...

Device Name465...
Double click the following boxes to add or modify cameras. Aff

Note: After the secondary screen is detected, the configuration Device Name465...
HKIPC75_ >>
IP Camera <<
IP Camera

ID Mamara

“ Cance'

(®  Click Face Attendance->Camera Deployment. In the camera deployment interface, right click on the screen to select “Project onto”
to select sub screen. Then you will see the face display on the sub screen as shown on the below.

Close the Sub-screen P |

Close Channel

9.1.2 Set Attendance Rules

Go to the Attendance Configuration interface to set different attendance rules. The system will compare the pre-defined attendance time
and the actual attendance time and then trigger alarms when an exception attendance event occurs. The attendance rule settings include
basic configuration, attendance period setting, attendance shift, personnel scheduling and attendance handling.

1. Attendance Period Settings
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Camera Deployment | Attendance Configuration |  Attendance Record  Statistics
1asic Configuration Attendance Period
: asic Setup:

anencance peros | [ RN I Q

Holiday Settings o 3

A S 1] Parind Edit Dalete

Artendance Shift e
Personnel Scheduling

End-work Time: 18:00 = Valid Check-Out 10:30 .\ la

Advance: 0 = minute s leave early Leave early over: 40 =~ minute 5 absent

Laver-than End-Work Time for: 1.2 =1 hour(s) s

Dinner Time:

If a company has different working time for different employees, you can add different attendance rules.

Click [Add] to set the detailed attendance rule. After that, click [Save] to save the settings.

Basic Setup: set the normal working period.

Start-work time: the normal start-work time

End-work time: the normal end-work time

Valid check-in: Set the valid check-in period. If the employees check in before/after this period, the check-in will be invalid and will be
regarded as “Not check-in”.

Work hours: automatically calculate according to the start-work and end-work time.

Clicking on @ displays another timetable. You can set the detailed rules for work time.

Time setup:

Start-work time: | 09:00 Valid check-in: | 07:30 -1 09:30 Must check in

End-work time: | 12:00 Valid check-out:| 11:59 - 13:.01 (] Must check out

Work hours: hours /

Start-work time: | 09:00 Valid check-in: | 07:30 - 10:30 (O Must check in
End-work time: | 18:00 Valid check-out: | 16:30 -1 19:30 Must check out @
Work hours: hours

Must check-in/out: “Must check in” next to the first valid check-in period and “Must check out” next to the last valid check-out period are
checked by default. That is to say, in the first check-in period, the employees must check in; in the last check-out period, the employees
must check out. During the period that “Must check in/out” is not checked, the employees don’t check in/out, who will not be regarded
as “Not check infout” or “Absent”.

Valid Check-in/out: If the employees don’t check in/out during the valid check in/out period, they will be regarded as “Not check-in/out”.

Allow Late/Leave Early:
Over xx min is late: set the allowable minutes for late. If the employees check in within the period after the start-work time, the status will

be “Normal”.
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Advance xx min is leave early: set the allowable minutes for leave early. If the employees check out within the period before the

end-work time, the status will be “Normal”.

For example: The start-work time is set as 09:00, and the late allowable duration is 20 minutes. If the employee checks in at 9:15, the
attendance status will be “Normal”.

Absent:

Late over xx min is absent: if the employees checking in later than this time will be marked as “Absent”. For example: The start-work
time is set as 09:00, and the absent allowable duration is 40 minutes. If the employee checks in at 9:45, the attendance status will be
“absent”.

Leave early over xx min is absent: if the employees checking out earlier than this time will be marked as “Absent”. For example: The
end-work time is set as 18:00, and the absent allowable duration is 40 minutes. If the employee checks out at 17:19, the attendance status

will be “absent”.

Overtime setup: there are three overtime levels. Please set as needed.
Dinner time: if checked, the system will automatically deduct the dinner time from the overtime. The overtime level depends on the time

duration after deducting the dinner time.

2. Holiday Settings

You can set a special day as a holiday. The holiday here takes priority over the attendance shift. That is to say, once a day is set as a
holiday, there is no need for you to check in even if it is scheduled in the working day.

Camera Deployment Attendance Configuration Attendance Record Statistics
Basic Configuration
Attendance Period

Holiday Settings ) Name Holiday time ~ Holiday days
Attendance Shift

Add Holiday

Personnel Scheduling

Attendance Handling
Holiday name Holiday

Holiday days 1 ‘ C |

Start date 2022-01-11 @

“| Cancel l

3. Attendance Shift Settings

Attendance Shift: The employees shall perform their duties according to the shift schedule.

Click [Add] to set the shift name and shift schedule.

Shift cycle can be set by day, week or month. The schedule will automatically repeat according to the set day(s), week(s) or month(s).
Day: You can customize the attendance period of each day. The number of days should be between 1 and 31.

Week: The schedule will repeat every 7/14/21/28/35 days based on the week.

Month: You can customize the attendance period of each month.
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Camera Dep A d. C

Attendance Record

ion

Basic Configuration Shift

Attendance Period
Holiday Settings
Attendance Shift

Personnel Scheduling

Attendance Handling

% Lo |

Statistics

Search

Q

Shift Name: Default Shift

Shift Cycle: 1 v day v

1 day1l

Rest

~ I T BTN

o

After you set the shift schedule, click [Save] to save the settings.

4. Personnel Scheduling

You can set different schedule for different attendance groups or employees.

Camera Deployment Attendance Configuration

Basic Configuration Staff List

Attendance Period Search

Holiday Settings B~ [ Default Group
Attendance Shift
Personnel Scheduling

Attendance Handling

Attendance Record

Statistics

@ Delete the Scheduling Temporary Scheduling Clear Temporary Scheduling
Q

Jarget Scheduling

Shift Day

2022-01-11

Start Time

End Time 2023-01-11

‘ “ ca ncel ‘

q n '11

2022 v Year

1 v Mon

29 30
5 6
12 12

Select the attendance group or employee and then click [Scheduling] to select the shift and schedule start time and end time. Finally, click

[OK] to save the settings.

If the schedule for the attendance group or the employee needs to modify, select the group or person, click [Delete the scheduling] to delete

the current schedule.

If there is something wrong with the attendance shift, you can select the person or group on the left and click [Scheduling] to modify.
When the temporary scheduling is needed, select the person or group, click [Temporary Scheduling], select date and period. After that,

click [OK] to save the settings.
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Staff List
Scheduling Delete the Scheduling lemporary Scheduling Clear Temporary Scheduling
e —

Search Q
- [@ Block Year 1 “ Month
= [@ Default Group Add temporary shift
22
& Dm K& £ 2022Vear 1Month >
& dsm i
Sun Mon Tue Wed Thu Fri Sat
& fa
2 N9 1
axy
- [@@ Employee 2 3 4 5 6 7 8

16 17 . 19 20 21 22
11 12 13

23 24 25 26 27 28 29

&0 al Temporary Scheduling Temporary Scheduling

'18 19 20

Period 9:00-18:00 %

I 2 2 ”

If you want to modify the temporary scheduling, you can select the person or group and click _ to modify. Click

[Delete] to delete the temporary scheduling of the day.

@ Block :

:-SDm

2022Year 1Month

- & dsm
& fa Sun  Mon Tue Wed Thu Fri Sat
a N9 1
axy
@ Employee 3 2 3 4 5 6 7 8 6

. 10 11 12 13 14 15

v 16 17 18 19 20 21 22
10 13
Holigase® 23 24 25 26 27 28 29
emporary Schedub/ 30 31
16 17 20
Rest Period 9:00-18:00 W

Dact

Select the temporary scheduling day and click [Clear Temporary Scheduling] to clear the temporary scheduling.

5. Attendance Handling

If someone needs to apply for leave or correct the check-in/out record, you can enter the attendance handling interface to set up.
Leave/Business-Trip Settings:

Select the employee who want to apply for leave or do business trip.

Click [Leave/Business-trip].

Select the date the employee wants to apply for leave or do business trip.

Select the type, sub type, leave time and remark.

Click [OK] to save the settings.

@ ® o6
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== Click it to set the sub type of leave or business trip.

Basic Configuration Staff List " _/B—__
eave/Business-trip
Attendance Period Q '

Holiday settings - [ Block 4 2022 Year 1 Mont
Attendance Shift E F._ Default Group
Personnel Scheduling Sun Mon Tue Wed
Attendance Handling 2 dsm
: 2 fa
& N9
& xy
@ Employee 2 3 4 5 5
9 10 11 12 13
16 17 18 19 20
Cancel Leave/Business-Trip:
When the leave or business-trip cancels, you can go to the attendance handling interface to cancel it.
1. Select the person you want to cancel the leave/business-trip and then a timetable will display.
2. Clicking on the Leave/business trip tag will display a Leave/business-trip detail box.
3. Move the slide bar to the right as shown below. Click " to cancel this item.
Leave/Business-trip detail X
Leave type operator Remark Edit Delete

Sick leave admin C/J

In addition, you can also correct check-in/out time for the exceptional records according to actual needs.

Correct Check infout: If the employee actually starts and ends his/her work in the given time but he or she forgets to check in/out, then
“Correct Check infout” function can be used.

Select the person you want to correct the check in/out record, find the desired date and then click [Correct Check in/out]. After that, click
the Edit button to correct the check in or out as needed.

ol

You can view the correction information by clicking

9.1.3 Search Attendance Record

You can search the desired attendance records to view the employee’s attendance status by filtering the conditions, such as attendance
group, name, etc.

1. Click Home->Face Attendance-> Attendance Record to go to the following interface.
2. Set the search conditions, such as time, group, name, attendance status (abnormal, overtime, business-trip, etc.).

3. Click [Search] to filter the attendance records.
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Camesa Deployment Working Day Seiting  Attendance Record Sttisthcs

Summary

. a Amendance Detall Abnarmal Overtime Eusiness-trip Leave Paid Leave Detadl Mo Check-In/0ut Record
"o |

L4 2022-01-05 1 3 Absent o Check-Inf0ut Record . No Check-InfOut Record 2400 000

N 20220106 1 3 Absent 1N Check:-in/Out Record - No Chegk-InfOut Record .00 000

& Device Named653
2022-01-07 ! 3 Abgent Mo Chack-In/Out Record  No Chéck-In/Out Record 200 0o
20220108 1 3 Absent No Check-in/Out Record  No Chece-ln/Out Record 900 oo
2022-01-09 1 3 Absent No Check-in/Out Record . No Check-In/Out Recard Q00 00
2022-01-10 A 1 Absent o Check-In/i0ut Retord 163410 200 400
2022-01-11 1 3 Absect Mo Check-tnf0ut Recard - No Check-tn/Out Record 200 000

The attendance detail of each day, abnormal status, overtime and so on can be displayed.
Click [Custom export] to export an Excel of the attendance result. These exporting items can be customized as needed.

Custom Export x

Path &
Format Xlsx W
Items Select All Reverse Clear All
B Time B Group
B Work ID B Name
B Attend Status B Time of Entry
B Time of Exit B Standard(hour)
B Practical(hour) B Come to Work Late(frequency/hour)

B Leave Early(frequency/hour) B Absent(frequency/hour)
B Business-trip(frequency/hour) B Leave(frequency/hour)

B Paid Leave(frequency/hour) B Overtime(frequency/hour)
B Overtime Level

9.1.4  Statistics of Attendance Data

In the statistics interface of Face Attendance, you can view the attendance data in the form of chart.
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Camera Deployment Working Day Setting Anendance Recond Statistics

Group W A Gratutarity Geoup Week l| Morth | Year | Time 20220101 P 2022-01-12 Fo Expoit
— Late Leave Early r— Absent —— Overtime L Leave
ot N’ — —
i
| Leave Early == Absent Overtime == Leave
1}
12k
ol \\_ _./._\\_/. o I s s s e e e e S S e e s
1 1 8 7 8 9 10 1" 1 N F] b7 3 P o 1
e || oo o v | tote | e cory [ e
Rank PirsGontour :
1 1 22200 13

Granularity: Group or human can be selected. If Group is selected, the attendance data of each group (department) can be viewed.

If Human is selected, the attendance data of the employees in the group (department) can be viewed.

You can quickly view the attendance data by week/month/year and also can view the attendance data in a specified period.
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10 Live View

10.1 Live View

Go to Home—>Video Preview interface as shown below.

Original Size

Full Screen

Close Channel

Start Record

Instant Playback »

Audio On

Snapshot

PTZ Control

Start Talkback

Start Channel Talkback
¥ Main Stream

Sub Stream

Channel Info

Full Screen

12 [ (2] 8] sl () (1 () (B (@] () [ () G

The descriptions of the live view buttons are as follows.

Self-adaptive Stream

1 ] 05D
(1] 2 Elzsllaelhilmll@l

\[o} Description \[o} Description
1 Screen display mode 6 Show the smart event detection area
2 Full screen 7 Show/hide target tracking box
3 Enable/disable OSD 8 Close all preview
4 Enable/disable broadcast 9 Save the current view mode
5 Manual alarm output 10 Choose the camera stream

Channel stream: main stream, sub stream, third stream and self-adaptive stream can be optional. When the third stream is selected, the

system will automatically switch to sub stream if the channel/camera doesn’t support the third stream.

Toolbar on the display window:
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Button

Description

Button

Description

Close image @ 3D zoom in

Start/stop recording @ Zoom in
Enable/disable audio @ Zoom out

Snapshot E Fit to window

PTZ control Enable/disable talkback

Monitoring point setting (camera setting)

Right-click button function:

Menu Description Menu Description
Close . .
Channel Close image Snapshot Capture images
Start Record | Start/stop recordin Start Enable/disable talkback
P g Talkback
Instant N . . Channel Display channel name, IP address and the
lick it to pl k tel
Playback Click it to play back immediately Info. current stream
Audio ON Enable/disable audio Stream Choose video stream
PTZ Control | Click it to show PTZ control panel Full Screen | Display image in full screen

4:3/16:9/Original Size/Full Screen: screen display proportion; please select it as needed.

Note: the platform only can enable audio of one window. If the audio is enabled in one window, the audio in previous window will be

disabled.

Monitoring Point Viewing

® Start View

To start live view, please drag cameras from the list to the right display window or select a window and then double click the camera.

The image can be dragged to any window at random.

Monitoring Point v

@ 123 (Online/Total number:2/2)

Lome P
-« (3 defau

Q

otal num...

| B+ Device Name88 1™~ 'meratestl I

- @M Device Name8i
o WM Device Name8:
‘.. M Device Name88. ol
: Device Name! §
@ Device Name i

B IP Camera
- mw IP Camera

® Stop View

GOHOTRAQQE L £O

@  Place the cursor on the live view window to display the menu toolbar and then click to stop viewing.

@ Right click on the live view window and then select “Close Channel” to stop viewing.

® Click |Z| on the toolbar of the live view interface to stop all live view.
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10.2 Smart View

In the live view interface, click H on the right of the interface. A menu bar will be shown on the interface as shown below. Then you can

switch the preview mode between video preview and smart viewing mode.

Note: O : it is a smart mode icon but not a functional button. You must click the smart display button under it to show the
corresponding results.

©

a
|

B

n

TryRERRREY

= I

1, ¥ @O

DEDEEEEDORERECEE] &

The descriptions of the button on the right:

Button Description Button Description
B34 | Preview only mode @ Smart mode icon
Smart Snapshot: real-time display of snapshots, ) . .
—a | . . . S Face Comparison: Real-time display of face
(6] |including face, human body, motor vehicle, [@l _
L 43 comparison results

non-motor vehicle and vehicle plate.

— Plate Comparison: Real-time display of license | -
= . | Full Screen under smart mode
- plate comparison results

Before using intelligent functions, please confirm the default intelligent analysis server is online.
Go to Home->Resource Management->Intelligent Analysis Server. There is a default intelligent analysis server. Please make sure the

server is online.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Device Type Server Name IP Address Port Client Connection Status Authentication Server Connection Sta... Edit

Encoding Device (Online/Total number:13,
b Yy b Intelligent Analysis Server 10.214.11.109 6069 Online |T/|

Decoder (Online/Total number:0/0)

Alarm Host (Online/Total number:0/0)
Access Control System (Online/Total numbe|
LED Display Device (Online/Total number0,

Intelligent Analysis Server (Online/Total nu!
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10.2.1 Face Comparison

If it is the first use of face comparison function, please configure it in the following order.
Create a group -2 Add targets to the group = Set task = Real-time View = Search faces

1. Create a group, add targets to the group and set Task. Please refer to chapter 6 People & Vehicle Management for details.
Note: Please remember binding the target with a camera after it is added to a group.

2. For the added NVR with face recognition function please set the face comparison parameters by entering Resource
Management-> Device Setting interface. Refer to the following interface.

Add, Edit or Delete Device Device Setting Arga Setting Channel Group Setting

Enic IZ?I“[\I_I Device v 050 Setting Image Setting Stream Setting Motion Detection Mation Alarm Linkage Exception Detection Face Comparison Face Detection Prieset Setting

Q

B Successful Recognition Schedule 24«7 B Stranger Schedule 2«7 v
By 123 (Online/Total number2/2) 2 . o

B ) default area {Online/Total num...

& 1021420011180
- # Device Names3 B 2021471921685 75
B & IP Camera
B @ IP Camera B 0603111803 52150 75
E- @ IP Camera

2021.7.26 10141, 75
B 8 [P Camerad a 26
B M P Cameras B 2021841021420, 75
B- & I
= B 20285102180, 75
O AP -} 0816202217 52151 75
.3 B
B @ N9 B 2021827102142 75

Please select “Successful Recognition” or “Stranger” as needed and then set the schedule separately. After that, check the group and set the
similarity. Finally, save the settings by clicking [Apply].

If the face comparison settings cannot be set according to the above-mentioned way, you can log in the web client of the NVR and then
configure face recognition to realize the auto report of the face match result as shown below.

Camera Name | IPC2333

Face Recognition

Live Display Playback Search and Backup Intelligent Analysis Function Panel

Detection Recognition

Face Database = Plate Database =

Function Panel » Face Recognition

IR Event Notification

Alarm-out|E-mail[Display| Buzzer

Enable M Successful Recognition [ Stranger

Camera Name
1PC2333 v
Push M Audio| Light| . Lo
\‘us essage| Audio| Light| Parameter Settings Successful Recognition Stranger
Alarm Server Face Recognition .
Detection Recognition Face Group - . 01
M@ AlEvent
m Face Database Plate Database = @ (2407 ) [Bd| schedule Management

Face Recognition|LPR|

People/Vehicle Perimeter|Mors Enable <] Successful RecoanifioR [ Stranger Text Prompt O

Parameter Settings Successful Recognition Stranger

whi [ Enable alarm output pulse(Access Control)
% General Event

ot e e oo - 0 Tigger General Rocord [ p
Combination Alarm|IPC Offling]|  EE—
Exception Handling Settings oL [ Push PC2333

Additionally, please make sure the face detection function is enabled for the Al IPC (click Device Setting—>Face Detection).
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Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Encoding Device RV OSD Setting Image Setting Stream Setting Motion Detection

Q
‘ (A 123 (Online/Total number:2/2} ‘
B () default area (Online/Total num..
10.214.200111 80
@ Device Name88
& IP Camera
@ IP Camera
& IP Camera
& IP Camerad
& IP Camera5
&1
|
1
(ol
# N9 b

B EH EH @B B A E A

m

Max 50 %

Min 3 %

— (EEEIGAINN [ Display Max [ Display Min

2501/10 1B:

® View the real-time snapshot and comparison result

Motion Alarm Linkage

Hold Time (s)

Save Source Information
Save Face Information
Snapshot Interval

Snapshot Number

Face Exposure

User Manual

Exception Detection Face Comparison Face Detection

20

ON

ON

305ecs

3

[ c— 50

Face capture results can be pushed by the cameras with face detection function. Human body/motor vehicle/non-motor vehicle capture

results can be pushed by the cameras with human/vehicle classification function. Face Comparison and license plate comparison result can

be pushed after the face/license plate comparison is configured, even if the corresponding cameras are not playing in the live view

interface.

Mornitoring Point =r
Q

) 123 (Online/Total number:2/2)

= [P Camera T - g :
= [P Camerad o ﬁ % B

=

1—‘3;115' Cap-A5ied 4
B i
WL e

Channel Group v

View v RS

Click to add the captured face picture to the person list.

Fill in the relevant informaiton and then click [OK].

& Smart Snapshot = B

e ILEE:(DH
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Add to Group

T

Searc Q
@ Block
@ Default Group

Employee

VIP List

R —|
Visitor List

Name?*: e Name88_IP Cameratest  Birthday: 2022-01-10 E
Gender: Male ~  Country:

Province: City:

Work Type: Work ID:

Telephone: Card Number:

ID Type: ID Card Vv IDNO:

Remark:

T

L=

Click to quickly enter the smart snapshot retrieval interface.

Visitot Record

02 ¥ Face:

Monitoring Point

Q
2 B ( 12 (Online/Total number2/2)
® B @ defaut area {Online/Total n.

-\ Human face

Device Name

MatchType  Hipffon face

Searen Sgpfe  Intelligent Server

®  Smart snapshot display settings:

rewieval  License pi

SRRSO RRERAS
anR2anARnga
QricEOme Ren
SARpegRAOGN

Click .n. on the right corner of the live interface to display the configuration window as shown below. Please select the smart snapshot

display type as needed. One or more items can be selected.

Configuration X

Smart Snapshot Settings

Face detection
Face matching settings

Pop-up prompt Block List
Frame Holding Time(s)
Statistics display

O Pass-by(Today)

[ Face Comparison(Today)

License plate detection

O Always Show (O Automatically Hide(3s)

Human body detection Motor vehicle detection Non-motor vehicle detection

Allow List () Stranger ()

O Automatically Hide(5s)

&

O Automatically Hide(10s)

[ Abnormal Temp O Mask Off

O Block List (people) O Stranger

53



Click |z} to clear the smart snapshot records.

+ Smart Snapshot = @
i ot B B

-\ Human face i f -\ Human face -\ Human face i fir-\
N9_ 5 L

Device Name88_IP ... Device Name88_IP ... 3
01-10 19:04:23 01-10 19:04:23 | 01-10 18:58:05 '
_} BIEZR N \ '_/’ BIEZR _,l BIEZR N l\ .._’J
iy e e S

A
The captured picture can be exported. Click r—l and then select the export path and then click [OK] to export

Click E to view the details of the captured picture. Click ® to play back the records.

Target Plcture Origlnal Image
] |
1P Canera.

4

Channel Name: IP Camera

Target Type: M

Motor Vehicle

IP Camera Pmyback(v)

P =@o

Click the playback button next to E . This will take you to the playback interface. Maybe it will pop up the following tips.

(7) The playback sourc ent with the
current one, confirm switching playback source?

Motor Vehicle

, = [« @ 5] Gl 5] =] = s E G
IP Camera — S— - - - -

01-11 09:35:37
0%

DEEEEEE

S

Note: Only when the record schedule is set in advance, can the video be played. Click Home—>Record Setting to enter the record setting
interface. Select the desired camera and then select the record schedule.
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Record Setting Schedule Setting
Storage Playback

e By | [y T @ies | By Bram Channel Name  Stream Type v Record Schedule v Audic

@ By Tag | Record Backup | Search Picture Q P Main St 7424 0
4 amera Viain >tream i en
Record Setting] Schedule Setting 123 a

®  Face Comparison Settings

Pop-up prompt: if enabled, the alarm box of the corresponding face comparison result will pop up. If disabled, the alarm box will not pop
up.

Configuration X

Smart Snapshot Settings

Face detection License plate detection Human body detection Motor vehicle detection Non-motor vehicle detection

Face matching settings

Pop-up prompt Block List () Allow List () Stranger ()

Frame Holding Time(s) O Always Show O Automatically Hide(3s) O Automatically Hide(5s) O Automatically Hide(10s)
Statistics display

[J Pass-by(Today) [J Abnormal Temp [J Mask Off

[J Face Comparison(Today) [ Block List (people) [J Stranger

|__Vehicls danlawviment contral cetting

Frame Holding Time: select the alarm pop-up window holding time as needed.
Statistics display: If selected, the corresponding statistical information will displayed on the top of the preview window.

Pass-by(Today): 76572 Abnormal Temp: 0 Mask Off: 1 Stranger: 71848

® Face Comparison Records

Click EI to view the face comparison details. Click I_ to quickly add the captured face picture to the face database.
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# Face Comparison =
-

.

o %

B ¢ White List

Device Name88_IP...
01-11 11:00:09

Y =@

-
~

B ¢ White List

Device Name88_IP...
01-11 11:00:08

Y BEE

e

Alarm Source: Device Name88_IP Camerat

Name 2022 1 10 16 2022 5
Birthday
ID Type 1D Card
1D No.

Work ID

Alarm Time: 2022-01-11 11:02:46

Gender Male

Lib Name

o e

Verified Target Info(details) X

Click to quickly enter the face comparison retrieval interface. Select the camera and click [Search] to search the face comparison

results.

Image Search by Face

B[ default arza (Onling/Toal nu. ™~
= 10214200111 80 CAMODL
Device NameB& 10 “amer,.

= Device Name!
= Device Namel

W Device Namagl B8
= Device NameB3. o
= Device Name8a

e [ Camera

- 1P Camefa

= 1P Camera

B [P Cametad

- neTah: #

| =m

S

-

L

= Ny I

- NG

=

-
Mateh Type Al Types e
Start Time 2022-01-11 000000 ==

End Time 2022-01-11 235559 [+

Search

Channel Name: Device NameBg_IP €
Time: 01-11 11:11:49
Target Mame: -

Channel Name: Device Name8s [P ¢
Time: 01-11 111147
Target Mame: -

Face comparison retrieval

Liby Name= - Liby Name: -
Temperature: Temperature:
Mask Status Mask Status: -
10 N - 10 N -
Wk I0x - Work 1D -
Remaric - Remaric -

Lib Name: Liby Name
Temperature: Temperature:
Magk Status: - Mask Status: -
12 W - 16 NCE; -
Wark iD= Work I
Remark: Remarke

10.2.2 License Plate Comparison

Targat Name -

Channal Name: Device NameB3 [P T Channel Name: Dévice NameB2 [P C.
Time: 01-11 1117148

Time:z 01-11 11:11:48
Tarpat Name: -

Ly Name: -
Temperatire;

Mask Status:

10 N -

Work 10 -

Remaric -

Channel Name: Device NameB8_19 ¢ Chiannet Name: Device Named® [P ¢
Time: 01-11 11:11:45
Target Name «

Fime: 01-11 111146
Targes Name: -

Lits Nare:
Temperature:

Mask Status: -

I N -

Wiork I0:

Remarkc

Channet Name: Dévice NameBE P C
Time: 01-11 111347

Resmiaric

Channet Name: Device Name#3_[F C
Time: 01-11 11:11:46

Time: 02-11 11:1147

Tarpet Name: - Target Nams: -

Liby Narmes - Lty Name: -

Temparature; Temperature:

Mask Status: Mask Status:

1D NO: - D NG -

Work 10: - Work 10: -
Remark: -

Time: 01-11 111146

Target Name: - Target Narmne: xx

Libs Name: Lity Nam: Default Group
Temperature: - Temperature:

Mask Status: - Mask Stane -

I NCE: - P NGk -

Work I Work Im:

Remaric Remark: -

|

If this is the first time for you to set the license plate recognition function, please follow the procedures.

=

Channel Name: Device Name88 1P €.

Channet Name: Device Namags IF C

Enter Group Management-> People & Vehicle Management—> Vehicle Registration>Add Vehicles > Task Settings—=> View Real-time

License Plate Comparison Results=>Search License Plate Comparison Result

1. Go to People & Vehicle Management - Vehicle Registration interface. Click [Add] to add the vehicle information to Allow List

or Block List.
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People & Vehicle Management Syne

Person List VIR List Visitor List

Block List

Records Task

Rlock List Vehicle Reglstration

Add new vehicle
Basic Setup
Number plate*
Name
Phang
Vehicle Type Small Car
Vehicle Color Blue b

Descriplion

2. Click the “Task” tab to setting license plate recognition task. Select the license plate recognition camera and then click applicable
scenario. Select “Vehicle deployment control” and click “OK”.

Sync Records Task

search

3~ () 122 (Online/Total number:2/2)
&« IP Camera
B RTSI

3~ () default area (Online/Total num...

¢ 10.214.200.111 80 CAMOOL

B Device Name88_IP Cameratest

&« Device NameBS,I"I

® Device Name8s_IFN
-~ W Device NameBSﬁlP-
@ Device Name88_IP Lo

Monitoring Point v Apply Schedule Template
: __I-_I

Device Name88 . Face il Face

Face Attend. Access Control M, Vehicle

Applicable Scenario

| Al

B Face Surveillance
B Face Greeting

B Face Attendance

B Access Control Management
| B Vehicle deployment control I
)

3. Ensure that the license plate recognition IPC has already enabled the license plate detection function.

Add, Edit of Delete Device | DeviceSetting | AreaSetting  Channel Group Setting

1 £y 123 (Online/Total number2/2)
= @ 1P Camera
- & RT:
() default area (Online/Totsl ..
- 10214.200.111 B0
- @ Device NameB2
B [P Cameralest

-
L
L3
-
o P Camera
- & IP Camera
- & P Camera

Image Setting Stream Setting. Motion Detection

LB R R LT

B}

License Plate Comparison Display Settings

Motion Alarm Linkage Exception Detection | License plate detection Reglon Entrance Region Exfting Preset Set

B Display Min 4 % B Display Max: 99 %

Agply

Pop-up prompt: if enabled, the alarm box of the corresponding license plate comparison result will pop up. If disabled, the alarm box

will not pop up.
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Vehicle deployment control settings

(@)

O Always Show

Block List Allow List

@)

O Automatically Hide(3s)

Pop-up prompt

Frame Holding Time(s) O Automatically Hide(5s) O Automatically Hide{10s)

Statistics display
[ Vehicles passing(Today)

[J Plate Comparison(Today) [ Block List (vehicle)

Frame Holding Time: select the alarm pop-up window holding time as needed.

Statistics display: If selected, the corresponding statistical information will displayed on the top of the preview window.

License Plate Comparison Records

Click E to view the license plate comparison details.

= Plate Comparison =
= 01-11 11:41:19

Verified Target Info(details) =

Alarm Source: IP Cam...  Alarm Time: 2022-01-11 11:41:19

® White List

FP11
IP Camera5
01-11 11:41:19
==

License Plate

® White List
85Q87

IP Camera5

01-11 11:41:19

Name

Phone

Vehicle Type

bl
A

f.‘w * White List

185087

Vehicle Color

o I

Click E to quickly go to the license plate comparison retrieval interface.
If the alarm window pops up so frequently, you can click [Close the alarm pop-up window] on the bottom left.

L1 Close the alarm pop-up window

10.3 Channel Group View
» Channel Group Setting

@ Go to Home=> Channel Group Setting interface as shown below.
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Add, Edit or Delete Device Device Satting Area Satting Channel Group Setting

@ m Add Channel Graup x

o Mlue| Channel Group Name |

Keyboard Number 1
Dwell Time  S%ac

| Pl¥ent Channel Group

P Camera

P Camera

P Cameral7s

wC ))
I «

QO SelectAll Reverse Clear All ok Cancel

Click [Add].

Enter channel group name, channel group and dwell time.
Select the parent channel group.

Add channels to the channel group.

Click [OK] to save the settings.

@ @ ® weE

» Start Channel Group View

After the channel group is set successfully (See Channel Group Setting), go to live view interface as shown below.

Monitoring Point . 2021/02/03 16:36:49

Channel Group =

c 35 B
5 Bi1 TG J |
- I IP Camera07 -
B =
@ IP Camera07
- EMIP Camera

IP Camera0?

You can start the channel group view as follows.

1. Choose the screen display mode according to the channel number of the channel group. Select a window and then double click the
channel group name or dragging the channel group to a window to play all channels in the group.

2. In the current screen display mode, select a window and then click €= beside the channel group name to play all channels of the
channel group in this window in sequence.

If there is only one sub channel group under the parent group, select a window and then click €= next to the parent group name to play
all channels in the parent group and the sub channel group in the window in sequence.

Select a window and click ©=* next to the sub channel group to play all channels of the sub channel group in this window in sequence.
3. If there are several sub channel groups under the parent channel group, click € next to the parent group name and then all sub
channel groups will play in sequence. The screen display mode will automatically adapt to the channels of the sub group.
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i8 1
B [P Camera07

B 888 1-1

Dimo

Click E to play the previous sub channel group; click E to play next sub channel group; click II[ to stop auto switch among the

sub channel groups.

» Stop Channel Group View

(@  Place the cursor on the auto-switch window and then click to stop viewing.
@ Right click the auto-switch window and then click “Close Channel” to stop viewing.
® Click on the toolbar of the live view interface to stop all live view.

Llose Channel

Full Screen

10.4 Plan View

In the live view interface, select “View” on the left menu bar.

View ~

52 Video Previewl®

Home "
Create View

Save View

Modify View

Delete View

® Add View Plan
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@ Right click “Live View 1” and then select “Create View” or click . to add a new view plan. Clicking “Create View” to prompt an

adding view window. Enter the view name and click [OK] to set view plan.

(@ Select screen display mode and then drag monitoring points or channel group to each window.

® Click “View” on the left menu and then right click the newly added view name. Select “Save View” on the pop-up menu to save the

view plan or click on the live view interface to save the view plan.
Double click view name to call the view plan.

® Modify or Delete View Plan
Select the added view and then right click to prompt a pop-up window. Select “Modify View” or “Delete View” to modify or delete the

view plan.

® Start/stop auto-switch

If multiple view plans saved, you can play these views in sequence.

Monitoring Point

|
Channel Group v
|

8 video Preview?

IE - (DD EEEEOEaEEE

Enter the dwell time (5~3600s) and then click [Start auto-switch] to play these views in sequence. Stop the current auto-switch by clicking
[Stop auto-switch].

10.5 Multi-Screen View

In the video preview interface, multi-screen view can be realized by holding a tab and dragging it to other monitors (graphics card should

support multi-screen output at the same time).
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Monitoring Point
Channel Group

1[0 (€1 (5] 68 (25 () Al

Click ﬂ on the float window and select “Return to Main Window” to embed this tab in the main interface.

* O ¥

2022-( Return to Main Window

10.6 PTZ Control

Click = or right click to select “PTZ Control” to enter PTZ control interface. The directions of PTZ, zoom, focus, Iris, preset, track

and cruise can be controlled through PTZ control panel.

PTZ Control

[ e e B e B e B e B e B e B Loy R

o .
= Preset; = :Cruise; m : Trace
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10.7 Instant Playback

In the live view interface, right click on a playing channel to select “Instant Playback” and then set the playback time to play the record

instantly (the record of the channel in the past five minutes will be searched and played from the time that the record exists).

oAl 1 Bmatem el 1) 1R BN B RN = W= T

Original Size
Full Screen
Close Channel
Start Record

o @ ‘x@ e @ @ @ = \! @ Instant Playback

Audio On

Snapshot

PTZ Control
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11 Record & Playback
11.1 Record Configuration

This device supports many recording types, such as manual recording, schedule recording, motion alarm recording, smart alarm recording,
etc.

11.1.1 Schedule Recording
Go to Home—>“Record Setting”.

Record Setting Schedule Setting

e Q 1 Main Stream 7324 Open 0 60 Never Expire
IP Camera Main Stream OFF ' |Open 0 60 Never Expire
IP Camera Main Stream OFF Open 0 60 Never Expire

To set schedule recording, select the channel, stream type and schedule. Then Click [Apply] to save the settings.
Recording Before Alarm: set the time to record before the actual recording begins.

After Alarm Time: set the time to record after the actual recording is finished.

Expire Time: set the expiration time for recorded video. If the set date is overdue, the recorded data will be deleted automatically.

® To set schedule:
(@  Click the “Schedule Setting” tab to go to the following interface.

Record Setting Schedule Setting
Delete

724

O 5424 |T/| TmT

@ Click [Add].

Add Schedule

Schedule Name £ & Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

08:02:00-19:35:00 Input Manually Select All Reverse Clear All

Tue.

OT:A8:00- 222700 Input Manually Select All Reverse Clear All

|

08:38:00-22:20:00 Input Manually Select All Reverse Clear All

T,

E
[
|

Input Manuslly Select All Reverse Clear All

|

Input Manually Select All Reverse Clear All

o] [Ccanet ]

® Enter the schedule name.
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@ Set the schedule. Click 5?- and then move the cursor to select the time; click and then move the cursor to delete the
selected time. Click “Input Manually” to manually enter the time. Click “All” or “Reverse” to quickly select time. Click “Clear All”
to clear all schedule.

11.1.2 Alarm Linkage Recording

@  Go to Home-> Device Setting interface. Select the desired device to enable and set schedules.

@ Go to Home>Alarm Center>Alarm Linkage as shown below. Select alarm type, enable record, set linkage channel and set
schedules.

®  Click [Apply] to save the settings.

Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out SOP Setting Alarm Task Settings Email Settings
h Alarm Type| Monitoring Point-Intrusion Detection v ‘l m All OFF
Q Name Audio v PTZN Record v  Alarm Preview v  Sna
1 N OFF OFF O OFF OFF

[1] Record Linkage Setting / X | oFF OFF
Selectable Device Selected Device OFF OFF

4 [ default area 4 default area OFF OFF

IP Camera < 1 OFF OFF
IP Camera |1j OFF OFF
IP Cameral75 - OFF OFF
IpC OFF OFF
IPEE197 > OFF OFF
IPiBiEGG «

IPiRiE

ON (Q  Select All Reverse Clear All oK Cancel

11.2 Record Playback

In the main menu interface, click “Record Playback” to go to record playback interface. Record files saved on the HDD/ SD card of the
devices and storage server can be played.
There are three types of record playback: normal playback, smart playback by face, smart playback by license plate.

11.2.1 Normal Playback

Manitoring Point

Audio On

Snapshot

W Manual Schodule B Video Analyus B Mation Detection Sensor B Face Event Target Counting Behavior Anatysis Pex
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Area Description

Area Description Area Description
{ Playback area 3 Record timetable area
2 Toolbar 4 Time and event search area; resource area

Toolbar on Playback Window

Button Description Button Description

4 Stop viewing @ Zoom in

Audio on/off @ Zoom out

m Snapshot E Fit to window

Button Descriptions of Area 2:

Button Description

| 1 | } 4 1 } 9 | }151 Screen display mode button. 1/4/9/16 screen mode is optional.

@21

Full screen

Enable or disable OSD

Close all window viewing

Get record from network devices

Get record from storage servers

Rewind

Low speed playback

Stop

Play/Pause

Next frame. In the playback mode, click the pause button and then click this button to play
frame by frame.

Click it to select playback speed.

HEES@@EEEEEE

Click it to play in normal speed.

L
(=)
L

Forward 30s or backward 30s

Backup start time

Backup end time

]| (]| [&]

Start backup

vl
1Y
11
vy
1L

Synchronous playback or asynchronous playback
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Right-click button menu

Menu ‘ Description ‘ Menu Description ‘
Close Close viewing Zoom out | Zoom out the current image
g:;g?f Audio on/off Full Screen | Click to enter full screen mode
Snapshot | Snapshot Sub stream | Switch to sub stream playing
Zoom In Zoom in the current image

Other buttons
Button ‘ Description ‘ Button Description
n Add tag E Event list
Backup

Set record date, record type (for some devices, “Main Stream” can be selected to play the record, or the record will be played by sub
stream if unselected) and the record playback source in the playback interface. Drag the camera on the right side to playback window for
playing or double click a desired channel to play or click [Search] to search the record files and then click [ > % play.

Playback record type includes manual recording, motion detection recording, schedule recording, sensor recording, object removal
recording, video exception recording, intrusion recording and line crossing recording and so on.

In the timetable, different color bars stand for different record types. For instance, yellow bar stands for motion recording data; blue bar
stands for schedule recording data; red bar stands for sensor record data, etc.

The time scale can be zoomed in by clicking @ and the time scale can be zoomed out by clicking @ The time scale can be restored

to 24 hours by clicking . When the time scale is zoomed in, drag the timeline to see the time spots.

Synchronous Playback: in a certain time, all channels play back its record at the same time together; if one channel has no record data at
this time, this channel will wait.

[
Click on the toolbar in the playback interface to go to the synchronous playback interface. Please play the record according to the
ways introduced as above. The record bar in synchronous mode is as below.

In synchronous mode, one camera can only have one playing window. All cameras’ record information can be viewed at the same time.

When playing record file in synchronous mode or asynchronous mode, clicking or will be useless unless all the playback
windows are closed.

Asynchronous Playback: when playing some channels’ record at the same time, each channel is independent from the others and each
channel’s playback time is different.

Click to go to the asynchronous playback interface as shown below. Please play the record according to the ways introduced as the
above. The record bar in asynchronous mode is as below.

11.2.2 Smart Playback by Face

For the added face recognition NVR, you can play back by searching face.
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Face Recognition NVR W

Q

Schedule M Video Anslyss W Motion Detection Sersor Face Event Target Lounting W Behavior Analysis POS.

Clicking on ﬂ enters the above interface. Select the face recognition NVR and then click to add a face picture. You can add the
face picture form local PC, target picture or group. After that set the start and end time, max. number and similarity and then click [Search]

to search the records.

Add a face picture from the local PC: Click to select the desired face picture in the local PC and then click [OK] to save the

settings.

Add a face picture from the target picture: refer to the following picture.

Import Target X

Local Picture Target Picture Group

Momtonng fot ~ Channel Time Period 2022-01-11 00:00:00 ~ 2022-01-11 23:5%:59

Q
B+ B @ default area (Online/Total n...

Jomm 1l
] m IP Camera
] m [P Camera

B [P Cameral7s

B [PC
1w IP;
J e 1P

- ]

1/

Intelligent Server / 2

Start Time 2022-01-11 00:00:00 =

End Time 2022-01-11 23:59:59 |

4

Add a face from the face database:

1.
2.
3.

Click the “Group” tab.
Select the face picture from the person list, VIP list or visitor list.
Click [OK] to save the settings.
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Import Target x

Local Picture. Target Picture Group

frraie [ ]
Q ’

VIF List

Visitor List

Block List

O Show All Nodes

Default Group Totad 1 entries

“ Cancel |

The picture must be added to the corresponding list in advance, or no picture can be searched. Refer to Chapter 6 Group Management for

details.
Note: The record source is from the HDD of the face recognition NVR. The comparison record of this person must exist in the HDD, or no

record can be played.
c €
Face Recognition NVR

o B dedault ares

Select Image

st oo ocoor 4[] () () 0 (0 (D D ¥ ® [ b1 B [ s (3] B ]

End Time W077-05-16 735959 =

Max, Number 500

Similarity(i) = =—— = G0

bl

11.2.3 Smart Playback by License Plate

The vehicle records can be searched from the NVR or intelligent server. The setting steps are as follows:

1. Select the ANPR camera or NVR.
2. Enter the license plate number or click [Select plate] to select the plate from vehicle database or license plate captured when the

vehicle entering or exiting the parking lot.
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e | « HEN

License Plate: Caplure

g [ G default area
EFAR]
& # Device Name

' s s O]

Start Time | 2021-02-03 DO:00:00 |
End Time: | 2021-02-03 23585

|Z| : select the record source from the storage server. License plate captured by ANPR camera or ANPR camera bound to the lane of the
parking lot can be searched.

EI: select the record source from the HDD of the NVR.

Note: before you start searching, the license plate detection must be enabled and corresponding alarm linkages and the schedule must be
set in advance.

Alarm Log Search Alarm Linkage Settings Schedule Setting Marvual Alarm Our SOP Setting Alarmn Task Settings Ermall Settbngs SIRA Alarrn Setting
' 2 L l
-
OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF
OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF
OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF
| o OFF OFF ofF OFF OFF oFF QFF aFF oFF
! OFF OFF OFF OFF OFF OFF OFF OFF T4
OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF

11.2.4 Playback by Time Slice

(D Go to Home->By Time Slice interface.
@ Select channel (or monitoring point), set the start time and the end time, select the record source and then click [Search].
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Shew Pet Hout | Record Backup  To Storage Playback

By Time Slice By Event By Tag Record kup Search Plicture

Q
o & ) 1 (Online/Total number9/10)
O mw 10.214.75.222_ 31777
C) mw 10.214.75.222 37777,
[ mw 113 1P Camera

C) m= 113_IP Cameratast
) e IP Camerad%

g

O m= Ry

1 == NEEN

- 2022-01-12 10:58:32

|- O Gy IPVE {Online/Total numberd...
B [0 @ NVR (Online/Total numberl... |
@ O £y dafault area (Online/Taotal n.
B O - (Online/Total numberd...

tart Time 2022-01-12 D000:00 =
et Time: 2022-01-12 23:59:50 |

® Click EI to play the record.

Playback

00:00:03/00:05:00 (m] [« (1] [»]

Click E button on the top right corner to play in full screen mode.
Double click the image to switch to slice search mode by day.

Double click an image to switch to slice search mode by 5 minutes.
Restart searching or click “Slice Per day” to return to the slice per day interface.

Record Backup: In the Search by Time Slice interface, select a time slice and then click “Record Backup” to back up the record file
during this period quickly.
To Storage Playback: In the Search by Time Slice interface, select a time slice and then click “To Storage Playback” to play the record

file in the storage playback interface.

11.2.5 Playback by Event

@ Go to Home-> By Event interface.
(@ Select the desired monitoring point, set the record source, the start time and the end time and then check events.
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By Time Stice. By Event By Tag Record Backup Saarch Plcture

Monitoring Paint ~ C  Before the event 0 £ To Storage Flayback Tip - Filter By (Name], [Stan Time], (End Time], [Event Type)

Q Na: Namna Start Time End Time Duraticn Tipie: Plagback  Record B | Backup §.. -B__ic‘h:p'm

& B @ default area (Onling/Total n..,

1 Dievice Natre 1901 2022-05-19 114038 F027-05-18 114050 (%51 o) () B Main Sir u'i:j.

2 Device Name. IP01 20220519 113915 2022-05:19 113852 0037 Face Tvedt ) (¥) @ Manst @)

Device Name [P01 2022-05-19 11:3%:01 2002-05-19 113540 38 ;: :'i B Mhain Sir. "i\-

4 Device Name [PO1 2022-05-19 11:35:19 20220519 113655 01136 Face fuert ) (#) 8 Mainsm ®

s Device Name [P01 2022-05-19 113605 2022-05-19 11:36:35 0430 ») (F) & Mans @®
« = =

5 Device Name. [P0 2022.05-15 113519 2022-05-19 113557 0138 Face Event O] (®) @ Mainst @)

1 Device Name_ %01 2022-05-19 113513 2022-05-19 11:35:38 025 ®) i, Main St @

[ Device Name TPi1 2022-05-19 11:3439 2072-05-18 11:3515 0036 Fasce Eunt O] ® ‘mnse  (3)

9 Device Name_ 1P 2022-05-19 113257 2022-05-19 11:34:58 11 '\; ] ._.‘.'-; B Main St ( i- )

Staet Thmes . 207 e ==
End Time: 202 ) — by " - = ;

10 Device Name_ P01 20220519 113340 2022-05-19 11:33:27 0027 ) ®) BMsse.  (3)

AR Curont Page:d /1LTotal 213 |4 o B M

® Click [Search]. The searched record data will be listed. Click @ to play the record; click @ to back up the record data.

11.2.6 Playback by Tag

Note: The tag cannot be added to the record from the HDD of the NVR.
@ Go to Home->Record Playback interface.

Select a channel and put the cursor on the right center. Then a tag icon (E|) will appear. Click this icon to add tag.
Go to Home->By Tag interface. Select the start time and click [Refresh] to search the added tags.

® 0O

Click @ in the playback column to play the record.

11.3 Record Backup

In the main menu interface, click “Record Backup” to go to the backup interface. The setting steps are as follows:

Select the desired monitoring point.
Select date and click “More” to select the start and the end time and event type.

>\
Click / to get records from device or storage server.

Set the start time and the end time of backup. Then click [Backup].

@ ® @ ©6

The backup progress will be seen during backing up the record. Click m to pause; click Iil to stop backing up the record;

click E to clear the backup list.
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By Time Stce. By Event By Tag Record Backup Search Plcture

Memnitoring Point R ] Jan 2022 | 3

Q| Mon Tue Wed The Fri Sat Sun
|m B @ 1OnineTotal numbesosio) t P
& B @ V6 Online/Total numberd..
W B ¢ NVR (Online/Total aumberd.. 3,4 8 6 7 8 3
7 B g default area (Online/Total n 0 1 n 3 oM 15 16«
LR - WA OnlineTatal numberd... |
7B oW ow oA 2 2
FIRN R T T
)1
Mo £ S Time 2022-01-17 000000 - End Time, 2027-01-12 00:00:00 F2H
I = o . R = N s = h
4
s I (5. [ ) @,

“Backup on device”:

This function is applied to the added NVR devices. Search the record from the HDD of the NVR in this interface and

then insert a USB storage device into the USB port of the NVR and then click this button. Then the recorded files will be backed up to the

USB storage device remotely.

11.4 Search Picture

In this interface, pictures stored on the SD card /HDD or storage server can be searched and viewed.

Note: the searched pictures are the snapshots triggered by alarm events (like motion, sensor, smart event, etc.).

ity Thme Slike By Event fiy Tag Record Backup Seanch Picture

Monitoring Point PPl seirch Rewlt[Device Naime P01 Device Name IP03Device Name T75]

Q

2 B @ default area (Online/Total n...

| 2022-05-18 075250

Start Time: 2022-05-18 D000 -2
End Time: 2022-05-18 235959 -2
i Manual B Schedule

T Vides Analysis

8 Sersor

Mation Detection

B Face Event

Bl Target Caunting Tl Behavior Anatysks

B Reverse

B

Select All Reverse Download ¥ The 1

@ Select the device.

@ Set the start time and the end time.
(3 Choose events.

@ Click [Search]

(327Page W M PerPage 10

Entry 1-10 Total: 3263
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12 Alarm Management

12.1 Alarm Server Configuration

Alarm server is in charge of receiving and recording alarm information of connected devices and then sending the alarm information to the
relevant user terminal system or devices in accordance with prior alarm settings. There is a default alarm server.
Go to Home—>Add, Edit or Delete Device = Alarm Server interface to view the online status of the alarm server. If it is not online, please

check its network connection.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Device Type Server Name IP Address Port Client Connection Status Authentication Server Connection Sta... Edit

Enceding Device (Online/Total number:1/1) At S 1021424191 6033 Online Online |Z|
Decoder (Online/Total number:0/0)

Alarm Host (Online/Total number:0/0)

Access Control System (Online/Total number:0/0)

12.2 Alarm Configuration

@ Go to Home->Device Setting interface.

Area Setiing  Channe! Group Setting

otion Alarm Linkage Exception Detectian Licerse plate detection 1

. B Display Max . 99

B Trigger 30

Trigger emai

B Trigger FIP

TP Server Address

Select the desired device to enable alarms (refer to the user manual of the corresponding device for the detailed settings).

@ Go to Home->Alarm Center-> Alarm Linkage interface.

Alarm Type Monitoring Point-Motian Detection m All OFF Rese Q
Name Audio v PTZControl ~ Record ¢ Alarm Preview v Snapshot v Alarm Output v VoiceBroadcast v OpenDoor v TVWall v Trigger Er
1P 197 v OFF OFF OFF OFF OFF OFF OFF OFF
Link to itself (OFf)
single v OFF OFF OFF OFF OFF OFF OFF OFF

Free Choice

Select area, alarm type and then enable alarm linkages.
All ON: enable all alarm linkages of the current alarm type and area (schedule excluded).
All OFF: disable all alarm linkages of the current alarm type and area (schedule excluded).
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Select ™ beside the device name and select “ON” to enable all alarm linkages of the device (schedule excluded).

Alarm Type  Monitoring Point-Motion Detection T Q
Name Audio. v PTZControl v  Record v AlarmPreview v Spapshot v AlarmOutput v Voice Broadcast ~ OpenDoor ~ TVWall v Trigger En

1P 197 OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF
single ﬁoﬁ OFF OFF OFF OFF OFF OFF OFF OFF OFF

Select ™ beside the title (like record) to enable record linkage of all devices (schedule excluded). Select “Link to itself (On)” to quickly
select the camera itself as the record camera.

Alarm Type Monitoring Point-Motion Detection m All OFF Re Q
Name Audie ¥ PTZControl ~ Record [¢ Alarm Preview v Snapshot v  Alarm Output ~ VoiceBroadcast v OpenDoor v~ TvWall v~ Trigger Er
1P 197 ~ OFF OFF [elgy  Link to itself (On) OFF OFF OFF OFF OFF OFF
Link to itself (Off)
single »/ OFF OFF OFf] OFF OFF OFF OFF OFF OFF

Free Choice

The alarm linkage settings of PTZ control, record, alarm view, snapshot, alarm output and TV Wall are the same with each other. Here take
record linkage for example to introduce the setting steps.

[IP 197] Record Linkage Setting X

Selectable Device Selected Device

single < O IP197

Mo

4 B default area 1 4 [] default area

v

>
K«

3

ON () Select All Reverse Clear All “ ‘ Cancel I

Check the selectable channel and click to select the channel; check the selected channel and click to remove this channel; click

to select all channels; click « to remove all selected channel.
After the channels are selected, check “On” and then click “OK” to save the settings.

Note: Before checking voice broadcast, please upload the voice first (See chapter 20.7 Audio Uploading for details).

Before checking Email, please set the sender’s email address and the recipient address first (See chapter 10.5 Email Settings for
details).

Before checking SOP, please set the SOP first (See chapter 10.3 SOP Settings for details)
® Set alarm schedule. Select the schedule of the desired device. 7*24 or 5*24 is the default schedule. Other schedules need to be set in
advance. Click the “Schedule Setting” tab to set (See Schedule Recording—> To set schedule for details).
Note: 1. For the alarm linkage items related to face recognition, you can set them separately, including face comparison alarm linkage,
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stranger alarm linkage, block list alarm linkage, visitor alarm linkage and VIP alarm linkage.

2. For the combined alarm of DVR/NVR, you can configure the alarm linkage items in the platform. If the combined alarm is set after
the NVR/DVR is added to the platform, the platform cannot automatically receive the combined alarm data. Please reboot or reconnect
your NVR/DVR and then the platform will display this device under the alarm type of “Encoding device-combined alarm”.

12.3 SOP Settings

Click the “SOP Setting” tab in the alarm center interface to go to the following interface as shown below.
1. Click “+” to add a SOP name.

2. Click “Create” to create a SOP action.
3. In the alarm linkage settings interface, select the alarm event and enable SOP of the relevant device.
Adain Log Searct Alsm Unkage Seftings. | Schedule Sertisg tanual Alain Out SOPSettitg  Alanin Task Seitioen Emall Setlingn SIRANam servior onPigaation
 Rocord % Alarm Prviow v Snagshol % Alwm Oulpit Vol Broadcmt % CpenDosr v TVWall v TrggerEmall v 808 v Schodule v
T i
o ot ot [ 157 SO Linkage Setting * ey
UnSeloct S0P Sebect SOP
8 508 ®
£
4 »
<«
0] SeectAll Reverss Clow AL ﬂ Canc

4, Click ﬂ to extend the alarm list.

5. Click E/J to handle the alarm. Select the SOP action and then click “Save Process”. After that, choose disposition and enter
remark as needed.
The disposition includes: False alarm, true alarm, customer test, technical event, service test.

Alafm Log Sedrch | Alarm Linkage Settings | Sehedule Setling | Alarm Ot SOP Setfing  Alarm Task Seftings  Email Settings  SIRA Alarm Satting

Q | _N-wnv ‘Audic v PTZControl v Record v Alerm Proview S Snapthot (v Alarm Dqul W™ Voice Brosdcast TV wall ™ Trigger |
Device Name P01 W OFF Qi
Handle Alarm SOP
Device Name P03 W OFF OF
Device Name P04 W OFf OFF OFF OFF of
“ OFF OFF OFF OFF . : o OFF
v Ot OFF off Off Index Operation Action Handiing Statis | HandBing Time Off
Dewico Name_JPC W OFF OFF OFF 0OFF | 1 - OFF
Device Name M2IZE-HIPS N7 OFF OFF OFF OFF .

4

| Save process
Disposttion . Fa m
Bemark ~
Alarm Time alanm Source: Alarm Type ~ ‘Storage Playback.  Device PJI s positi femmj
Device Mamwe_IP Monitoring Polnt-Face Compartson G} M
® & A

After the alarm is processed, the alarm handling status and disposition will be shown as below.
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¥ Device Alarm ® Motion Detection B Face Alarm B Other Intelligent Alarm ® Sensor Alarm  # Combined Alarm ® Offline Alarm  # Server Alarm  ® Alarm Task -

Alarm Type Vv Storage Playback  Device Playback  Storage Snapshot Device Capture  Alarm Processing  Handling Status  Disposition Remark
Monitoring Point-Face Detection @ ﬂ ’)—/‘ | Processed False Alarm
Monitoring Point-Face Comparison @ m r/‘
rere Tt orm Pefrab = : o A [Z

If “SOP Filter” is enabled, the alarm events of the channel set the SOP will be listed.
If “Alarm Preview” is set for the monitoring point, select the corresponding alarm items and then right click to choose “Alarm Preview” to
jump to the alarm preview interface.

Alarm Source Alarm Type Storage Playback  Device Playback | Slorage Snapshol  Device Caplure Alarm Processing Hand.liln.

Device Name IPO1 Manltoring Pelnt-M

123131 3 3
I N NN

»

12.4  Alarm Task Settings

In this interface, you can set the leaving alarm task.
Leaving alarm: When someone leaves the predefined area and doesn’t come back within the set time duration, the system will perform
alarm linkages.

To set a leaving alarm task:
1. Enter the Alarm Task Setting interface.

2. Click [Add] to add the alarm task.
Set the task name, interval time, schedule and choose the camera.

Multiple cameras can be added to an alarm task.

Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out SOP Setting Alarm Task Settings Email Settings SIRAAlarm service configuration

A

O Task Nal hannel Number ~ Channel Schedule  Interval Time(min)  Alarm Type Edit Delete
Add Alarm Task X
\ Task Name
Interval Time(min) 10
Schedule 7+24
Alarm Type Alarm task-Leaving Alarm
Selectable Device Selected Device
4 (] default area
>
O 1P 197 <
O single
»
«
() SelectAll Reverse Clear All “ ‘ Cancel
3. Set the alarm linkage items. In the alarm linkage settings interface, select the alarm type as “Alarm task-Leaving Alarm”. Then

enable the desired alarm linkage (like “Alarm preview”) and set the schedule.
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Alarm Log Search | Alarm Linkage Settings  Schedule Setting Manual Alarm Out~ SOP Setting Alarm Task Settings ~ Emall Settings  SIRAAlarm service configuration
A,armTvaAarmiasl«—‘,faumgn‘aﬂv [ mion [ wiorr Apply aQ
Q Mame: Audic. v PiZContral % Record ™ AlamPreview ¥ Snapshol v ArmOutplt v VokesBroadcast v OpenDoar v TVWall v Trigger er

b v ON OoN ON ON ON ON ON ON ON ON

4. Go to the Device Setting interface to enable Intrusion and set the detected area.

el w
Q

Add, Fait or Defete Device | Device Setling | Area Setting  Chiannel Group Setting
Encoding Device OSDSetting  ImsgeSelting  StreamSetling  Privacy Mask Setting Ok Setting i Motion Al linksps  Line Grossing Detaction Exception Detectian Vigiandll»
"

Note:

1. The selected camera must support and enable intrusion function, or leaving alarm will not take effect. If the camera supports
vehicle/people classification, please check “Human” as the detection target.

2. After the leaving alarm task is set and intrusion is enabled for the camera, when someone enters the predefined area and stays there,
this person will be judged as “ON Duty” so that leaving alarm will not be triggered and the intrusion alarm will not be displayed on
the alarm list; but when this person leaves and doesn’t return within the set time duration (interval time) or no one appears in the set

time duration, leaving alarm will be triggered.

Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out SOP Setting Alarm Task Settings Email Settings SIRAAlarm service configuration

] Task Name  Channel Number  Channel Schedule  Interval Time(min) Alarm Type Edit Delete
1 1 1P 197 7524 10 Alarm task-Leaving Alarm 4 Tl

12,5 Email Settings

Alarm information can be received by the specified Email address if the Email parameters have been set in advance.
Click Home->Alarm Center->Email Setting to go to the following interface. Add the sender and recipient’s email information here.
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Alarm Log Search

Alarm Linkage Settings Schedule Setting Manual Alarm Out !nP Setting Alarm Task Settings Email Settings SIRAAlarm service conflguration
Sender’s Name Email Address
SMTP Server SMTP Port
Security No
Username W Password
Test

Add Email

—

Recipient

E-mail Address

o e

In the sender’s Email information area, fill out the corresponding information and then click “Apply” to save the settings.
Clicking on the [Add] button adds the recipient information.
After that, in the alarm linkage setting interface, you can trigger Email.

Alsamn Log Search

Alarm Linkage Seftings. | ScheduleSéting  Manusl MarmOut  SOP Setting  Adarm Task Semtings Emiall Settings SIRAALIm service confiuration

-:_:_
Y Aot ¢ b ¥

Alarm Type] Monfioring Point-Motion Detection.  ~

12.6 Alarm View
Having set the alarm preview linkage, the alarm view window will prompt when an alarm is triggered.
Alarm Log Search .NWIJF!MSHUW Schedule Setting Manual Alarm Out S0P Setting Alamm Task Settings ‘Email Settings SIRAALMM service configuration
o Type. Moniaring Poin ot oeiectior. (R T D

OFF [*1P 157} Alarm Froview Linkage Sesting X

AQ wi..n ey | O] defaut srea

| < (el 5114
[ wngle
>
b >
<«
3 4

. . Q Sclect Al mmm@- Cancet

In the alarm preview interface, you can select multi-screen display mode by right clicking on the preview window as shown below.
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Alarm Preview

Original Size
Full Screen
Project onto

Close the Sub-screen

OO TRRQHYL ¥

Close Channel
Start Reco
Instant Playback
Audio On
Snapshot
PTZ Control
Start Talkback
Start Channel Talkback
» Main Stream
Sub Stream
Channel Info

Full Screen

Click - on the bottom right corner to expand the alarm list as shown above. Hover the cursor on the top of the alarm list and then a
bidirectional arrow will appear. Drag the alarm list up or down to extend or shrink the alarm list.

Click or to play the record or captured images.
Right clicking on an alarm item displays a menu as shown below. Click “Alarm Preview” to jump to the alarm preview interface.

® Device Alarmn @ Motion Detection  ® Face Alarm ® Other Intelligent Alarm 8 Sensor Alaom 8 Combined Alarm 8 Offfine Alarm @ Server Alarm ® Alarm Task -

Alarm Time Alarm Sourca Alarm Type V. Storage Playback  Device Playback  Storage Snapshot.  Device Capiure  Alarm Processing:  Handiin
A VZ
A 7]
FA 7
A [
= —a A

12.7 Alarm Log
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Alam Log Search | Alarm Linkage Settings  Schedule Setting  Manual Alarm Out
All Ty plll oot Time 3037.05-18 00000 | !
H22-05-18 17:3844
2 2022-05-1817:38:31
3 077-05-18 17:78:14
4 2022:05-18 17:7801
5 2022-05-18 17:27:57
o 20220518 172757
7 H022-05-1817:27:54
1 B H022-05-15 17:2743
9 X072:05-18 17:27:30
10 2027.05-18 17:37:37
11 2022-05-18 172737
12 2022-05-18 17:27:31
13 2022-05-18 17:27:20
14 027-05-18 17:27:36
itaring Point 15 20270518 173721
£

S0P Setting

End Time 20722-05-18 23:5959

Device Name_IPO%
Device Name 1P05
Device Name_1P05
Device Name P05
Device Name_IPCS
Device Name_[P0S
Device Name_IPOS
Drevice Name IPOS
Device Name P05
Device Name P01
Device Name_IPOS
Device Name_IP0S
Device Name 1P0%
Device Name_IPD]

Device Name IPDS

Mlarm Task Settings

Maonitoring P

Monitoring P..
Moniteding P
Menitering P,
Menltoring P...
Monitoring P_.
Monitoring P..
Manitaring P_.
Menitering P_
Monitoring P_.
Monitoring P...
Manitoring P
Monitering P
Menitoring P

Manitoding P

M # The 1

Email Settings

SIRA Alarm Setting

PPOROPLOROPOOOE®E

3

/1Page W M PerPage 50 - Enbry 1.50Total:520

Click to play the record; click

to open the snapshot search window as shown below.

napshot Search

oring Po Search Result[Device Name_IP05]

Start Time 2022-05-18 17:27:44

00 2022-05-18 17:29:23

(] 2022-05-18 17:29:36

0 2022-05-18 17:29:16

v

End Time 2022-05-18 17:29:44

5 ; Select All Reverse Download
Search

|4 €4 The 1

/1Page W k| PerPage 10 /' Entry 1-8Total:8

Check the searched image and then click “Download” at the bottom of the interface to download this picture.

12.8 Manual Alarm Out

Click “Manual Alarm Out” tab to go to the following interface.

81




Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out SOP Setting Alarm Task Settings Email Settings SIRAAlarm service configuration

Alarm Output v

B- B @ default area
8 Device Name4653_Al...

B Device Name4653 Al...
8 Device Name4653 Al...
8 Device Name4653 Al...
8 Device Name4653 |P...
8 Device Name4653 IP...
Device Name4653_|P...
Device Name4653_IP...
Device Name4653 |P...
Device Name4653 |P...
Device Name4653 IP...
IP 197_AlarmOut1
double_AlarmQut1
single_AlarmQut1

Alarm Holding Time 5

(]

@ O0D0DD000D0ODDDOD
» » » |» |» |»

(|
> |»

single_AlarmQut2

Select the camera, set the alarm holding time and then click [Trigger Alarm Out] to manually trigger the alarm out of the camera; click
[Close Alarm Out] to manually turn off the alarm out of the camera.
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13 E-Map

The e-map service is used to store the e-map information of the system. The client landing anywhere can share the same e-map.

13.1 E-Map Settings
13.1.1 Create E-Map

Go to Home—>E-Map Setting interface. Click [Create Map] to create a map.

Map Management
New York

3 Yonkers

Create Map

Enter E-map name, select parent e-map and map type. Then click [OK] to save the settings.

13.1.2 Add Hotspot

The hotspots include monitoring points and sensors. Drag a hotspot to the corresponding area on the map as shown below.

E-Map Setting

map Management v [l cesetiap | oty o | omcria
Maonitoring Paint v
Sensor ~

MONGO11A |

A Belfing | ) * o

PLE'S REPUBLIC =
OF CHINA [

- | F

4 +

Click [Modify Map] to change map name and parent map.
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Click at the bottom of the interface and then right click on hotspot alarm item. Select “E-Map” to quickly skip to E-map monitoring

Select [Delete Map] to delete the added map.

interface.
)
Map Management v l b
Q 7 .
‘ Office
WG we Conference
Engineering Elavator
Department | 'k' - Female IJ_l Male | Room | | | Jk -
Exit Exit Front L
N Door -
r Corridor Corridor
’ X Roception
Dosk I
. Conference | Conferency Domestic
Corridor Markting
Roam Recm Service 9
Sorvh rcgmmerce Dopartmant o riahe
N Test | Labby
Department . Phrek
Device Name_[PO3 D 1
Lorridor /
Corridor
Test Reom
Alarm Time Alarm Source Alarm Type % Storage Playback | Device Playback  Storage Snapshgt  Device Capture | Alarm Processing  Handlin
15-18 17:05:2 Device Name_IPO]1 Monitaring Point-Face Detection @ 2 /’

13.1.3 E-Map Monitoring

Go to Home->E-Map Monitoring interface. Select a window on the right and then double click the monitoring point to view the real-time
image.

Map Management v

Q
‘ Office
N we we . |
Engineering - Mal :gg:mnce - Elevator
Department X Exit Female ale x Edt Front
Door ™
————— r— - Comdor— — = = = = & - - = =Coridor— = = == = = = =
! Reception
DbiceName.pox ek
Conference | Conferenc Domestic
Corridor . Marketin
| Room Room 5 | it}
Demce pOMMEIP | Department o righy
| epartment Department
] |
N Test ‘ | Lobby
Department ' Perchasing
: : Device Name_[P()3 Department
| | ®
—————————— - - - orridor — — — — —
Corridor |,
Test Room
! . Internetional HR General
R&D Department Financial Marketing Manager
Department Department Department Room
Warehouse
Switch to Alarm ...  © Yes
Auto Alarm View  ©@ Yes O No
O IPC O Smart IPC
[} Sensor
Pending Alarm: 2 Close All Stream @ Filter Alarm Type Clear All

Switch to Alarm EMap: if “Yes” is selected, the system will automatically switch to the E-map on which the alarm occurs.

Auto Alarm View
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Alarm view: if you select “Yes”, the monitoring video will automatically pop up on the right window when an alarm is triggered.

Put the cursor on the preview window (right panel) and then a toolbar will display. Clicking on closes the preview. Click “Close All
Stream” to stop all previews. The preview window will be overlaid on the map by clicking “Overlap”.

In addition, click [Filter Alarm Type] to filter the alarm type.
If multiple cameras need to play, you can drag the window on the right panel to the right. Then an independent monitoring interface will

display. You can choose the screen display mode as needed.

Elevator

I

(3 Open alarm pop-up window
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14 TV Wall
14.1 Add TV Wall Server

Go to Home—> Add, Edit or Delete Device> TV Wall Server interface as shown below. There is a default TV wall server. Please check

whether it is online.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Delete Search

Encoding Device (Online/Total number:4/5)
Decoder (Online/Total number:0/0)

Alarm Host (Online/Total number:1/1)

O TV Wall 10214.24191 6036 Online Online E/] 1l
Access Control System (Online/Total number.0/0)

An adding TV Wall window will be prompted by clicking [Add]. Click [Refresh] to quickly add the TV wall server in the same local

network, or add the TV wall server by manually entering server name, IP address and port.

14.2 Add Decoder

Decoder is used to decode the video signal transmitted by the transfer server. The decoding output is a standard video signal. The decoder
is necessary for decoding videos on the TV wall.
Go to Home-> Add, Edit or Delete Device—>Decoder interface.

Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

Device Type @ Search

Encoding Device (Online/Total number:4/5)
Decoder (Online/Total number:0/0)
Alarm Host (Online/Total number:1/1)

Access Control System (Online/Total number:0/0)

Add Decoder

LED Display Device (Online/Total number:0/0) ) R B ,.”
Quickly Add Manually Add Device Quantity:7

Intelligent Analysis Server (Online/Total number:1/1)

Storage Server (Online/Total number:0/1)

Media Transfer Server (Online/Total number:1/1)

Decoder 10.214.40.98 255.255.0.0 2.2.0betab  00:18:AE:96:85:40

Access Server (Online/Total number:1/1)

Alarm Server (Online/Total number:1/1) Decoder 10.214.48.253 255.255.0.0 212 00:18:AE:83:79:1C

TV Wall Server (Online/Total number:1/1) Decoder 10.214.40.97 255.255.0.0 2.2.0betab  00:18:AE:96:85:43

The steps for adding decoders are the same as the setup for adding encoding devices (see Add Encoding Device for details).

14.2.1 Create and Connect Decoder

The decoder which needs to be connected to the platform must be the master decoder and in platform mode. Login the web client of the
decoder as shown below.

Go to Basic Settings—> System Settings to check the user permission and running mode of the decoder and make sure its user permission is
master and its running mode is platform. Then apply the settings and restart the decoder.
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Basic Settings

Running Mode |PIatFnrm
User Permission |Master
Device Name |Decoder |
MAC 8@:18:AE:00:45:D1

Soft Version 2.1.3

Version Date 20210121

Kernel Version I4R2-H5F3-H5F3

The decoder will not be online until it is bound to a TV wall. Please create a TV wall first and then bind the decoder to the TV wall. See
chapter 12.3.1 for details.

Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

Device Type Search

Encoding Device (Online/Total number:4/5)
Decoder (Online/Total number:1/1)

Alarm Host (Online/Total number:1/1) O Decoder(1) 2 10.214.48.253 8883 E E/J I

Access Control System (Online/Total number:0/0)

14.3 TV Wall Management

Go to Home->TV Wall Management-> TV Wall Setting.

J TV Wall Setting | TV Wall View TV Wall Task Settings TV Wall System Setting

TV Wall v

TV Wall +

Decoder Output

14.3.1 TV Wall Settings

¢ Create TV Wall
Go to Home—>TV Wall Management->Edit TV Wall. Select a TV wall server and then click +to create a TV wall.
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TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

TV Wall v
R CreseTVWall
TV Wall Server TV Wa

TV Wa Create TV Wall1

TV Wall Number

Edit ID “ Cancel

€ Initializing
(D Double click the created TV wall to prompt a TV wall window.
@ Click “Initialize” to create TV wall layout

TVWall Setting | TVWall View TV Wall Task Settings TV Wall System Setting

TV Wall B Create TVWall £

€ Merging\Splitting
Merging: drag on the screen and then release. The “Merge” button will be shown. Click it to merger these small windows.

Splitting: select the merged window and click “Split” to restore the window to the previous status.
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The online decoder displayed in the decoder output list is the binding decoder of this TV wall. Drag the outputs to windows on the right in
sequence and then click “Save” to save the settings.

®  Decoder Binding

Go to Home->TV Wall Management->TV Wall System Setting interface as shown below. In this interface, decoder bind can be set up.
Decoder bind configuration: modify the binding state between decoder and TV wall.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Channel Number Setting Decoder Bind Configuration TV Wall Backup Alarm setting on Wal

Device Name  OQutput Number IP Address Port Online Status ~ Select TV Wall  Open in the Browser Edit

©

Change Boun . TV Wall

Select TV Wa

Create TV Wall1

Click to change bound TV Wall. After the decoder is bound to the TV Wall, the online status will be “Online”.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Channel Number Setting Decoder Bind Configuration TV Wall Backup Alarm setting on Wa

Device Name  Output Number IP Address Port Online Status ~ Select TV Wall  Open in the Browser Edit

Decoder(1) 2 10.214.48.253 8888 Create TV Wall1 E E/I

Return to the decoder management interface as shown above. The online status of the decoder indicates that the decoder is successfully

bound with TV wall. Go to TV Wall Setting interface as shown below. Drag the outputs of the decoder to the window on the right and save
them to complete output bind.
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Modify TV Wall:

TV Wall Setting | TV Wall View W Wall Task Settings

Click next to the TV wall name and then modify the TV wall information as needed.

Check “Edit ID” to modify the ID number of the TV wall. Note that the ID number of the TV wall cannot be repeated.

14.3.2 TV Wall View

€ Create Plan

TV Wall Setting TV Wall View

TV Wall v Create TV Wall1l

A TV Wall

TV Wall Task Settings TV Wall System Setting

+ Initialize Save
& Create TV Wall1(1) @Er
Modify TV Wall

TV Wall Server TV Wall

TV Wall Create TV Wall1

TV Wall Number

Edit ID “ | cancel

Go to Home—> TV Wall Management-> TV Wall View—->TV Wall Plan.

Click + beside the TV wall name to create the TV wall plan name.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Monitoring Point @ Preview

Channel Group

Decoder Input
— ] Create Plan

TV Wall Plan

Plan Name 1_Plan 1
Create TV Wall1 (1)

Plan No.

Edit ID “ Cancel

User Manual
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& Configure Plan
Double click the plan name to show the plan.

Drag the monitoring points to the corresponding window respectively to decode image.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Monitoring Point @ Preview % | *1Plan1 X

Q

B- @ default area (Online/Total number:3/3)

& double

® single

¢ Toolbar Menu

BIBIERELE] o [ e | soe ]| sveo ] v

1. Screen mode: 1\4\9\16\25\36 screen mode is optional.

2. Open Window: Click [Enable PIP] and then drag on a window to open a small window on it. Click [Disable PIP] to stop opening

window. The small window can be dragged to anywhere on the big window.

Click [Hide 1D] to hide the window number; click [Display 1D] to display the window number.
Click [Save] to save the current plan.

Click [Save as] to save it as another plan.

Renumber: Click it to renumber the window of the plan from left to right and top to bottom.

N e o ~ooe

Select a window assigned a monitoring point and then press the right mouse and drag to another window to copy monitoring point to

8.  Double click a window to play the video.
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€ Right-click Menu

LR *1Plan1 %

Screen Display Mode
Set as Alarm Window
Set as Playback Window
PTZ Control Screen Display Mode
Stop Decoding Set as Alarm Window

View Decoder Output Info. Set as Playback Window

Clear TV Wall

View Decoder Qutput Info.

Clear TV Wall

1. Screen mode:1\4\9\16\25\36 screen mode is optional.
2. Zoom in\out: if the current screen mode is multi-screen display mode, click “Zoom In” to zoom in the current image. Click “Zoom

Out” menu again to restore to the previous status.

3. Save as Alarm Window: click it to save the current window as an alarm window. The alarm linkage image will be displayed in this
window. Go to Home—> Alarm Center->Alarm Linkage (or Home—>Alarm System->Alarm Linkage) interface. Select TV wall linkage
item to set alarm linkage.

T ~
- Seiggt] Crvics T
fa
) e
S
/
v
Alarm Center
Alarm Log Search | Alarm Linkage Settings|
Schedule Setting | Manual Alarm Out &«
S0P Setting | Alarm Task Settings
Email Settings - —
& _-_—-.,-._.—.m
siraAlarm service configuration —

4.  Setas Playback Window: when decoding images, click this menu to play the records of the current channel (the record source is the

current record source).
5. PTZ Control: click this menu to prompt a PTZ control panel of the current decoding window. Direction control, zooming and
focusing, Iris control, speed, preset, track and cruise calling can be operated through this control panel.

6.  Stop Decoding: click it to stop decoding the current image.
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7. View Decoder: view the information of the decoder.

*1_Plan_1 X

View Decoder Output Info.

No.  Screen Number Decoder Decoder Output's Name

1 1 Decoder(1) Qutput1

8.  Clear TV Wall: click it to clear the decoding configuration of the current output.

€ Screen Merging or Splitting

Drag the mouse to select multi-window and then click [Merge] to merge these windows.

€  Auto-Switch Group
1.  Create Auto-Switch Group

@  Click Auto-Switch Group under the screen and then click to create auto-switch group.
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Auto-Switch Group

-+

@  Select “Auto-Switch Window” to select the window group.

Create Auto-Switch Group

Auto-Switch Name New_Group_Dwe| Auto-Switch Interval 10

= Auto-Switch Window ®  Monitoring Point

®  Click “Monitoring Point” to select the auto-switch channel group.

Cancel

x

Create Auto-Switch Group

= Monitoring Point

@f 48
P Channel Management X

Manitoring Point ~ IRl

@  Enter auto-switch name and dwell time.
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Create Auto-Switch Group x
Auta-Switch Interval | 10~

I Auta-Switch Name  New Group_Dwell

= Auto-Switch Window = ponitoring Point
++ 40
Ho, Monitodng PoiftName
1 1P 197
2 double
i single

0K Cancel

2. Execute auto-switch

click I to execute auto-switch. The specified channel images will be played in the specified windows in sequence.
Clickn to stop playing the current auto-switch.

A Auto-Switch Group

N
=
3. Modify or delete auto-switch

Right click the auto-switch name and then select Modify or Delete to modify or delete the auto-switch.

New Group Dwell

H U ﬁ Madify

Delete

[1][4]fs][is] [*e L..ualeplp

Note: If there are overlapped auto-switch window in a plan, the auto-switch groups will not be executed at the same time.

4 Auto-switch plan

1.  Create auto-switch plan

Click L behind the TV wall plan name to set the auto-switch. Click “Join in” to select the plan. Then set dwell time and click [OK].
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TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Monitoring Point @ Preview
Channel Group

Decoder Input

TV Wall Plan

A
4 Create TV Walll (1) - Z@/

Plan Name Move Up  Operation

1_Plan_1(1) o
e 1 1_Plan_1 (1) t
1_Plan_2(2)

o A O e

2.Start/stop auto-switch

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Monitoring Point @ Preview 1Plan2 %
Channel Group
Decoder Input

TV Wall Plan

[+Or

A‘ Create TV Wall1 (1)

1_Plan_1(1) o4 -d Start Auto-Switch

Click * behind the TV wall name to start auto-switch plan. Click the Stop button to stop the auto-switch.

3.Modify auto-switch plan

Click & again to modify the auto-switch plan.

Note: If the current auto-switch plan needs to modify, please stop it first.

14.3.3 Decoder Input

Go to Home—->TV Wall Management->Decoding on TV Wall->Decoder Input. Drag an input to a window to execute decoding.
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TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Monitoring Point @< Preview *1 Plan2 X
Channel Group

Decoder Input

Decoder(1): Inputd

4 ® Decoder(1)

14.3.4 Playback

¢ Playback on TV Wall

Click “Preview” on the left panel. Then this button becomes “Record”. Click at the bottom of the left panel to extend the filtering

condition. Click EI/ EI to get records from device or storage server, check the alarm events and then drag the cameras (or channels)
to a window to search and play the records.

Channel

Of course, the specified time and event types can be set to search the specified records.

€ Playing control

T T (s ) T

During playback, the record can be controlled by the above buttons.

€ Right-click menu
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1_Plan_1 X

Screen Display Mode
Set as Alarm Window
Recent Channel
Playback Stream Type
Stop ing
View Decoder Qutput Info.

Clear TV Wall

1. Screen mode:1\4\9\16\25\36 screen mode is optional
2. Zoomin

3. Save as an alarm window
4.  Save as preview window:: the current channel or the historical channel is optional.

Playback stream type: main stream or sub stream is selectable.
Stop decoding
View decoder information
Clear TV wall
The following picture is an example of TV Wall.

© N o O

14.3.5 Task Setting of TV Wall

Go to Home—>TV Wall Management->Task Setting. Click + behind the TV wall name.

Select plan name, enter task name, set run time and enable plan task.
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TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Create Task

Create TV Wall1 (1)
Plan Name 1_Plan_1

Task Name MNew Plan Task

O] Run Plan Task Time  00:00:00

O Everyday O Every Week

Kl -

Click to start the task. Click the Stop button to stop this task.

TV Wall Setting TV Wall View | TV Wall Task Settings TV Wall System Setting

New Plan Task

Start Time: 00:00:00

[ Auto Run
Sun. Mon. Tue. Wed.
Thu. Fri. Sat.
O

Modify or delete task

Double click the TV wall name and then the tasks will be displayed on the right window.

MNew Plan Task
1 Plan 1
Start Time: 00:00:00

O Auto Run
Sun. Mon. Tue. Wed.
Thu. Fri. Sat.

O o

e
Click l:l or E[ to modify or delete the task.

14.3.6 TV Wall System Configuration

Go to Home—>TV Wall Management->TV Wall System Setting interface as shown below. In this interface, the channel number can be set
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up.

»  Channel Number Settings

Channel number configuration: set the channel number and make the channel convenient to be controlled by the network keyboard

controller. Users can export these channel number in this interface.

TVWall Setting TV Wall View TV Wali Task Settings | TV Wall Systemn Setting

Chansel Nusmber Setting guation  TVWall Backup  Alanm sotting on Wa

Canfiicts Between Channels” Nusnber

Monitoring Point W No. Mams Channe| Number

[ T——— Cancel

» TV Wall Backup
When importing the former system configuration files to the new version, the TV wall configuration file will not be imported together. So

you need to import the TV wall configuration file separately.
Click [Backup TV Wall] in the last version to back up the TV wall configuration files. Then click [Restore TV wall] in the new version to

restore it.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Channel Number Setting Decoder Bind Configuration TV Wall Backup Alarm setting on Wall

Backup TV Wall Restore TV Wall

Caution: It will take several minutes to restore system configuration. Do not shut down the computer during restoring. The authentication server will
restart automatically after restoration.

» TV Wall Alarm Linkage Settings

The alarm closing time can be set. If “Automatically closing alarm on Wall” is selected, you can set the time that TV wall alarm
automatically turns off. The alarm preview window will automatically turn off the alarm linkage video according to the set time until
next alarm is triggered. If not selected, you need to close the alarm preview window manually.
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15 Parking Lot Management

15.1 Add ANPR Camera

Before using parking lot system, please add ANPR cameras first. The ANPR camera is use to capture the license plate of the vehicles

entering or exiting the parking lot.

There are two ways to add ANPR camera.

1. Click Home—>Resource Management->Add, Edit or Delete Device->Encoding Device to enter the encoding device adding interface.
Click [Add] to add your ANPR camera.

2. Add the ANPR camera to your NVR with license plate recognition function and then add this NV/R to the platform.

15.2 Add LED Display Screen

Before using parking lot system, please add the LED Display Screen which is used to display the information of the vehicles entering or
exiting the parking lot.

Click Home—>Resource Management->Add, Edit or Delete Device>LED Display Device to go to the LED display device adding
interface.

—

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting
Add ) Delete

Device Type

Encoding Device (Online/Total number13/3 rs

Decoder (Online/Total number:0/2)

Add LED Display Device

Alarm Host (Online/Total number:0/0)

Access Control System (Online/Total numbe| Device Na... Type 1P Address Port Delete
LED Display Device (Online/Total number:0, I LE[?QS:;SFY IP Screen 0.0.00 5000

Intelligent Analysis Server (Online/Total nun|

Port: the default port is 5000.
Type: please select IP screen.
IP address: enter the IP address of the IP screen.

15.3 System Settings
15.3.1 Parking Lot Settings

Go to Parking Lot Management—> System Settings—> Parking Lot Configuration as shown below.

Vehicle Monitoring Integrated Search Repod Statistics. System Settings 'ﬂ

Parking Lot Configuration | Vehicke Group Management  Block List Mansgement  Schedule Setting
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®  Add or Delete Parking Lot

Click EX to add a parking lot as shown below.

Parking Lot Configuration Vehicle Group Management Block List Management Schedule Sett

Basic Canfiguration

. New parking lot x|

Parking Lot

Select the parking lot and click [@ to delete it. Note that there must be no entrance or exit or vehicle group under the parking lot, or it
cannot be deleted.

®  Basic Configuration

Select the parking lot and then set the relevant parameters for it. You can modify the parking lot name, set whether to allow temporary
vehicle access even if the parking space is full, total parking space, number of the current vehicles (in order to ensure the accuracy
counting of remaining parking space, please make sure that no vehicle entering or exiting), remaining parking space, number of overflow

vehicles, barrier gate opening duration and repeated license plate waiting time. After that, click [Apply] to save the settings.
Total Parking Space: the set total parking space
Number of the current vehicles: the number of vehicles staying in the parking lot

Remaining parking space: Total parking space minus the number of the current vehicles (if the number of the current vehicles is more

than or equal to the total parking space, the reaming parking space will be “0”).

Number of overflow vehicles: the number of the current vehicles minus total parking space (if the number of the current vehicles is less

than the total parking space, the remaining parking space will be “0”).

Repeated license plate waiting time: the same license plate will be identified once within the set waiting time

®  Temporary Vehicle Timeout Settings

Overtime Parking of Temporary Vehicles: if enabled, timeout threshold and daily alarm email sending time should be set. Once the

temporary vehicles that stay in the parking lot exceed the set timeout threshold, an email will be sent according to the set time.

®  License Plate Settings

Local license plate and special license plate can be set (Charge will be made).

®  Entrance and Exit Settings
Click [Add] next to “Entrance/Exit Setting” to create an entrance/exit. You can directly modify the entrance name and click [Apply] to

save the setting.

For the added entrance/exit, click ™ to delete it. Before deletion, please ensure that there is no lane information under it, or it cannot be
deleted.

® | ane Management

Click [Lane Management] next to the entrance name. This will bring a lane setting window. Click [Add] to add a new lane. Set the lane

name, lane type and temporary car release way (manual/auto release). After that, click [Apply] to save the settings.
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In the lane management window, click [Setup] of the linked ANPR camera line to bind the ANPR camera as shown below. Multiple

® Binding ANPR Camera

cameras can be bound to one lane.

Vehicle Monitaring Integrated Search Report Statistics System Sellings

Parking Lot Configuration Vehicle Group Management Block List Management Schedule Seting

Parking Lot +uv Lane Management X

Hiain P |vehicle access even I the parking space is full
& main Td it vehicles* 1 [#  Remaining Parking Spece Numb
Bé‘ Lanel = = E
| Bind License Plate Capture Machine x
| Laned
q ANPR Camera Linked ANPR Camera
ol = ~ =
A ] default area } 4 [ IPV&
Enrl Lane Narne* Lanel O p1e7 < 0 ipc
| lane Type* Entrance o / [ IP Camera 4 [ default area
|
| P S Te 4 b L IP Camera
| Temporary car opening method  Automatic release R el (( |
b5k b =
« L 3 [ >
| Lirtked ANPR Camera
1 = % Q
| [ Enabie 485 Screen |
oK | Cancel
| Linked LED Screen
| Maore v
Apply Cancel |
o L

® Binding LED Screen

In the lane management window, click [Setup] of the linked LED screen line to bind the LED screen as shown below. One screen can be
bound to one lane only.

Lane Management

vehicle access even if the parking space is full

nt vehicles* | 1016 |Z| Remaining Parking Space (

a Lanel Bind display
Lane2
o LED Screen Linked LED Screen
1 O LED1
b Lane Name* Lanel <
Lane Type* Entrance
Temporary car opening method ~ Automatic release

Linked ANPR Camera IPCIP CameraZefg
(o]

[J Enable 485 Screen

IP Camera5
Linked LED Screen )

More -

® Binding RS485 Screen

In the lane management interface, you can also bind RS485 screen. Enable RS485 screen, select the screen type and then click [Apply].

Before binding RS485 screen, please ensure that the license plate capture camera has been connected to the screen via RS485 interface.
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Lane Management X

Lanel

Lane2

Lane Name* Lanel
Lane Type* Entrance

Temporary car opening method  Automatic release

Linked ANPR Camera IPCIP Camera

Enable 485 Screen

Type Car easy to pay LED scree

Test Welcome Send text

More a

Bind Vehicle Group All

®  Binding Vehicle Group

In the lane management window, click “More” to bind vehicle group. Select the vehicle group as needed. Then click [Apply] to save the
setting.  All vehicles in the vehicle group bound to the lane will be allowed to enter/exit in the parking lot.

Vehicle Monitoring Integrated Search Report Statistics | System Settings ‘

Parking Lot Configuration | Vehicle Group Management Block List Management 9 Lane Management x

e Basic Configuration

&2 main Total Parking Space* 500 Lanel nin
Lane2
Barrier Gate Opening Duration(s)* 15
Temporary vehicle timeout configuration
[J Enable overtime parking of temporary vehicles pm
Lane Name* Lanel

Entrance/Exit Setting Lane Type* Entrance

Temporary car opening method  Automatic release

Linked ANPR Camera IPCIP CameraZrhd I

Entrance Name Entrancel

Enable 485 Screen

Lanel Entrance Autom

Type Car easy to pay LED scree

Test Welcome Send text

Lane2 Exit Autom

More - —

Find Vehicle Group All

Entrance Name Entrance2

.

Note: A parking lot can add multiple entrances and exits; an entrance/exit can add multiple lanes; a lane can bind multiple license plate
capture camera; but one license plate capture camera only can be bound to one lane of the entrance/exit in the parking lot. The name of the
parking lot cannot be repeated; the names of entrances/exits in the same parking lot cannot be the same; the names of the lanes in the same
entrances/exits cannot be the same.
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15.3.2 Vehicle Group Management

Go to Parking Lot Management->System Settings—>Vehicle Group Management interface as shown below.

Vehicle Monitoring Integrated Search Report Statistics System Settings

Parking Lot Configuration Vehicle Group Management Block List Management Schedule Setting

Parking Lot

B @ Main
B &2 main

®  Add, Modify or Delete Vehicle Group
Add Vehicle Group:

Move the cursor onto the parking lot name and then EX will be shown. Click this icon to add a vehicle group.

Click & to edit the vehicle group. Click to extend the remaining menu and then click % to set the passable area of the vehicle

group and admission schedule.

Parking Lot Configuration Vehicle Group Management Block List Management Schadule Setting

Parking Lot

Add car group

| .
|m @ main
B i morm
More b 4
L
Set passable area X
Add car group X
=] &8 Main
Vehicle group name* = | B
More @ #n Lanel(Entrance)
$n Lane2(Exit)
Passable Area* Al /
ER =1 Entrance2
Admission Schedule* 7424 -~ B #a Lanel(Entrance)
Reminder: Only valid for admission
=

Modify or Delete Vehicle Group:

Move the cursor onto the vehicle group name and then will be shown. Click this icon to delete. If there are vehicles added in the
vehicle group, it cannot be deleted. You must delete all vehicle information first and then this vehicle group can be deleted.

Move the cursor onto the vehicle group and then will be shown. Click it to modify the vehicle group name, passable area and
admission schedule. After that, click “OK” to save the settings.

o
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Vehicle Monitoring Integrated Search Repon Statistics System Settings

Parking Lot Canflgurathon Vehicle Group Management Block List Management Schedube Safting

Admission Schedule:?*24
& g8 Main Passatle AreaMain

| & o main

(/&

a027-01-12

Blue

1 KXEX Small Car

Vehicle Information Settings
Add Vehicle Information: Select the vehicle group , click [Add] to add a new vehicle. Fill in the relevant vehicle information. The number

plate must be entered.

Parking Lot Configuration | Vehicle Group Management ‘ Block List Management Schedule Setting

Parking Lot A  Admission Schedule:

- @ Main

Add new vehicle

Passable Area:Main

Basic Setup

Number plate*

2 @ main

Name
O X Phone Blue
Vehicle Type Small Car '
Vehicle Color Blue v
Description

[J Permanent validity period

Starting Time* 2022-01-13

gelap

End Time* 2027-01-13

Delete Vehicle Information:
Select the vehicle information and then click [Delete] to delete the vehicle information.
Note: If the vehicle information you want to delete is bound to other vehicle groups, it will be deleted too in other vehicle groups.

Bulk Binding: in the vehicle group management interface, select the vehicle group and click [Bulk Binding] to bind other vehicles to
this vehicle group.
Note: one license plate only can be bound to a vehicle group of other parking lots. It cannot be bound to other vehicle groups of the

same parking lot.
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Venhicle Monitering Integrated Search Report Statistics. System Settings

Parking Lot Configuration Vehicle Group M Block List b

Parking Lot Rl | Admission Schedule:7*24

8- &8 Main Passable Area:Main - : : i
Bulk import (from vehicle registration) X
B seiema 28 3 T

@ @ main ™~ 9]

(] Number plate Name Phone \

Schedule Setting

Selectable ] Selected
(m] X000

ABC32

0O o pe

123ABC

] Permanent validity period Starting Time:  2022-01-13 - End Time: 2027-01-13 (= @ Cancel

File Import: Click [Export Template] to export a. cvs or .xlsx file. Then open the template, edit all vehicle information and then save

Click [File Import] and then select the edited file to import all vehicle information.

.cvs template file includes three attributes, including plate number, owner’s name, owner’s phone.

A B C D
(B1) Numbe¢ (B2) Ownea (B2) Owner’ s Phone
A123456 Simon 11111111111

W= | L2 ([

Xlsx file includes many attributes, including plate number (compulsory), owner, owner, phone, vehicle color, vehicle type and so on.

| A A B C D E F G H
1
2 Number plate | Owner's Name | Owner's Phone Description Vehicle Type Vehicle Coleor Start Time End Time
3 A123456 Simon <> 11111111111 Discription Small Car Blue 2022/01/13 2022/01/13
4
[S

also click # to unbind.

15.3.3 Block List Management

Vehicle Search: in the search bar, enter the key words to search the vehicle information.

Go to Parking Lot Management - System Settings—>Block List Management interface as shown below.

Unbind Vehicle: Select the vehicle you want to unbind and then click [Unbind selected]. In the pop-up window, click [OK]. This vehicle
will be removed from the current vehicle group. The vehicle information will not be deleted and the binding relationship between the
vehicle and other vehicle groups will not changed. This vehicle also can be bound to the other vehicle group of this parking lot. You can

Modify Vehicle Information: in the vehicle group management interface, select a vehicle and then click to change this vehicle
information.
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Parking Lot Configuration Vehicle Group Management Block List Management Schedule Setting
Block List Management v @ File import Export Template

Boocs |
Add new vehicle X
Basic Setup
Number plate*
Name
Phone
Vehicle Type Small Car A
P Vehicle Color Blue %
Description

Block list is created by default. Click [Add] to add the vehicle information. The plate number must be entered. The vehicles added to the
block list cannot be added to any other vehicle groups.

Select the vehicles and then click [Delete] to delete the vehicles from the block list. Import the vehicles to the block list is the same as
vehicle import to other vehicle groups.

Click to modify the vehicle information in the block list. Click [OK] to save the settings.

15.3.4 Schedule Settings

Go to Parking Lot Management—> System Settings—>Schedule Setting interface as shown below.

Click [Add] to pop up schedule adding window. Click “Input Manually” to enter the start and end time. Then click “OK” to create the
schedule. Choose the schedule and then click [Delete] to delete the schedule. Click to modify the schedule. 7*24 is created by default
schedule which cannot be deleted.

Vehicle Monitaring Integrated Search Report Statistics System Settings

Vehicle Group Ma

Parking Lot Configuration Add Schedule

Schedule Name Inpul Manually Sefect All Reverse Clear All

¢ &

0604 3:00- 1%02:00 Input Manually Select All Reverse Clear All

=] 524 |?| Mon,

06:30:00-16:57:00 Input Manually Select All Reverse Ciear All

Tue. Input Manually

Input Manually Select All Reverse Clear All
Start Time  00H00:00

End Time  00:00:00

N (o

Input Manually Select All Reverse Clear All

Inpul Manually Select All Reverse Clear All

Inpul Manually Select All Reverse Clear All

SRR e e

Input Manually Select All Reverse: Clear All

15.4 Vehicle Monitoring

Click Parking Lot Management->Vehicle Monitoring. Then you can view the real-time lane monitoring video, vehicle passing information,

remaining parking space and so on.
15.4.1 Real-time Vehicle Preview

Drag the camera on the left panel to the preview window to view the real time video. 1/2/4/9/16 screen display mode and stream can be
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selected. Click to close all previews.

Viehicle Monltoring = Repeat Statistics Syitem Sentings ,n.
Moni Point w . | Vehicle Pass Information
Q Licerise Plate Pict
|2 58 Ananana

a1 Entrancel
2 i Lanel(Entrance]

Teqm af Vasdity

4 —f
| PaesRicants 3 Dy dispiy the cument preview windowreconds. B Auto Raiewse - 8 Manualebaass B Wotraiessad
H022-001-13 11:57:84 13TM0 Mot released Tempatary Car Small Car AMAAMAA Entrancel Lanel Entrance m m
2 311578 Netreleased  TemporaryCar  SmaliCar E Entrance? r
Mot released  Temparary Car Smait Car @ current Parking . | B nm';"“ i
0220113 115784 JTMOZ.  Molrslemted  Temprary Car Small Car SRESEEE | Entiance @ Anasana

Totsd Parking . [#)

»

15.4.2 Pass Records

Under the preview window, you can view the real-time vehicle passing records. If “Only display the current preview window records” is
checked, the system will only display the vehicle information identified by the camera that is playing in the preview window. If disabled,
the vehicle information identified by all cameras under all parking lots will be displayed. You can also filter the passing record by selecting
“Auto Release”, “Manual Release” or “Not Released”.

When the scrollbar on the right of the passing record area is in the top or bottom, the passing record may not refresh; when the scrollbar in

the middle, it will stop refreshing and the current passing record page will not change.

Venicle Monttoring | Integrated Seacch  Repon Statistles System Setting -
Maonitoring Paint e 17 Vehicle Pass Information
License Plate Pict
[*H »
| B @ Anaasss
0 g Enrancel

Licenise Plates )

Parking Type
Vehicle Type:' o,

Parss T

[1]fzifaifs]fs] « -Gl
Pass Record» Only display the current preview window records B Auto Refease: B Manual refease B Not reseased
Pams Timo Uconse Platn  Pass Type  Parking Type Vehicke Type Parking Lot Entrance  Lana | Lane Typa, | Mo parking spages temparary venicies are pronit
20220113 115744 1/2TMD Notreleased  Temporary Car Small Car AAMAAMA  Entrancel Lanel Entrance
.
2022-01-13 11574 PLIT245 Notreieased  Temporary Car Sma Car BBBBEEE Entrances Entrance
o Farkl
JTMO2 Notrefeassd  Temporary Car Serall Car Erftrance S curren barcog | 36" Ramaining Park.
™I N ased Sma Entrance & RARARAA Total Parking = [
2 100

15.4.3 Pass Information

On the right panel of the vehicle monitoring interface, it shows vehicle passing information. In the current area, you can view the vehicle
image, license plate, lane type, vehicle type, term of validity, enter information and the vehicle status. You can also modify the information

of vehicles unreleased (or manually released), including license plate, vehicle type and so on.

Select a preview window and then the passing record area will refresh the vehicle information identified by the camera; Select a passing
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record, vehicle pass information area will display the selected vehicle information and the passing record will not refresh. Re-select the

preview window to continue refreshing.

x*
[VEREE Paie Iermanen |

Uicenss Piate Pict,..

Yehicle Monltoring Integrated Search Repornt Statistics System Settings

Monitoring Point w
Q

| B & ARAARAA
B a) Enttance]

5§ Lanel{Entrance)

Licanse PIate: yqpan

0 2y Entrance?
| m @ Beaunng Fariing Type: Temporary Car

Vehiche TYPE: corall Can
Pass Thme: 2022-01-13 120458
Lane: EBBEASE_EntranceZ Lan.)
: Eait

Tetm of Validity: Nul

[Enter Information

No eritry Information matched

E

Il 1 [?“‘_1%1?”1_51 Sub 'Eﬂl
| Pass Record> [ Cmly cdisplay the curent preview window fecordy. B Auto Release B Mamual iélease B Mot released
Pass Time Licernse Plale PassType | Parking Type | Vehicle Type  Parking Lol Enlrance Lorie | Lane Type [D Tomparary car, autematic release
2022-01-13 115744 1120 Wot released  Temporary Car Smadl Car ARAARAR Entrancel Lanel Entrance
Manial rede_ Mty levfce, .
2022-01-13 1L57:44 PUT245 Mot released  Temporary Car Small Car ERE LR Entranced Entrance
& currentParking . X Remaining Parkl._
2022-01-13 12:00:36 X168 futo Retease  Tempotary Cas Small Car HEBREEE Enfrance? ! Exit 0
2022-01-13 11:57:44 a2 Notreleased  Temporary Car Small Car HYILLE L Entrance W AnsAans Total Pading . [
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On the lower right of the vehicle monitoring, it is remaining parking space display area. You can select the parking lot as needed. Click
to select the parking lot you want to display and then edit the total parking space and remaining parking space. Please make sure there
is no vehicle entering or exiting before modification in order to guarantee the accuracy counting of the remaining parking space.

15.4.4 Search Pass Information

In this interface, the information of the vehicles entering and exiting the parking lot can be searched.
Set the filtering condition, such as the start and end time, license plate, vehicle type and lane. Click [Search] to search the records.
Click a passing record and then the corresponding license plate image will be displayed on the right. You can zoom in and download it.

At present, up to 3,000,000 passing records can be stored and 120,000 vehicle passing images can be matched to these passing records.
To modify passing record: select a passing record, click [Modify], select the vehicle type and click [OK].

To export the parsing record, search the desired passing record and then click [export] to export the records to the specified file named
after “Integrated Search + data” (eg. Integrated Search_20220112_11233555). The export file is .xIs file.

Vehicle Monltoring Integrated Search Report Statistics System Settings #
Integrated Search Start Tieme 2022-01-13 000000 —— End Time 2022-01-13 235050 | License Plate: E‘""“ Plcture
|Pass Info
_ Vehicle Trpe Al Type of Parking Al Pass Type Al Parking Afeq  AAAAAANBEBEEBE
(Dverdus Packing
[ sesicn Il opce [ woow |
Mo, Pass Time License Plate  Passing Parking Lot Enfrance.  Lane  Direction  VehideType  Type of Parking  Operator
022-01-13 120871 168 IEEEE Entrance Sriiall Car Tempatary Car admin
23 2022-01-13 120811 an AARAAAA Entrancel Lanel Entrance Small Car Temporary Car admin
M 20030113 120810 28K AEBABAS 7 Exit Small Car Temporaty Car admin

15.4.5 Search Overdue Parking

In this interface, you can check the information of the vehicles which stay in the parking lot longer than the predefined parking duration.
Before searching, please make sure you have enabled overtime parking of temporary vehicles in the parking lot configuration interface.
(Click Home—>Parking Lot Management->System Settings—>Parking Lot Configuration)

15.5 Report Statistics

Go to Parking Lot Management->Report Statistics interface. In this interface, vehicle flow statistics of all parking lots can be searched and
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viewed via line chart, bar graph and pie chart.

Vehicle Moniltofing  Intedrated Search | Report Statistics | System Settings
Parking Lot ~
q|| Traffic Flow Statistics GranblaTy | Entrance [ cxpon exeel |
H- B @ AnAAAAL
B &1 Entrancel Report Type:Daily Regort
Al Entranced Time: 2022-01-13
A O o BB2HERE Entrancez Entrancel;
1168 ]
The Tota! Vehicle Of Enter The Total Vehicle Of Leave
Traffic Flow Statistics B Entrancel Bl 1h
20
200

Report Type :  Dalty Report

Date: 73 8
Search |

On the left panel, select the parking lot and entrances/exits you want to view the statistical information. Then select the report type and
data. Click to select the desired date; click ¥ to select the date range. After that, click [search] to display the statistical information.

1169 0
The Total Vehicle OF Enter The Total Vehicle OF Leave
Traffic Flow Statistics B Entrance® Bt il
200
11:00~12:00
—#— EntrancelEntrance 194
160
120
B0
0000 .00 ] o0 400 L] -‘.'.VJ 0 0 1400 LT, ] 1] 1200 " » 0 o o

The default granularity is “Entrance”. You also can select “Parking Lot” and click [Search] to refresh the vehicle flow data. The
report type, time and granularity will be shown on the top of statistical information. The total number of vehicles entering or leaving can

be viewed too.

Click ¥ to view the data statistics in the line chart; click il to view the statistics in the bar graph. You can view the entrance or
exit information as needed. Put the cursor on the statistic chart/graph to view the detailed information.

£ 3
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00l AMMARA
B A Enirancel
A1 Enwance?

n Ol @ sesaann

T T »
W gnirancelintrance = pntrance | ok
Proportion of Vehicles Entering Proportion of Vehicles Leaving
® Fniance] ® o
Date: 3 M -1
L e i BRI

Export: You can choose to export Excel or image as needed. Click [Export Excel], select the path and then click “Save” to export the
files(.xIs). The file name format is “Report Statistics_ Date”.

Click [Export Picture] to export pictures (.png format).
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16 Body Temperature Measurement

16.1 Add Temperature Reading Devices

This platform supports thermal network camera and temperature measurement panel access.
1.Click Home—>Resource Management->Add, Edit or Delete Device=>Encoding Device to go to the encoding device interface. Click
[Add] to add the temperature reading devices.
2.Click Home—>Resource Management->Device Setting to go to the device setting interface. Select the temperature reading device
and then click the “Thermal imaging settings” tab to enable temperature measurement function.
3.Set the temperature unit, high temperature threshold and low temperature threshold (different devices may have different settings).

4.Click [Apply] to save the settings.

Dreice Setting

16.2 Temperature Screening

16.2.1 Configuration

1. Click Home-> Temperature Measurement->Live Preview—> & to go to the following interface.
2. Set the temperature measurement parameters as needed.

Live Preview Search

Monitor it * 2
__ T

W

Abnormal temperature threshold: please set the value according to the actual condition. When the temperature detected is over than the

set value, alarms will be triggered.

Record validity: Set how long the platform will keep the temperature records. If it is enabled, the temperature records will be cleared

beyond the set days.

Pop-up automatically: if enabled, the abnormal temperature alarm processing box will pop up automatically. Additionally, you can enable

“Pop up non-mask alarm box” as needed.
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Data Display: you can choose “Hide normal data”. That is to say, if the temperature of the person scanned is normal and the mask is

detected, these data will not be displayed on the client.
Data Reset Settings:

a. Reset time and type: please reset time of the temperature data as needed. These data can be reset every day, every week or every
month.

b.  You can reset the statistics by clicking [Reset].
Data sources of Temperature Reading Tablet: including comparison data and detection data. If comparison data is selected, the platform

will receive the temperature reading result and face comparison result; if detection data is selected, the platform will receive the

temperature reading result and face detection result, but it is not sure whether the person is matched with that of the face database

Voice Prompt: Please set the over temp voice prompt and non-mask voice prompt as needed. When no mask or elevated temperature is

detected, the set voice prompt will be heard.

16.2.2 Live Preview

Drag the thermal cameras/temperature measurement and face recognition terminals to the preview window. In this interface, you can view

various statistical information, such as total pass-by(today/total), Over-temperature(today/total), mask off (today/total), etc.

Live Preview Search Statistics #
onii A s
 Monit o) 1
Q '

2 () default area (Online/Total n_.. || i h pe] re1:24) | Abnormal record B
B IPC :

@ Mask Off

| @ A

IPC

—

—

©

a4

08-05 11:26:39

IPC166

09-04 00

ot statistics |

Descriptions

@ Camera list, including temperature measurement terminal/panel and thermal
network camera.

® Preview Area; drag the camera to the preview window to play.

® Statistical display area, including such as total pass-by counts(today/total),
Over-temperature counts (today/total), mask off counts (today/total)

@ Pass-through records (snapshot display area)
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® Abnormal record display area, including mask off, over temp

® Snapshot statistics in recent 7 days

Putting the cursor on the snapshot picture appears a “+” icon. Click this icon to add this picture to the group of the face database.

ﬁ

B Default Group

W Telephone

The default is the device bound to the target distribution Group |

[ o Jooro!

The thermal image and visible light image will be displayed simultaneously if the thermal camera is dragged to the preview area. Right

click on the thermal camera window and then select the fourth stream to view the thermal image as shown below.

= 0
5 AW 5 37 0at
!
g
== | "!
= | y

]

Ble

pass-Through Records B

S5~ 354

»  Alarm Handling

Click the captured image on area & to pop up an alarm handling box as shown below. You can edit the personal information, including

name, phone number, ID number, address, whether to go to the infected area, etc.

Click “+” on the top right corner of the snapshot image to add it to the group of the face database.
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Alarm Handling X

Snapshot Camera 214.75.222 37777 Snapshot Time 2022-01-13 14:34:09
Temperature 283°C Suspected Over Temp  Yes

Mask Status Undetected Infected Area

Status Name

Phone Number ID Number

Address

Remark

Pop up Automatically @D

Pop up automatically: if enabled, the alarm handling box will automatically pop up on detecting an abnormal event (over temp/mask off).

»  Full Screen Display

In the temperature measurement interface, click E to enter temperature warning system interface.

20210204

Click to exit the full screen mode.

16.2.3 Record Search

Select the camera and then set the filter condition (like the start and end time, temperature range, keywords, etc.) to search the records.
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Live Preview Seanch Statlstics

Monitoring Point

B B () default area (Online/Total n._
1 No IPC 022-05-16 152317 E IBEC Mask On
i
-
Stant Time 2022-05-18
End Time  022-05-18 23
Range Al
Mask Status Al
Status | AN Statis
Infected Area Al w
Recognition Success Al
Keywords ¢ 3
4 # The 1 f1Fage ¥ | Per Page 50 Entry 1-1 Totak 1

In the above interface, you can view the target picture and the original picture, body temperature, mask status, alarm handling status, etc.

16.2.4 Statistics

In the statistics interface, you can view the total pass-through counts, abnormal temperature counts and mask off counts.

Live Preview  Search | Statltics ﬁ
oring Point ™
c Q
W B G 1{Onlineflotal number:2/2) Pass-by (Total):984 Abnormal Temp:71 Mask Off: Curve Chart m
L) & IPVE {Oallre; Totad number0/0}
[ 6 NVR (OnlineTotal numberi) 312
I g default area (Online/Total msmber(/H e Pass-by (Total) === Abnormal Temp Mask OFf
O Tine/Tatal number0/0)
260
208
I
v
o
E
3
+ £ 1%
=)
-5
o
&
104
52
0000 0100 000 0300 (400 0300 0600 0700 O8O0 0990 1000 1100 1390 1300 1400 1500 1600 1700 1600 1300 2000 100 2200 2300 2490
Repart Type ;. Daily Repont L
Date: @ |8 2022011 Statistics by Camera

. Click it to switch between date and date range.
Choose the camera and then set the start time and end time. Click “Search” to view the statistics.

You can view the statistics via a line chart or bar graph. The statistical data can be exported by clicking “Export”.
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17 Industrial Temperature Measurement

17.1  Thermal Network Camera Settings

Click Home—>Resource Management->Add, Edit or Delete Device>Encoding Device to go to the encoding device interface. Click [Add]
to add the security thermal network cameras.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Device Type @ Select Area Select Transfer Server Select Storage Server Upgrade _
=

Encoding Device (Online/Total number:9/14
Decoder (Online/Total number:0/0) Edit Device Name Type Channel Number ~ Alarm In Number ~ Alarm Out Number [P A
Alarm Host (Online/Total number:0/0)
Access Control System (Online/Total numbe]
B P CameraZ=he Standard Device 1 1 1

LED Display Device (Online/Total number:0,

Intelligent Analysis Server (Online/Total nuny

O 0O 0O 0O §E

Storage Server (Online/Total number:1/1)

|—/\ P Camera5 Standard Device 1 1

17.1.1 Temperature Measurement Settings

After adding the security thermal network camera, click Resource Management->Device Setting—>Temperature Measurement
Configuration to go to set the temperature measurement parameters.

Add. Edit or Delete Device Device Sefting Area Setting Channed Group Setting
Encading De [N streamSetting Privacy MaskSetting ROISetting  Motlon Detacion.  Motion Alarm Linkage  Line Crossing Detection  Intrusion  Fire Datection Config a0
Q
€ [ 133 (OnlineyTatal numbsen/2)
O & Industrial term
Industrial tam
AT
W @ default area (OnfineTotal nurmib..

- I

White
Black
Ralnbow coding

Fed

Color Type: White/Black/Rainbow coding/Red

Restore: Click it to restore the set image to the previous image.

17.1.2 Temperature Alarm Settings

In the device setting interface, select the security thermal network camera and then click the temperature alarm tab as shown below.

118



Addl, Eddlt o Delete Device. | Device Setting | Area Setting Channel Grouspt Setting
uslon Excepthon Detection Vigilant Face Detection Target Counting Reglon Entrance Reglon Exiting Fire Detection fe] € Alam

Q Ty Fia B Enable Temperature Alarm

2 1 {Omiina/Total numberT/T)
) [PV (Online Total number0/2)
£ NVR (Omiine/Total numberd 1)
£ default area (Ondine/Total ni._.
M 10.21413.33 9008
= 10.214.200.80_9008
M 102144045 9003
M 10.214.47. 208 9008
£ 10.214.49.88 9008
B 10.214.49,89 9008
M 1021455175 9008
= 1P 197
a7
o 1P Camera
- [ Camera
1D Camarad

O Ee-8-8

Enable temperature alarm.

Set the rules. Up to 10 rules can be set.

Double click rule name, type, emissivity, distance and reflective temperature of each rule to modify them.
The rule type includes point, line and area.

Edit: set the alarm rule.

Alarm Rule X Alarm Rule X

Alarm Rule Above(Average temperature) ~  Alarm Rule | Above(Average temperature) W

-
Alarm Temperature  0.00°C P IZIT e e Above(Average temperature)

Alarm Qutput M Output] B Output? Alarm Qutput Below(Average temperature)

After the above alarm rules is set and temperature alarm is enabled, set the alarm linkage items of monitoring point-temperature alarm in

the alarm linkage interface. When the detected temperature exceeds the set threshold, the related alarms will be triggered.
Start Draw: select the type and then draw on the image.

Clear: clear the drawn point/line/area.

Schedule: Set the schedule of temperature alarm.

Alarm Setting: Set the alarm of the IPC.

17.1.3 Fire Detection Settings

In the device setting interface, select the security thermal network camera and then click the fire detection tab as shown below.
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Encoding Device Bl on Detection Motion Alarm Linkage Line Crossing Detection Intrusion Fire Detection

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Q Industrial izn

- @ 123 (Online/Total number:2/2)
B & Industrial tem

i Industrial tem

B & RTSP
[H- ) default area {Online/Total numb...

Schedule Alarm Setting J¥elol Il [ Enable

Schedule: set the schedule of fire detection, 7*24 by default.
Alarm Setting: set the alarm of IPC.
Apply: Click it to save the settings.

Enable: Check it to enable the fire detection function.

17.1.4 Alarm Linkage Settings

Click Alarm Center-> Alarm Linkage Settings—=>Monitoring Point-Fire detection alarm
Enable the alarm linkage items, like record, snapshot, alarm output, etc.

When the detected temperature exceeds the set threshold, alarms will be triggered.

Abarm Log Search Ajarm Linkage Settings | Schedube Setting Mariual Alarm Out S0P Setting Alarm Task Settings Ermall Settings  SIRA Aarm Setting
Alarm Type  Monitoring Point-Fire detection alam m m Rt A (o)
Nare- hudio. v PTZControl v Record > AlarmProview v Snapshot v Alwm Output | v | Voice Byoadeast | v OpenDoor v TV Wall v
Industrial tem v OFF OFF OFF OFF OFF OFF OFF OFF OFF
RISPIRL CAMODDY ~ OFF OFF OFF OFF OFF OFF OFF OFF OFF

17.2 Temperature Measurement
17.2.1 Video Preview

Go to the video preview interface and then drag the thermal camera to the window to play. The default video stream is the fourth stream
(thermal imaging stream). You can switch the stream under the preview window. The temperature measurement rule and the current

temperature will be displayed in the image. When the temperature alarm is triggered, they will turn red.
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Vido Previow Data Analysis Search ‘ﬂ

Menitoring Point vl Industrial tem 2022701713 14:=36:45
Q

|
B @ 123 (OnlineTotal mumbes:1/1)

£ default ares (Onling/Total numb,,,

T ) DL EEE e -

17.2.2 Data Analysis

Select the data analysis tab to enter the following interface. Select the temperature measurement rule (multiple rules can be selected) and

click [Apply] to view the real-time temperature reading results and image.

0 Preview Data Analysis Search ﬁ

Manitaring Point

Q
B 8 @ 123 (Online/Total number /1)

;i | Real-time Temperature Plot

50 Infustrial fen 13 14:37=40

atault area {Ondina/Total .

0153 04:40

T T

Temperature measurement settings: Click o to open the temperature measurement setting window. You can choose whether to
display detection rules and real-time temperature, set sensitivity and temperature rise alarm.
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Temperature Measurement Settings X

Display Detection Rules (}
Display Real-time Temperature D

Sensitivity

A

0.50°C
Temperature Rise Alarm ‘:)
Alarm time setting for abnormal temperature change(s)
!
Abnormal Value of Rise

-

0.50°C

You can set the alarm linkage items of temperature rise alarm. When the rise of the temperature exceeds the set value, the relevant alarms
will be triggered. Go to Alarm Center->Alarm Linkage Settings interface and select “Monitoring Point—Abnormal temperature rise” to set

the alarm linkage items.

Note: At present, the system will detect the temperature every 10s. If the temperature goes up 0.1°C every one second, the temperature will
rise up 0.5°C after 5 seconds, but alarms will not be triggered immediately. Alarms will be triggered when the temperature rises up 0.5°C

or higher after 10 seconds.
Different colors stands for different temperature measurement rules. You can view the temperature reading results.
Statistical type: Maximum/average/Minimum temperature.

Show dots: if enabled, the statistical temperature plot will show the dots as shown below. Put the cursor on the dot and then the detailed

data will be displayed.

Video Preview | Data Analysis | Saarch L -2
Monitoring Point w
Q

& B & 123 (Online/Toul numbesii/1) | paal time Temperature Plot Maxirmum temperature | shew dots (@) [

e Inchustrial tern

1 ¢ default area (Online/Total mu Sl

T T

: Click it to export the temperature measurement data to the specified file.

Refresh Rules: Click it to refresh the monitoring points and then select the desired rules

Apply: After you select rules, click it to view the line chart.

Real-time Preview: click I on the right to extend the video preview window. Select a rule on the left monitoring point panel, this rule

will be highlighted. Click any point in the preview window to view the real-time temperature.
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Note: Dual lens thermal cameras don’t support temperature reading by clicking any point.

Industrial ten 2022701713 14:40: 37

2% 68"

17.2.3 Record Search

Click Industrial Temperature Measurement->Search to go to the following interface. Select one or more rules, set the start and end time
and click [Search] to view the temperature data.

Video Preview [iata Anakysis Search ‘#
| bost |
@ B @ 123 (Online/Total number1/1) b Ll At
| @ defaule area (Online/Total nu., 13144740 24.35°C o
B 202241113 144148 35.35°C o
g 14AG2E ndusirial bem 21757 2175°C
10 2022:01-13 143907 Indusstrial tem 21.25°C
1 314:3857
12 2145°C 2145°C ]
13 2022:01-13 143736 industrial tem 2195°C 2195°C #195°C 9
5 | 14 2022-01-13 143728 industrial fem 2LT5TL 20157 275°C T
15 arial tem 23.B85°C 2385°C 2385°C 5
16 ndustrial em 21ES'C FIBS'C 2185°C 6
i) 2022-01-13 14:3324 industrial tem 2085°C 2255°C 2445°C 10
18 2022:01-13 143314 industrial tem 2055°C 275 10
15 3 3
20 2022-0-1 Industrial tem 21.25°C 2125 2125°C
= 2 2022-01-13 143204 Industrial tem 2335¢ 235 2338°C
dan Time 2022-01-13 =1
[ oga ~ 22 2022401413 14:28:31 industrial tem 2148°C 2145°C a5 L]

“ 4™ The 1 f390Page. W B PerPage 50 Entry 1-50 Total: 40477

Start/End Time: The end time shouldn’t be earlier than the start time.
Export:  Click [Export] to export the temperature data to the Excel file as shown below.
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A B c D E F G
7 6 2022-01-13 14:41:59 Industrial tem 21.25°C | 21.25°C | 21.25°C | 7
8 | 7 2022-01-13 14:41:59 Industrial tem 20.85°C | 22.45°C | 24.35°C 10
s | 8 2022-01-13 14:41:48 Industrial tem 33.25°C | 34.55°C | 35.35°C 10
10 [ 9 2022-01-13 14:40:28 Industrial tem 21.75°C | 21.75°C | 21.75°C 7
ul 10 2022-01-13 14:39:07 Industrial tem 21.25°C | 21.25°C | 21.25°C 7
w1 2022-01-13 14:38:57 Industrial tem 23.35°C | 23.35°C | 23.35°C 3
130 12 2022-01-13 14:38:16 Industrial tem 21.45°C | 21.45°C | 21.45°C 9
15 13 2022-01-13 14:37:36 Industrial tem 21.95°C | 21.95°C | 21.95°C 9
15| 14 2022-01-13 14:37:26 Industrial tem 21.75°C | 21.75°C | 21.75°C 7
16 15 2022-01-13 14:36:05 Industrial tem 23.85°C | 23.85°C | 23.85°C 3
177 16 2022-01-13 14:34:14 Industrial tem 21.85°C | 21.85°C | 21.85°C 6
1 17 2022-01-13 14:33:24 Industrial tem 20.95°C | 22.55°C | 24.45°C 10
19 18 2022-01-13 14:33:14 Industrial tem 20.95°C | 22.75°C | 27.75°C 10
20 19 2022-01-13 14:32:34 Industrial tem 21.35°C | 21.35°C | 21.35°C 6
| 20 2022-01-13 14:32:04 Industrial tem 21.25°C | 21.25°C | 21.25°C 7
2l 21 2022-01-13 14:32:04 Industrial tem 23.35°C | 23.35°C | 23.35°C 5
23| 22 2022-01-13 14:28:31 Industrial tem 21.45°C | 21.45°C | 21.45°C 9
23 2022-01-13 14:28:11 Industrial tem 21.15°C | 22.15°C | 23.75°C 2
s 24 2022-01-13 14:27:30 Industrial tem 21.95°C | 21.95°C | 21.95°C 4
26 25 2022-01-13 14:27:09 Industrial tem 20.85°C | 22.65°C | 24.55°C 10

Delete: if the rule is deleted, all historical temperature measurement records under this rule will be deleted too.

Video Preview Data Analysis Search ﬁ
Monitoring Point W
N, Time Manitating Paint Name Wsnimy petal fwerage fei i M 1 i Aera
Indusirial tam 2245 24, 'C
B4 E
_ 1 4 220 1T5C 2175 HIEC
B E
5 E n 2022 2125 2128°C 21.28%C
-] i
B3 E " 202211 _ 2335 2135°C 23350
B0 : () Deleting rules will delete history records together.
? 2022-4 D yol want to delete? 2145 2145 21.45% 8
as E
87 ® 13 2022-11 2185 2185+
L 5,
14 2022-01 " 2175°C 24T5°C 7
2y default area (Online/Total nu.. = “ Cancel Ik
15 222 vz Tt 2385°C i 23,854
16 2022-01-13 14:3414 Industrial tem 21.85°C 21.85°C 21.85°C &
17 2022-01-1 Irchistrial tefs 0957 2255 4.4
18 2022-01- 10
#2-01-13 143204 1.5 2135 2125 7
2] 2022-01-13 143204 Industrial tem 2335 2335°C 23357
start Time
22 2022.01-12 142831 Industrial tem 2145°C 71.45°C 21.45°C 9

End Time

M The fEAP: Per Page. 50 Entry 1-50 Total: 49477
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18 Target Counting

18.1 Task Management

1.  Enable “Target Counting” function of the IPC.

Note: the added camera must enable target counting function.

IPC with Target Counting function

Add, Edit or Delete Device | Device Setting | Area Setting Channel Group Setting

Encoding Device AN

B- () default area
AL
= # Device Name
&5 IP Camera
& # IP Camera
& IP Camera01
2~ # IP Camera02
2- @ IPC
& IPC

Intrusion Exception Detection

IP Cafera0Z
ON

Alert Line Direction

Motor Vehicle Sensitivity Detection
& Human Sensitivity Detection

[ Non-motor Vehicle Sensitivity Detection

Privacy Mask Setting

2021/01720015:04:2

[JJ Save Panoramic Picture [[J Save Target Cutout

ROI Setting | Target Counting | Preset Setting

2. Go to Home->Target Counting interface. Clicking on ° enters the following interface. Double click the camera with the target

counting function and then select “ON”.

Real-time Statistics Heat Map. Histarical Statistics How Control

Monitoring Point

o Flow Statistics

o g 1 [OnlinefTatal number2/7) Task Management

Oty V6 {Onbine/Total numberg..

O @ NVR (Online/Total numbent.. 2
O 2 delault ares (Online/Total ... |

Q 1

O o e . Manitori|
-l FRR e T bt o ¢ 1 {Online/Total nombergyioy |

- 1021475222 3177
e 1021475222 37777
113 P Camera
W 113 1P Camerallills
= 11317 Cameratest
-
1 merals Ji
1 Statis L [
..
-
8 @ IPVE (Dnline/Tatal numberdy1)
W Ry NVR (Ondine/Total number2/d)
=
]

Total |

il () default area (Online/Total nim..
8- 0y ne/Total numberd/1)

| Visice alarm alert  Please walt

Compared 1o the same period Yesterday Human

After that, click [Apply] to save the settings.

Auto Refresh Interval = 1 minute

m oN Entrance

0

iod Yesterday Inside

o Il |

18.2 Real-time Statistics

Go to Home-> Target Counting—>Real-time Statistics. Double click the camera with the target counting function to view the live image.
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The camera will automatically count the number of people/motor vehicle/non-motor vehicle crossing the predefined line and the system

will automatically analyze the traffic flow trends.
Before view the statistics, please go to Home—>Resource Management->Device Setting—>Target Counting interface to set the alert line,

entrance/exit, detection target, etc.

Real-time Statistics - Heat Map  Historical Statistics. Flow Cantro ﬁ

Manitaring Point L
Q Flow Statistics Compared o the same period Vesterday Human At Rafresh Interval 1 minute (@4 5]

B & @ 1 Online/Total numbena /M)
B w113 P Camera

8P
Be
- ey
1 @ 1PV (Online/Total numbert_ |
B O @ NVR (Onfine/Total namitserd.
= Device Named553 1 1 0
o : -14.46% 1388
U & default avea (Online,Total n..
O {Online/Total number... Tatal MO.IN)Human Compared to the same period Yesterday Total Exiting/Human

1 Statistics of Total Traffic Flow -

53

440

[

Please select the type as needed to view the flow trend. Click = to refresh the current statistics.
Set the auto refresh interval: The system will automatically refresh the statistics at regular intervals.
Date: 2022-01-13

Statistical Type: Human
Monitoring Point 113_IP Camera; IP; . L. TTES

-14.14% 1389 -11.25% -314

Total NO.(IN)/Human Compared to the same period Yesterday Total Exiting/Human Compared to the same period Yesterday Inside

Statistics of Total Traffic Flow ~ [y ik

528 -

440

264 -

Human

L L L L L L i L L L L L L L L L L L L L L L L L
00:00 01:00 02:00 03:00 04:00 05:00 06:00 07:00 08:00 09:00 10:00 11:00 12:00 13:00 14:00 15:00 16:00 17:00 18:00 19:00 20:00 21:00 22:00 23:00 24:00

In the above interface, you can view the statistics of people/vehicles entering or exiting. Scroll down to view the traffic flow statistics via

pie charts and tables.
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Proportion of Human&Vehicle Entry in Each Channel Proportion of Human&Vehicle Exiting in Each Channel

® ® 113 IP Camera ® ® 113 IP Camera
L NONI LNONI
* ® AmiiES ®
® (® Device Name4653_1 (® Device Name4653_

FIow:MO.dO

Proportion:77.99%
<4110 <4110

Target Counting Table(Human)

Device Name4653
1

18.3 Heat Map

Go to Home-> Target Counting—>Heat Map interface.

Please create a map first.

Real-time]
@ 1( ‘otal number9/10)
-0 1021475222 37777 1 SR
-9 1021475222 31770
we we T
w9 113 IP Camera Engineering Conference Elevat P
Room - vator
Department Female Male X Tt | Front
=9 113 1P Cameratest Door .I_
-0 - — Comdor— — — = — — — — — — i Comidor— — — —|— — — — —
| Reception ns
L3 — 1
-9 1P Camerads | I DLJ_
- | Conference | Conferench Domestic !
-0 m Corridor | Room Room  lservice | - Marketing | p
-0 | Departmet D: omidr
@ IPV6 (Online/Total number0/1) . | —
B (@ NVR (Online/Total number:2/4) Test | | Lobby
B (@ default area (Online/Total num... Department 1 1| || Pprohasin g,
B () EHL (Online/Total number0/1) X ! !
I |
| I |
7777777777 — — — — Comidor — — — — —
Corridor | —
Test Roor 113.1P Cameral13113
Sensor
/ Financial Internetional R General
Subsystem —] RA&D Department nanct Marketing Y Manager
o P Room
Warehouse
Door
T
\ " @ B lRe) |,

Drag the camera with the target counting function to the specified area.

Put the cursor on the camera icon and then you will see the detailed flow statistics.
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Map Management ¥

a| Flow Su mmary Statistics Human Total No.IN) Auto Refresh Intenal: 1 minute (@4
o1
Az 5521
Total No.(IN) Total No.(OUT)
‘ Office
e e 3518 3286
Eogheering Pl x= Elavator Max. Daily Number (Inside) Current Number (Inside)
Departmant Fomale Male Max. (
B | Freat |
:  ComMd— — — — — — — — — Comder— — — — — — Door @
s : I w Traffic Ranking of Each Monitoring Point
| Conference | Confersnck Domestic |
Carmided ' Room Room  learvice Marketing | I | | |
1 ) OMMACE | Departmant ook Ih'ﬂ'q Monitoring Point Name  Traffic flow Preview
Test | eq553 [F165 Lobby 1 7911 @
Department Pérchasing -
: Departmest : 2 B0 @
| | | 3 113 IF Camerall3113 [ »
12D Camerates — = = = = = = - = = Comidof = = = = - O
10214 Toikha1r77, 113 JP Camerall13113 — 4 Davice Named653 IP166 0 @
Test Room
R o 5 113 IP Camera 0 @
aneral
Financlal Marketis R
RA0 D i ::;r" 6 113 [P Cameratest 0 G)
Warehouse
@ I B smartIPC 7 1021475222397 [ ®»
O Subsystem O Fone
[ Sensor 0 Door
[ cwepseuno | c >

The deeper the red color is, the more targets (human/vehicle) gather there.

18.4 Historical Statistics

Go to Home->Target Counting->Historical Statistics. In this interface, the statistic results in a long period of time can be searched which

can be shown in the table or curve chart. Additionally, the statistics of different targets can be viewed here.

Real-time Statistics Heat Map Histoeical Statistics

Memnitoring Point W

Flow Contral

a| Traffic Flow Statistics

1 (Online/Total number4;4)
L1 @ IPV6 (Onling/Total number0/0}
& NV (OnlineTotal numberd/1)
1 g default area (Online/Total msmbentyt)
1 Gy =L (OnfineyTotal number00)

Statistic Type = Human
Report Type ©
Date: 33 | &) 202
B Filr Chiniel

T TR

Dally

18.5 Flow Control

Date : 2022-01-13

Statistic Type : Human

Repart Type : Daily Report

Maonitoring Points © 113 1P Camera; P

2263

Average traffic flow of each channel

5876

Total NC. (IN)

Statistics of Total Traffic Flow -

Total NO. {OUT)

-]

Export Picture

1469

Awerage traffic flow of each channel

3178

insice

A

Flow Control: Control the people/vehicles entering or exiting in a specified area to avoid overcrowding. When the people/vehicles stay in
the specified area exceeds the threshold, the alarm will be triggered and no entry icon will display.

Click Home->Target Counting—>Flow Control to enter the following interface.

Click to add a task. Multiple tasks can be added as needed.
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Real-time Statistics Heat Map Historical Statistics Flow Control

Task list
x
- Add Task
Task Name Task 01
Maximum Threshold
Schedule
Selectable Device Selected Device
L s >
113_IP Camera &
P
4 [ NVR Y
Dievice Namedss3 | «

>

() Select All Reverse Clear All “ Cancel

Then the available number and inside number can be viewed as below.

Task 01 o= @ [-
Available
Inside
0

Click - to view the quantities of the people/vehicles entry and exiting.

iy |
Click ="« tg enter the flow control preview interface.

Person Flow Control

Task 01

Allowed Occupancy

0

Current Occupancy

2285

Click u: to view the access status and the allowed/current occupancy.
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Person Flow Control

Task 01

Allowed Occupancy

Current Occupancy

User Manual

In the above interface, you can switch the camera and view the image. When the people/vehicles inside exceed the threshold, the icon will

turn red.

Click on exits the current page.
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19 Evacuation System

The host status, MICs status and EM MIC status of the evacuation system can be viewed in the platform after the evacuation system is
added to the platform.

1. Before using the evacuation system, please make sure whether the access server is online.
Go to Home—>Resource Management->Access Server. There is a default access server which can be modified. Please confirm its online

status. A new access server can be added as needed by auto search or manual adding.

Add, Edit or Delete Dovice | Device Seting Avea Sefting  Channed Group Sefting

Lo [ ]

o013

(Encodineg Device (0n@ne/Total rmberd/a)

Docoder (OrineyTotal numbent/ 1)

| Adsern Hent (Dnline/Totsl nissbient/1)

| Access Control System (Omiine Total number0/T)

LED Dy Devices {Online,Totad rumberd/T) -
25 5 M

{Stonsge Server (OntineTotal mumberdf1) Chuckiy Add | Manisally Add Server Quaniitr} m

e |

i.nu.m Server [Dnline/Total numibies:1/1)

2124121

Add Access Server

o2 00

2. Go to Home->Resource Management->Evacuation System interface. Add an evacuation system by clicking [Add].

Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Delete

Device Type

ncoding Device (Online/Total number:1/1)| Add Evacuation System
ecoder (Online/Total number:0/0)

larm Host (Online/Total number:0/0)

(EERES admin | sesess VA-6200MA
System

ccess Control System (Online/Total numbe
vacuation System (Online/Total number:0/!
[ED Display Device (Online/Total number:0,

htelligent Analysis Server (Online/Total nun

torage Server (Online/Total number:1/1)

3. Go to Home->Evacuation System.

J Host Status | MICS Status EM Status

Evacuation System V8 General Status

Search Q Main Amp Status .
8 o Standby Amp Status .
AC Power Status [
e DC Power Status )
System Emergency Output £
Speakers Zones Status
Zonel ZFone? Zone3 Zone4 Zone5 Zonep Zone] Zone$
lLineA @ ® ® @ 6 © 0 ©
linrB ® ® ® ®© ® © © ©
<

Contact Input Status

Inputl Input2 Input3 Input4 Input5 Inputé Input7? Input8

Line A @ [ ] [ ] [ ) o o ® o

Contact Output Status

In the above interface, you can view the host status, MICS status and EM-MIC status. Click @ on the top right corner to view the
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meanings of each icon.

Host Status MICS S1atu EM Status

Mair

Q

2 dhelault area

Status description:
Main amplifier status: Normal or fault
Standby amplifier status: Normal or fault
System Emergency output status: Emergency mode/normal
Partition state: Normal, working, open circuit, short circuit, overload, fire alarm (line A and line B; each line has 8 zones)
AC power supply status: 220V AC normal or fault
DC power supply status: 24V DC normal or fault
Contact input state: normal, short circuit, open or trigger (each host set a total of 8 trigger display)
Contact output status: link or close
Remote MIC status: network status (online or offline), device status (normal or fault), computer connection status(normal or fault)

EM MIC status: network status (online or offline), device status (normal or fault), computer connection status(normal or fault)

®  Search the online/offline status of the evacuation system
Go to Home—>Operation and Maintenance Management->Status Log. Select the type as “Evacuation system online/offline” and then click

[OK] to view the online/offline status of the evacuation system.

Check and Export Log Backup and Restore Configuration Real-time Status Status Log

Start Time EREE-05-18 00:00:00 @ End Time 2022-05-18 23:59:59 @

No. Type Record Time  Node Name Details

ect All Reverse Clear All Q | Cancel \ “

A

"DDD/

wice offline
pTY
O
Evacuation System Cnline
Evacuation System Offline
~
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20 Account and Permission

20.1 Create Account

Go to Home—> Account and Permission.

J User Management ‘ Permission Management Online User Management

Edit Security Questions / Answers

O  adhir ON ST AT 00:00:00:0000:00  OFF ’,_/| |

There is a default super admin user (the username is admin; the password is 123456). The super admin user cannot be deleted.
If it is the first time for you to log in, please select the super admin user and then click “Create Security Questions/Answers” to set the
questions and answers. It is very important to reset the password if you forget your password.

— . . . -
J User Management ‘ Permission Management Online User Management Edit Security Questions / Answers
Create Security Questions / Answers
Edit Security Questions / Answers ¢

| | | Question: v
. . -
Edit Security Questions / Answers X pr—
O adm 10:00:00:00 .
Question: Y
User Name: admin
/ Answer:
1

Password Enter Password / Question: ~
Answer:
. o

Click [Add] to prompt an adding user window as shown below.

Add User x

Enable B

User Name*

Passward®

Confirm Password*

Password strength® (O Weak O Middle © Strong

Containg four types of uppercase lettars, lowercase letters, rumbers and special
characters. and the passward length is nat less than & dinits!

Display Password O
Permission Group® W
ain wiac aceress (N

Hemark

o | [ oo

Enter user name and password. Then select password level, permission group (it must be set in advance). Binding MAC address or remark
can be filled in as needed. After that, click [OK] to save.

20.2 User Permission Settings

Go to Home->Account and Permission = User Permission Group Setting.

(D  Click [Add] to create permission group.
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User Mar P ission Mar 1t Cnline User Management

Add Permission Group

Permission Group Name

J System Permission Operation Permission Area Permission TV Wall Permission Target Permission

Select All Reverse Clear All

[J Resource Management [J Server Management [J Record Setting

[J Alarm Management O E-Map O TV Wall Management
[ Parking Lot Management [ Configuration [J Target Counting

[ Search [ Face Greeting [J Face Attendance

[ Access Control Management [J Body Temperature Measurement [ Group Management
[0 Data Dashboard O Evacuation System

“ Cancel

@  Enter permission group name.

(®  Select system permission, operation permission, area permission and TV wall permission as needed.

20.3 Online User Management

In this interface, you can view the online user who log onto the management server. The user type includes monitoring client, web client,
platform SDK, APP, etc.

User Management Permission Management | Online User Management

1 10.20.52.7 admin Monitoring client Super Administr...
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21 Operation and Maintenance Management

21.1 Check and Export Log

Go to Home->Operation and Maintenance Management.

Click the “Check and Export Log” tab as shown below. All types of logs can be searched and exported here.

Check and Expirt Lo | Backup and Restore Configuration  Real-time Status  Status Log
Al Types Alarm Log Operation Log Config Log Exception Log
Start Thre| FEEE-01-13 ¢ = EndTime 702 5359 - m
No. Main Type Record Time Node Name. subType M User Mame. User Address. Detaits Storage Playback  Device Playback  Storaged
1 Alarm Log 2022-01-13 14:5856 n Manitoring Point-Fa... None MNone
2 Alanm Log 2027-01-13 145855 Divice Name4653_IP166 Manitoring Point-Fa., Hone Pt )
Alanm Log 2077-01-12 145853 Device Named653 166 Ianitoring Peint-Fa Mone Mo (;)
4 Alarm Log 2022-01-13 14:58:53 Manitaring Paint-h None Nome
Alarm Log 2072-01-13 1455857 Monitoring Point-Pe. Nene Hene
6 Alarm Log 2022-01-13 145851 1 Maniteing Point-Fa, Nene P
Operation Log 2002-01-13 145851 Barier Gate Hene Hene QFFiL

Select the log type, set the start time and the end time and then click [Search] to search logs. After the logs are searched, click [Export] to

export these logs.

21.2 Backup and Restore Configuration

Go to Home->Operation and Maintenance Management. Click “Backup and Restore Configuration” to go to the following interface.

Check and Export Log Backup and Restore Configuration Real-time Status Status Log

Backup System Configuration Restore System Configuration

Caution: It will take several minutes to restore system configuration. Do not shut down the computer during restoring. The authentication server will
restart automatically after restoration.

You can import the former system configuration files to the new version. Click [Backup System Configuration] in the last version to
backup the system configuration files. Then click [Restore System Configuration] in the new version to restore the system configuration.

21.3 Viewing Online Status

Go to Home—>Operation and Maintenance Management->Online Status interface.
You can view the online status of encoding device, decoders, alarm host and storage servers and the record status of the storage server and
encoding devices.

Check and Export Log Rackup and Restore Configuration Real-time Status Status Log
Encoding Device = Decoder Online : Record Status of the Record Status of
z - Server Online Status e ) : 7
Online Status ‘,_’-,'- ’_}_:‘ Slatus A Slorage Server y Encoding Devices
100% [ BN 0.00% 100% & 10% [ 42.86%
B Ol | ‘5":‘\:.',_,__', B Ol © W Onling: 6 A - B W video recording 0 ‘\;;_m_'_‘ B Vidia recordinia
| e W Of m = mn | |

Device Name Type Chanrel Number | Alarm in Number | Alarm Out Number 1P Address/IP Range/Doman Narme/Sedal,.. Port Orhne Status

Dewice Name  Standard .. 1 24 12 10.20.52.200 6036 Online
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21.4 Viewing Status Log

Go to Home—->Operation and Maintenance Management—> Status Log interface.

Check and Export Log Backup and Restore Configuration Real-time Status | Status Log L
ftart Time | pliE¥-01-13 00:00:00 End Time 2022-01-13 23:59:59 ~] Search Export

1 Server online 2022-01-13 14...

2 Server offline 2022-01-13 14...

3 Encoding device online  2022-01-13 14:... Ip

4 Monitor online 2022-01-13 14.... IF

5 Encoding device online  2022-01-13 14:.. IP Camera5
6 Monitor online 2022-01-13 14.... IP Cameras

In this interface, record status, online or offline status of servers and monitor client can be viewed.
Set the start time and the end time and then click [Search] to search status logs.
The searched logs can be exported by clicking [Export].
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22 Configuration

22.1 Record and Snapshot Settings

Go to Home—> Configuration.

Playback Source

Save Recording Files To

Save Backup Files To

Backup File Format

Save Snapshots To

From Network Device

C:frecord

C:/backup

AVI

C:/capture

Snapshot Number 5

Max File Size for Manual Recording and Record Backup

© 512MB

Apply

O 1GB O 2GB

In this interface, the storage path of recording files, backup files and snapshots, backup file format, snapshot number and max file size for

manual recording and record backup can be set up here.

22.2 Local Settings

Go to Home-> Configuration->Local Setting.

Auto Startup

Auto Login

Trigger audio when the node is offline
Show tips when the node is offline

Full name display for DVR/NVR's channels
Resource tree automatically expands
Substream display of new view

Show alarm state for the monitoring point
Show device name on E-map

Verify the password before exiting the program
Decoding Mode

Resource Tree Sorting Rules

Video Configuration Rules

Select Language
Temperature Unit
Time Display Format
Alarm Sound

Node Dropped Sound

Sensor Alarm Sound

O Soft Deceding © Hardware Decoding

O Sort by Name O Sort by Time

O Specification First © Clarity First

English(United States)

°C

yyyy-MM-dd hh:mm:ss
o)
W)

o)

Apply

Auto Startup: if enabled, the system will automatically start when the computer starts.

Auto Login: if enabled the system will automatically log in when running this software next time.

Trigger audio when the node is offline: if enabled, the system will trigger audio when there is node offline.

Show tips when the node is offline: if enabled, the system will pop up tips when there is node offline.

Full name display for DVR/NVR’s channels: if enabled, the DVR/NVR’s channel name listed in the resource tree will show the
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DVR/NVR name and the channel name. If disabled, only the channel name is shown.
Substream display of new view: if enabled, the new view will be displayed at substream.

Show alarm state for the monitoring point: if enabled, the alarm state will be displayed in the monitoring point list as shown below.

Monitoring Point v

Q

B- () default area (Online/Total num...
- M Pevice Name_IP01
- [ Device Name_IP03

Device Name_IP04
- [l Device Name_IP05

Device Name_IP07

B Device Name IPC

Device Name_M232IE-HFPS

- I IPC

Show device name on E-Map: if enabled, the device name will be displayed on the E-Map.
Decoding Mode: Soft decoding or hardware decoding is optional. When the graphics card doesn’t support hardware decoding, please
select “Soft Decoding” and the video decoding will be taken over by CPU.

Temperature Unit: °C or °F can be selected
Verify the password before exiting the program: if enabled, you shall enter the password before exiting the program.

In this interface, you can also select the resource tree sorting rules, video configuration rules, language, time display format and upload

various alarm audio files.

22.3 Overload Settings

This system supports CPU and memory overload protection. When the system overloads, the monitor client will restrict the new live view
and playback operation and the overload tip will prompt. Go to Home—>| Configuration=>Overload Setting. Select the overload upper limit
and then click [Apply] to save the settings.

Overload Upper Limit  CPU:85% Memory:85%

Apply

22.4 Alarm View Settings

Go to Home-> Configuration->Alarm View Setting.
Record and Snapshot Setting Local Setting Overload Selting Alarm View Setting 050 Pasition Selting POS Config

Automatic Pop-up Alarm Page ‘:'u
Full screéen display when popping up
Close Alarm Page O Auto Shutdown Manual Shutdown
Time 305

Number of Screens 4

In this interface, users can enable “Automatic Pop-up Alarm Page” or “Full Screen Display when Popping up”, set “automatically
/manually close alarm page” and select the number of screens (1/4/6/19 optional).
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22.5 OSD Position Configuration

Click Home-> Configuration>0OSD Position Config to go to the following interface.

Drag SIiderJ

Apply

Drag the slider to the position you want to show the OSD and then click “Apply” to save the settings.

22.6 System Configuration

Click Home—> Configuration->System Config to go to the following interface.

System Name

Alarm Preview Using Third Stream
Hide Alarms Qutside The Linkage Schedule

Same Alarm Reporting Interval

Device Time Comrection B Device Time Correction (Automatic synchronization of platform time to equipment every 2 hours) E Synchronize Time Zone BTl vl Elaisln Wil =)
Service Fault Determination Time 1 Mins
Log Retention Time: 365 Day

License Plate Language Default

Apply

In this interface, you can enable “Alarm preview using third stream”.

Enable and set the same alarm reporting interval and its linked alarm type.

Choose “Synchronize devices” and “Synchronize Time Zone” and then click [Synchronize Platform Time] to synchronize the device times
with the time of the platform.

Hide alarms beyond the alarm linkage schedule: Alarms will not be viewed beyond the alarm linkage schedule.

Service fault determination time: set the failure duration time. When the server failure exceeds this period of time, it will be determined as

“Offline”. The spare server will take over.

22.7 POS information Settings

Go to Home->Configuration>POS Config interface as shown below. In this interface, you can set the position, display time and quantity
of the POS information.
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Record and Snapshot Setting Local Setting Overload Setting Alarm View Setting 0OSD Paosition Setting POS Config

Duration (s) 30

Max number 10

Apply

Note: The video files with POS information saved as DAT format can be played with DatPlayer and the POS information will be shown on
the screen.

22.8 Audio Uploading

Go to Home-> Configuration>Audio Uploading.
Click [Add] to bring the following box.

Record and Snapshot Setting  Local Setting  Overioad Setting  Alarm ViewSetting 050 Posltion Setting  POSConfiy  SystemSetting | Audio Uploading Semting

! Audio Uploading Setting x

Audio Name
Choose voice file L

g rate of 16000HE 16 bits per
i oee than 2M weav file.

Click [Browse] to choose the audio file and then enter the audio name. Click [OK] to save this audio. After the audio is uploaded
successfully, you can listen to it.
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23 Data Dashboard

Before opening the data dashboard, please makes sure the intelligent server is online.

Go to Home—>Resource Management-> Intelligent Analysis Server interface. There is a default intelligent server and make sure it is
online.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Device Type Server Name IP Address Port Client Connection Status Authentication Server Connection Sta... Edit

Encoding Device (Online/Total number:59/7

Intelligent Server  10.214.200.200 6069 Online Online Z
Decoder (Online/Total number:0/5)

Alarm Host (Online/Total number:0/1)

Access Control System (Online/Total numbe

LED Display Deyvice (Online /Tatal numberd

Intelligent Analysis Server (Online/Total nun

| Storage server (Unhine/1otal number:1,/1)

23.1 Create Intelligent Dashboard

Go to Home—>Intelligent Dashboard.

The current board has no content

Immediately Create

Click [Immediately Create] to create the layout of the data dashboard. Drag the module you want to display to the right preview window as

needed. After that, click [OK] to save the settings.

Basic Module Preview

Calendar

Statistical Chart Of  Attendance Data
Attendance Data Line Graph

Face Comparison
Face Comparison  Face Comparisan
Statistics Record
Property Setting(Alarm Statistics)
Body Temperature Measurement

Body Temperature

v Service Device Monitoring Point Sensor
casurement

E-Map Subsystem Zone Access Point

E-Map Monitoring Heat Map

“ cance'

Hover the cursor onto the module in the preview window and then you will see a deletion button (). Click it to remove the module
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from the preview window.

Basic Module Preview
Calendar
Statistical Chart Of  Attendance Data
Attendance Data Line Graph

Face Comparison

Face Comparison
R

After the data dashboard is created, click E to display it in full screen mode. Click &5 or ESC to exit the full screen mode. Click
E} to set the layout of the dashboard.

23.2 Basic Module

Video window supports 4-screen display mode. Click I to extend the monitoring points. Drag the camera to the preview window or
double click the camera to play the video. You can drag the playing window to other windows.
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Video Windows

Other modules can set its attributes that you want to display as needed.

L t

Basic Module o Preview

Face Comparison
Face Comparison  Face Comparison
Statistics Record
= Property Setting(Statistical Chart Of Attendance Data)
Body Temperature Measurement

Body Temperature

Measurement Late Leave Early Overtime Absent

E-Map
B Leave

E-Map Monitoring Heat Map

Cmart Cnanchnt

Alarm Statistics Je Status

Meonitering Point 65018 .1|
\l Record(EncodingDevice)

Monitoring Point: 65018 Record(Storag

Access Contro

Alarm Host

Decoder

Encoding Device 10/21

O Door- 265

23.3 Face Comparison Display

Face Comparison display includes face comparison statistics and face comparison record display. In the layout interface, drag these two

modules to the preview window. Then you can set the attributes as needed.
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Smart Snapshot module: You can set the snapshot channel and attributes.

Basic Module

Video Windows Device Status

Alarm Statistics Calendar

Statistical Chart Of  Attendance Data
Attendance Data Line Graph

Face Comparison

Face Comparison
Record

Body Temperature Measurement

Body Temperature
Measurement

E-Map
E-Map Monitoring Heat Map

Smart Snanchnt

Preview

Passed today Abnormal body temperature Withou

Block List Stranger

o

Property Setting(Face Comparison Statistics)

Face Comparison Statistics

14305

In the face comparison records, you can view the comparison similarity. Click to quickly skip to face comparison retrieval interface.

Click to pop up the detail box. In this box, you can modify the personnel information; click

database.

el

W

23.4 Body Temperature Measurement Display

\ ® Stranger
Y ma
-\ @ Stranger

Y m=

R - Stranger

1220

Lit Name

Verified Target Info{details) *

to add this person to the face

Persan List

VIP List

Add to Group x

In the layout interface, select the body temperature module and then set the attributes you want to display as shown below.

Basic Module

Device S1atus

Body Temperature Measurement

E-Map

Heat Map

~

Presvicw

Property Setting(Body Temperature Measurement)

B Passed today B Suspected fever B Without a mask

“ Sances
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The body temperature measurement of the intelligent dashboard is shown as below.

Body Temperature Measurement

Without a mask

Capture Stat 2

Without a mask

23.5 E-map Display

E-Map includes E-map monitoring and heat map analysis. The layout settings are as follows.

Basic Module Preview
Video Windows Device Status
Alarm Statistics Calendar

Statistical Chart Of  Attendance Data
Attendance Data Line Graph

Face Comparison

Face Comparison  Face Comparison
Statistics Record

Property Setting(E-Map Monitoring)
Body Temperature Measurement
Body Temperature
Measurement IPC Smart IPC [J Sensor [J Subsystem
E-Map

0 Zone [J Door
Heat Map

Smart Snanchnt

“‘ Cancel ‘

You need to set the hotspots in advance and then you can view here. Please refer to E-Map—> E-Map Monitoring for details.

E-Map Monitoring

Map Management

New York

Close All Stream Filter Alaim Type  Clear All

Heat map module: The more people/vehicles enter, the deeper the color is. Move the cursor on the monitoring point to view the current
traffic flow. You need to set the E-map and hotspots in advance. Please refer to E-map settings chapter for details.

Besides the above hotspot setting, you can set other parameters as shown below.
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Basic Module Preview
Video Windows Device Status
Alarm Statistics Calendar

Statistical Chart Of  Attendance Data
Attendance Data Line Graph

Face Comparison
Face Comparison  Face Comparison

Statistics Record
Property Setting(Heat Map)

Body Temperature Measurement
IPC Smart IPC Subsystem

Body Temperature
Zone Sensor Door

Measurement
E-Map Human V| Total No.(IN)
E-Map Monitoring Human minute &*
Smart €nanchnt Mator Vehicle

Non-motor Vehicle
Cancel

In the heat map module of the intelligent dashboard, you can view the statistics of human/motor-vehicle/non-motor vehicle.

Map Management v

®
= :
l

IP Camera4P Camera5) .

23.6 Smart Snapshot Display

You need to set the snapshot attributes in the layout interface and then the relevant data can be viewed on the dashboard. The smart

snapshot type includes face, license plate, human body, motor vehicle and non-motor vehicle. Please select them as needed.
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Traffic Flow Statistics

Preview

Statistical Chart Of  Attendance Data
Attendance Data Line Graph

Face Comparison

Face Comparison  Face Comparison
Statistics Record

Body Temperature Measurement

Body Temperature
Measurement
E-Map
Property Setting(Smart Snapshot)

E-Map Monitoring Heat Map T e

Face detection [ License plate detection
Smart Snapshot

Human body detection Moator vehicle detection

Traffic Flow Statistics Smart Snapshot Channel IP Camera;lP Camera;IP Car

Traffic Flow  Traffic Proportion

| Cancel I

23.7 Traffic Flow Statistics Display

You need to set the statistical type, auto refreshing interval and channel in advance. Please refer to Target Counting = Task Management

for details. Then set the layout of traffic statistics and display attributes.

E-Map

E-Map Monitoring  Heat Map

Smart Sna

Human W

Human

8019

Entrance: 364

Exit:

Inside:

Traffic Ranking of Each Monitoring Point(Total No.(IN))

User Manual
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23.8 Remaining Parking Space Display

Select the parking lot in the property area and then you can view the remaining parking lot here.

Remaining Parking Space

100/100

100/100

P1P1P1
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24 Web Client

24.1 Operating Environment of Web Client

The web client supports IE9/IE10/IE11, Firefox or Google browser. Please make sure that your browser supports the downloading and use
of the Web Client. Here we take IE Client for example.

»  Check whether the IE browser prohibits Active X control from downloading:

Open IE browser, click E%Internet Options->Security->Custom level...to pop up a security settings window. Then enable all sub

options under “Active X controls and plug-ins”.

»  Check whether there are other components or antivirus to stop downloading Active X control. Please close other components and

configure antivirus and firewall to allow the installation of the plug-in files.

24.2 Start IE Client

Before starting IE client, make sure all servers must be started first.

< Login

Input the IP address or domain name of Authentication Server and the web server port, for example: http://192.168.50.3:8088 (In this
example, IP address is 192.168.50.3. The default web server port is 8088) to go to IE Client. Then input the user name and password you
created in Account and Permission interface, select the language and platform and then click “Login” to login to the IE client.

WEEREEN Please enter username.

" Password Please enter password.
Z Login to: Platform
-. Login

Please download the relevant Active X controls according to the tips if you login to the IE client for the first time.

In the platform interface, users can modify the login password and remotely set the monitor client and configuration client. In the web
monitor client, click “Return to Configuration” to go to the web configuration client. In the web configuration client, click “Return to
Monitor” to go to the web monitor client. In the web monitor client or configuration client, click the platform logo to return to the platform

interface.

The operation steps of this web client interface are similar as the monitor client. Please refer to relevant chapter for details.
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25 Troubleshooting

1.  How to modify the password by yourself?
Login monitor client and then go to the Account and Permission interface. Select the account and click I to modify the password.

Modify User X

(%]

Old Password*

Password*

Confirm Password*

At least 8 digits in length, including three or mare of numbersflowercase lettersfuppercase
letters/symbols

Display Password [J

sind MaC addres: | T

Remark

2. Unable to work normally after starting server.
1)  Please check whether the port is occupied and view the run status of the service as shown below

1% Windows Task Manager l-:l W= g

File Options View Help

| Applications I Processed | Services | berformance I Metworking I Lsers |

3
MName PID Description Status Group *

AudioEndpointBu... 1100  Windows A...  Running LocalSy:
ServerTrayMgrApp 5056 ServerTray... Running MNiA
AlarmServerApp 2852  AlarmServ...  Running MN/A
TVWalServerApp 3456 TVWallServ... Running MN/A
StorageServerApp 2860  StorageSer...  Running MN/A
i MediaTransferSe.,, 1096 MediaTran... | Running | MNjA
ConfigServerapp 4316 COI’IﬁQSEI’V...I_W A
AuthenticationSe... 4592  Authentica...  Running N/A

]

wpsdoudsvr WPS Office... Stopped N/
ZhuDongFangYu 4/ Running N/
Wsearch 4540 Windows S...  Running N/
WMPNetworkSve 4688  Windows M...  Running NA
wWmiApSry WMI Perfo...  Stopped NiA
whengine Block Level... Stopped MN/A =
4 | [ | 3
Processes: 60 CPU Usage: 0% Physical Memory: 59%

3. The device information cannot be seen or the device is offline after the user logins to the monitor client.

1)  Please check whether this user account is an administrator account. If this account is an operator account, please check whether it has
the authority to view the device information.

2)  Please check whether the media transfer server of the device has been started.

4. The alarm information cannot be received after the user logins to the monitor client.

1) Please check whether the schedule of the event (including motion alarm, sensor alarm, line crossing detection, etc.) is set in the
NVMS system.

2)  As for remote login device in the monitor client, please check whether alarms and alarm schedules of the remote login device have
enabled.
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5. The record cannot playback after the user logins to the monitor client.

1) Please check whether the storage server is online. If it is online, please check whether this account logged on has playback
permission.

2)  Please check whether the record source selected has record data. If you want to get record data from a storage server, please check
whether to set the record schedule of the storage server or not.

3)  Check whether there are record data in the playback channel and whether the record source and the start time and the end time of the
playback is set up correctly.

4)  Please check the record schedules of the storage server are set correctly.

6. The configuration of devices cannot be modified remotely after the user logins to the monitor client.

1)  When the device configuration is required by the monitor client and prompts “Someone is configuring. Please try later”, please open
the IE browser to login to the device remotely and then go to “Online user” interface to see if there are any other users logging in.

2)  Please go to the live to see whether the device is being set up.

3)  If the problem still exists, please contact your device manufacturer.

7. The preview image on the client cannot display fluently.

1) Please check whether the CPU occupancy rate of the client platform is 100% or there still has usable memory. This situation will not
emerge when the CPU occupancy rate is less than 75% and there still has usable memory.

2)  Please check whether the network environment is supported, including whether the uplink bandwidth of the device and stream match
and whether the downlink bandwidth of the media transfer server and the streams of all channels of devices match.

3)  Please check whether the media transfer server is overload operation.

8. After starting the authentication server and media transfer server, the storage server still cannot save.
1)  Please check whether channels of devices are added to the storage server.

Notes

1. Please use super administrator or standard user (permission control is set to “Never Notify”) to log in operation system, install and use
servers and client software.

2. The resolution of the surveillance client’s monitor shall be more than 1280*960.

3. If you want to delete the files of a server, please stop the server first.
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Appendix

1. How to get video streams via Media Stream Server
Media stream server is used to get the video stream by the third-party via RTSP/HLS/RTMP protocol.
(1) Configuring media stream server
®  Right click the server tray icon and select “Display main interface” to pop up the server tray interface as shown below.
®  Click “Configure” of the stream media server.

_ ServerTrayUl

Server Status set Port “Configure
Configuration Server P Running QO 7002 Apply
m HTTP Server B Running aQ 080 Apply

Transfer Server P Running a BO06/2009 Configure
m Storage Server P Running O 6003 Apply
ServerP Address: e AT © = o
TS Access Server P> Running [ @] 6013 Apply
TV Wall Server P Running [ @] 6035 Apply
Intelfigent Analysi b Runaing & 20 Appiy

P Runaing & 6073 Canfigure

I Running [ 8] Configure

Display main interface e Sme e S5 S -«

0(d)5(h)36(m)19(s) Application Server B FRunning (J 6003 Apply

Quit

®  Confirm the IP address of the management server and stream media server. The default IP addresses of both are
“127.0.0.1”. If these two servers are distributed, please enter the IP address according to the actual network parameter.

Streaming Gateway Config X

~

Http Port 8090

Management Server User admin

Marlagement Server Password | eeesse | ‘

Management Server [P 127.0.01

o
CTTCTIC SeTver r ot

Stream Media ServerIP  127.0.01

RTSP Port 554
HLS Port 8091

RTMP Port 1935

[C] PrePull

[C] Enable Authentication

o =

(2) Get URL and test video playing

®  Open the postman tool (or use the Google browser) to get the channel code of the camera added to the platform (NVMS).
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The format of GET: http://stream media server’s IP:8090/api/device/list

ST ap 16T AR i 2 3079174508000 = & 120 79174, 30 800 4
Untitled Request
GET v | oI T6E 42045090 apildevice it
oy (T
Bodh
Badly
P wETA onn| 1=
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u “offline®

05 £05FOICL00",

FERLIEILE",

®  Request 3 URL addresses of the camera as shown below.
(POST)

DESCRIPTION

The format of 1 marked in the above picture: http://stream media server’s IP:8090/api/live/video

The format of 4 marked in the above picture:

{
"channel_code": "XXXXXXXX", (copy from the step 1)

"stream_type": 2

}

Mo Frvironmen '3 &y
m —
W Q

® Use the VLC player to test video playing. Enter the obtained URL to the VLC player as shown below. In the real

application, the third-party can get the channel code and URL address and integrate them to their own platform.
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http://stream/
http://stream/

User Manual
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